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Chapter 1. Overview

1.1 Description

iVMS-4200 is a video management software using a distributed structure to provide centralized management to all the
connectable devices. It can manage the NVR, DVR, IP cameras, compression cards and decoders. With different management
and configuration modules and a reasonable collocation, it provides many solutions for different surveillance scenario with
medium or small scale. It is a steady and reliable system with functions like real-time monitoring, video recording and
searching, file backup, TV wall displaying, etc.

This user manual describes the function, configuration and operation steps of iVMS-4200 software. To ensure the properness
of usage and stability of the software, please refer to the contents below and read the manual carefully before installation and
operation.

1.2 Running Environment

Operating system: Microsoft Windows 7/Windows 2008 (32/64 bit operating system), Windows
2003/2000/Windows XP(32 bit operating system)

CPU: Intel Pentium IV 3.0 GHz or above

Memory: 1G or above

Display: 1024*768 or above

& Notes :
To simultaneously live view for many channels, or for the channel with high resolution, the higher hardware configuration is
needed.
The software does not support 64 bit operating system; the above mentioned 64 bit operating system refers to the system
which supports 32 bit operating system as well.
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Chapter 2. Starting iVMS-4200

2.1 User Registration

For the first time to use the iVMS-4200 software, you need to register a super user for login.

Reagister Administrator

Please create a super user before proceeding

Super User: [|

Password:

Confirm: [

[ Enable Auto-login

Register Cancel

Enter the super user name, password and confirm the password in the dialog box and click Register. Then, you can log in as
the super user.

Note: Enter, Space, and TAB keys are invalid for the user name and password. The password cannot be empty, and it should
not be less than six characters and can’t be copied and pasted.

2.2 Wizard for Importing Device

Purpose:

The main function of the iVMS-4200 is to manage network devices remotely. Thus the task on the top hierarchy is to register
the device to the management list.

For the first time user, the wizard message box pops up to ask you whether you want to be guided for the basic operation of
the client software.

Welcome to the iVMS4200 monitoring camera add Wizard

This wizard helps you configure iVMS4200 needed to run the monitoring camera are
added,to ensure the normal operation of.

Entering Guide Cancel




Hikvision User Manual --iVMS-4200 v1.02

If this is not the first time you use the client software, the wizard doesn’t pop up, and you can also use the wizard, click

[ Help MY

File System View Tool [Help
. |
Controi Panel (@M () UserManual  Fi
About
Entering Guide

. . . L= . .
Click to start the wizard, or click o exit the wizard.
Steps:

1. According to the hint, click =~ ®** jcon to add devices to the management list of the software.

Add Device age mel
@ Add “Modify, 10 Delete, # Remote Configuration Show online devices
Nickname P Device Serial No.

IextPage. Cancel

2.  Create a nickname for the device, enter the IP address and the port number, the user name, and the password of the
device.

3. Click 9% {6 add the device.

[ Private Domain Mode

Nickname I

Address: I

Port: Igggg

User Mame: I

Password: I

Multicast Address: I

W Exportto Group

Show online devices Add Cancel

If you add the device with a domain name, you can check the Private Domain Mode checkbox. And create a
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nickname, enter the domain name and port number, and enter the admin name and password of the device to
add the device.

Add Device

[7 Private Domain Mode

Mickname:

DNS Address

{

(
Port [aooo
Device ID: {

User Mame [admin

Password: LTTTT

MulticastAddress {

[+ Exportto Group

Show onling devices Add Cancel

You can also click Snowenine ésices ¢, ohow the device connected to the same Local Area Network.

Show online de

Indey’ BeAdded  Device Type P Port Serial No. Device Information

001 Yes DS_9016HF_ST 172621187 8000  DS-0016HF-ST162 MAC Address:

002 No NetDomeSeries  1726.21.135 8000 DS-2DF1-4010020  Software Version ﬁ

002 No DS_7204HV_ST 17262172 8000  DVR-SC-4CHRTO' [ ioc oo

004 No DS_2CD8254F... 172621222 8000  DS-2CDI254F-EISI —————

005 No DS 7204HC 172621232 8000  DS-B104HMI-NGWI
Network Information
P Address ——1
Subnet Mask 1
Port ﬁ
Please Input Administrator Passward:
——1 Wogify
Recover Default Password:

KHl v Restore

Refresh every 155 Select device Exit

Adding the active online devices
Steps:
1) Select the device in the device list, and the information of the device such as the MAC address the software
version and the serial number is shown in the left part. The information in this part can’t be modified.
2) Inthe Network information area, you can modify the IP address the Subnet Mask and the Port number with
entering the admin password of the device.
3) You can also recover the default password for the device, with the code provided by the authorized engineers.

Show online de

Device Type 1P Port Serial No Eexeslsbnaiog

DS_2CDB254F... 172621222  B000  DS-ZCDBZSAF-EISO120111124CCRR... | MAC Address: 00-40-48-71-cc-49
NetDomeSeries  172.6.21.135 8000 DS-2DF1-4010020110816BCWR 1234. Software Version: m
DS_T204HC 172.6.21.232 8000 DS-8104HMI-A/GW0120111030BCWR.

Device Serial No.

DS_9016HF_ST 172621187 8000  DS-9016HF-ST16201110218BRR403
DS-2CD3254F-EIS0120111124CCRRA05

DS_T204HV_ST 17262172 8000 DVR-SC-4CH-RTO120111104AAWR0D.

Network Information
1P Address [172521222
Subnet Mlask [2ss2s82550
Port 2000

Please Input Administrator Password:

Hodify

ecover Defali Passwar

ol = Restore

Refresh every 155 Select device Exit

4. Adding Camera Group

When adding a device, you can check the Eportio GO0 heckbox to export the device you added to a certain camera group. By

default, the name of the group is the same with the name of the device you just added.
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If you want you customize the camera choosing for the group and the group name. You uncheck the

[ Private Domain Mode

Mickname: [

Address: [

Port: Isong

User Name: [

Password: [

MulticastAddress: [

[V Exportto Group

Show online devices Add

Cancel

click Next page on the Wizard, to enter the adding group interface.

Click . 33 to add a new user. Click Modify to change the settings for the new user.
AddDevice —» [BY Add group
Add group  This software is a packet based on conlrol camera management
© Add % Moy 17 Delete
Searching. 3
‘ 9100 ~
Prev Page Next Page Cancel
. . . . Confirm
5. Click the  @%9 o Group dialog box. Edit the name of group and then click

added group will be displayed in the list.

6. Import Channels to Group

Mame: I|

Confirm

Cancel

Ewportio Groue. -heckbox and

to save your settings. The

In the left area on the Camera Import interface, click to select the channels and then click Import button to import the
selected channels to the Group on the right.
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Guide

= a Add group —» Import

Select device Group
All @ Add [ Modity 7 Delete
- Searching Q
@ 9100
|E3 9100 ~
|E 8100 v

@ 9100_Camera0g

Import

Import All

Prev Page Next Page Gancel

7. You can drag and select multiple channels to import them to the group you added.

Guide

roup —» Import

Select device Group
@ Add [ Modify T Delete

Searching... Q

All

@ 9100

\E 9100 v
& 9100_Camera01

9100_Camera02
9100_Camera03
Import 9100_Camera04
9100_Camera05

ImperAl 9100_Camera0s

9100_Camera08

9100_Camera09
9100_Camera10

9100_CameraTl

L)
L)
L)
L)
L)
@ 9100_Camera07
L)
L)
L)
e
L)

9100_Camera12 h

PrevPage NextPage Cancel

Notes:
e The devices to be added must be online currently.
e One channel can be added to different groups.
e Up to 256 groups can be added, and 64 channels can be added to each group, with a maximum of 1024 channels for
all the groups totally.
e  After importing the selected channels to the group, you can return to the control panel and then enter the Main View
interface to get a live view of the added channels.
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2.3 User Login

When you open the iVMS-4200 software after registration, the login dialog box pops up, shown in the following figure:

Login

User Name: -

Password: [

[ Enable Auto-login

Login Cancel

L
Input the user name and password, and then click Login.

[ Enable Aulo-login .
Check the checkbox to enable auto-login, and then the user name and password are not needed for the

login next time.
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2.4 Control Panel and Main Menu Bar Introduction

The main control panel of the iVMS-4200 is shown in the following figure:

Menu Bar:
Enter the setting interface to browse the folder in the host PC
Open Captured Picture: | for the exported captured picture file (s) and view the
File captured pictures.
Open the video player and browse the folder location of the
exported video file (s), click
Open Video File: ;
b to browse the folder in the host PC of the record files.
You can also capture pictures when playing of the video file.
Open Log File: Enter the Log File interface to browse the folder in the host
P & ' PC for the exported log file(s).
Exit: Exit the iVMS-4200 remote client.
Lock: Lock the screen operation. You must log in after locking the
system.
Switch User: Switch login user.
System System Configuration: Enter the System Configuration interface.
Import Configuration Import client configuration file from your PC.
File:
Export Configuration Export client configuration file to your PC.
File:
1024*768: Display window at size of 1024*768.
1280*1024: Display window at size of 1280*1024.
Full Screen: Display window in full screen.
Control Panel: Enter Control Panel.
View Main View: Enter Main View interface.
E-map: Enter E-map interface.
Event Search: Enter Event Search interface.
TV Wall: Enter TV Wall Setting interface.

Import Camera

Enter Import Camera interface.
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Camera Settings Enter Camera Setting interface.
Account Management Enter User Account Management interface.
Device Management Enter Device Management interface.
Tools Storage Server Enter Storage Server Management interface.
Management
Stream Media Server Enter Stream Media Server Management interface.
Management
Decoding Device Enter Decoding Device Management interface.
Management
Broadcast Select device to start broadcasting.
Help Open Wizard Use the guide for camera import.
View information of the client software, including company,
About software name, version, etc.
Click to open the User Manual; you can also open the User
User Manual (F1) Manual b}rf) pressing F1 on your lZeyboard. b

There are 14 icons on the control panel, and their functions are described in the following table:

Viewing live video and playback record files and
Main View other operation (e.g., picture capture, recording,
PTZ control, etc.).

Managing and displaying E-Map and hot areas and
E-map spots; realize E-Map operation (e.g., operate map
zoom in/out, view hot spot, display alarm, etc.)
Searching and playback of the event record files;

Operating Event Search realize playback operation.
Options Playback the recorded video and/or audio files in
Remote Playback the remote client.
TV Wall Configuring the decoding of the channels and show

them on the TV wall.

Adding, modifying or removing the camera
groups; import/export of cameras.
Searching, viewing and backup of local logs
(alarm, operation, system logs).

Import Camera

Local Log Search

Adding, modifying or removing the user account
Account Management | parameters; assign operating permission to each
user.

Adding, modifying or removing the DVR device;
Device Management | configuring parameters (e.g., network, alarm
input/output, HDD, etc.) for the added DVR.
Adding, modifying or removing the storage server;
configuring parameters (e.g., record schedule,

- network, HDD, etc.) for the added storage server.
Options Adding, modifying or removing the stream media
server; configuring parameters (e.g., RTSP port,
upper/lower limit, etc.) for the added stream media
server.

Adding, modifying or removing the decoder;
Decoding Device configuring parameters (e.g., network, alarm
input/output, exception,

etc.) for the added decoder.

Storage Server

Management Management

Stream Media Server
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TV Wall Management

Adding, modifying and deleting the TV wall.

Configuration
Options

Camera Settings

Configuring camera parameters (e.g., image
quality, record schedule, motion detection, etc.).

System Configuration

Configuring the general parameters (e.g., saving
path of files, alarm sound, Email, etc.).
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2.5 Account Management

Purpose:

In the iVMS-4200 client software, many user accounts can be added, and for the different users, different permissions can be

granted.
Steps:

1. Click L to enter the account management interface:

2. Click @4

User Information:

n View Tool Help

1t Management

[ PTZ Control

[ capture

[ Record

[T Camera Settings

[ Play Back Remote Record File(s)
[ Download Remote Record File(s)
[ Remote Recording

[ Two-wayAudio

[ Synchronization

[ Backup Snapshot File(s)

[ Backup Record File(s)

[ Device Parameters Seflings

* [ 172.6.21.60_Camera02
v [ 172.6.2169_Camera03
v [ 172.6.21.69_Camerad4
v [ 172.6.21.69_Camera0s
v [ 172.6.21.69_Camera0§
v [ 172.6.2168_Camera0?
v [ 172.6.21.69_Camera0g
T [ 172.6.21.69_Camera09
v [ 172.6.2169_Camera10
v [ 172.6.21.69_Camerall
v [ 172.6.21.69_Cameral2

3 v [ 172.6.21.69_Cameral13

@ Add 2 Modify 10 Delete
Index Name Type

Alarm Event [N =]

to enter the pop-up Add User dialog box as follows:
Add User x

User Type: Operator w  UserName: [user

Password: senee Confirm [-"u|

Save
[ Al <[ 47282189 [«
[ Live view * [ 172.6.21.69_Camera01

-

Default Permission

User Type: you can select in the drop-down list of the two kinds of user types (Administrator and Operator) to create
the users with different permissions.
User Name &Password: Customize the login user name and password.
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User Permissions
There are 27 operating permissions to be selected And the permissions for accessing different cameras are also

provided.
Note:The Admin user has all the permissions as default and operator user’s permission should be selected in the list. All

the selected permissions take effect immediately.
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Chapter 3. Connecting and Local Management for DVR, NVR

and Network Cameras

Before you start:
Before any operation, you need to add a device and import cameras. There are many ways to add the device in the

management list. You can add devices follow the guide of wizard.
Please refer to Section 2.2 Wizard for Importing Device.
This chapter introduces the connecting and management of the devices.

3.1 Device Adding in the Device Management Interface

3.1.1 Adding Device
Steps
1. Click hu! to enter the device management interface.

2. Click | ©%% ip the Device Management interface.

@ Add 2 Modify M0 ¥ Remote Gonfiguration Show online devices

3. Create a nickname for the device and then input it with other information, the User Name and Password are admin and
12345 respectively and the port number is 8000 by default.
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Add Device

[_ Private Domain Mode

Mickname: [

Address: [

Port: 2000

User Mame: [

Password: [

MulticastAddress: [

[7 Exportto Group

Show online devices Add Cancel

If you check the ' Private DomainMode 1, ckhox, you should enter the DNS address and Device ID as well.

Add Device

[7 Private Domain Mode

Mickname: [

DNS Address: [

Port: [gggg

Device ID: [

User Name: [admin

Password: LTI

MulticastAddress: [

[7 Exportto Group

Show online devices Add Cancel

The iVMS-4200 also provides the searching the active online devices function.

Steps:

1. Click the Show Online Devices icon to search the online devices. All the online devices will be searched and shown on
the interface.

. . . ., Show online devi .
Click to select the online devices you want to add, and then click SHEMIE SR 5 add the device.

3. Enter the nickname, the user name and the password of the device to add it to the management list.

N
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Show online devi

Index Be Added Device Type P Port
o001 Yes MNetrav2.1.0 17262177 8000
002 Mo MNetDomeSeries  172.6.21.135 8000
003 Yes D8_7216H 192.0.0.64 8000
004 No DS8_7204HV_ST 17262172 8000

Serial No Device Information

DS-9632NI-8T1620 MACAddress
DS-2DF1-4010020°  sofiware Version

DST31BHEETE20C payice Serial No.:

DVR-SC-4CH-RT0” [

Network Information
IP Address
Subnet Mask:

Port:

Please InputAdministrator Password:

—

Recover Default Pas:

Refresh every 155

Select device

Trl Restore,

—
—

Modify

sword:

Exit

Index shows the numbers of the devices found.
Be Added status shows the adding status of the device, if the device is already added in the management list of the software,

Yes is shown in this list.

Device type shows the type of the device, whether it is a camera or a DVR and so on.

Steps:

1. Select the device in the device list, and the information of the device such as the MAC address the software
version and the serial number is shown in the left part. The information in this part can’t be modified.
2. Inthe Network information area, you can modify the IP address the Subnet Mask and the Port number with

entering the admin password of

the device.

3. You can also recover the default password for the device, with the code provided by the authorized engineers.
[ 8]

Devcs Type P

Senal No

Devico iInformaton

DS_2C08254F. . 172621222

NetDomeSenes 172621135
DS _T7204HC 172621232
DS_9016HF_ST 172621187

DS_7204HV_ST 17262172

Port
8000  DS-2COS2S4F-EISOI20111124CCRR. . | MAC Aocress

8000 DS-20F 140100201108 158CWR 1234
8000 DS-8104HM-AGW0 1201110308CWR
8000 OS-09016HF-ST162011102168RR403
8000 OVR-SC4CH-RTO120111104A8WR00

Refreah every 155

evIiLY

info.

r

1P Address.

 Susnet Mask:

Network Informasion

135 & Input AOminisy 38o¢ Passwoed

pe

Select device

3.1.2 Device Configuration

After adding the device, you can follow the procedure in this section to configure the device.

Steps:

1. Click the device name to select the device in the Device Management interface.
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5 Conirol Panel (==, Device Management

© Add [& Modity 7 Delete ¢ Remote Configuration Show online devices

Nickname P Device Serial No.

test 17262172 DVR-5C-4CH-RT0120111104AAWRO00000018WCVU

Alarm

2. You can click Modify ' {4 edit the device basic information as device name and address.
Or
You also can double click the device to modify it.

Connection Settings X

[ Private Domain Mode
Nickname: [DSQﬂBST
Address: [172 6.21.65
Port: [8000
User Mame: [admin

Password: LITTT]

MulticastAddress {

Show online devices Modify Cancel

Click | T Deete  jcon to delete the selected device and you can also configure the settings of the device by clicking
& Remote Configuration | For the detailed procedures of remote configuration, please refer to 4.3 Remote Device 4.3

Remote Device Management and Configuration.

3.2 Adding a Camera Group

A camera group must be added for the live view and other operation. After adding the device, please return to the control

&

Import

panel interface and click ' &= to enter camera group configuration interface.

Steps:
1. Click Add to create a group in the right area.
Group
€3 Add | & Modify T Delete
2. Select the camera in the left area, and then click imeort or mpotAl to add the cameras to the group.

You can also hold the Ctrl key and select multiple channels or drag and select the channels to import.
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3.3 Live View

Before you start:

ontrol Panel 5" Import Camera Decoding Device Management . Device Management 10:08:50 Y

Select device Graup

All - \ @ Add Device © Add [& Modity 7 Delete
Searching. Q

@ test ® 0| B | &~

\E 9100 v
\E3 8100 v |
|1 dome v
(E domed v |
|3 test v |

@ test Camera01

@ test_Camera02

@ test Camera03
Import

@ test_Camera04

ImportAll

Event % L % Emorcode 60.(Failedto load Stream Media Server library)

A camera group is required to be defined before live view. For the grouping operation, please refer to chapter 3.2 Adding a
Camera Group. And the group name is shown in the list on the left bar.
Entering the Live View Interface:

Click the main view icon

interface.

The main view interface is shown in the following figure:

-

% in the control panel, or click View -> Main View on the toolbar to enter the live view

View Tool
1024*768
v 1280*1024
Full Screen

Help

* @ Control Panel

©. E-map
£ Event Search
® Remote Playback
7 oW TVwall

& 900 ~ [
B 4l Files)

& P

™ -
B e

& e

5 e -
P er——
B e

& e

p— X
8 e

& e

[ tost v
& test Camers0

P ——

& st Camoraca

& fost Cameraos

B 4iFileis)

& e

5 factory ome -

& tackors ons Camprag1 -~
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Camera Status:

Icon Description
L Camera is online and works properly.
@ | Camerais offline.
@ | Camerais in live view.
g= | Camera is in recording status.

Main View Toolbar:

HE®BR «» 0 ©

Name Description

Layout Select different layout modes.

Full Screen Display video in full screen mode, click again to restore.

Stop All Stop the display of all the cameras.

Manual Record Start manual record for the selected channel, click again to stop.
Previous and Next Click to view previous and next camera.

Auto Switch Start auto-switching the screen by cameras or by groups.
Volume Adjust the volume for live audio.

Live Audio Enable/disable live audio.

(¥
Click , the following box pops up, you can choose the screen layout by clicking the certain icon.
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3.3.1 Basic Operations in Live View

Start live view for one channel:
To view the live video, drag the camera from the list to the display window, or double-click the camera name after you select
one screen.

SyStem ey VIS-3200

Control Panel 7 wain view Decoding Device Management Device Management

| B test
B AilFile(s)

(&) Picture

\E3 9632 X
& 9632_Channel Zero01

B AilFile(s)

(&) Picture

\E 2016 ~
\E3 dome ~
@ dome_Camera01

B AilFile(s)

(&) Picture

Start live view for camera group:

You can also get the live view for the whole group and display the live view of all the cameras in the group on the screen.
Click the group name, and then click the Play button at the bottom of the screen, see the following figure.

Or

Double-click the group name.

A e System View Tool Help
Conirol Panel : Main Preview €5 Import Camera ] camera sett

= Ds9t16sT
‘@ DS916ST_Camerad2

‘@ D301165T_Camerad1
‘@ DSO116ST_Camera03
‘@ DSO118ST_Cameradd
‘@ DS9116ST_Camera05
‘@ DS9116ST_Camera0s
‘@ DSI116ST_Camera07
‘@ D391165T_Camera03
‘@ DS9116ST_Camera0g
‘@ DSO116ST_Camerald
‘@ DSO118ST_Camerall
‘@ DS9116ST_Camera12
‘@ DS9116ST_Camera13
‘@ DSI116ST_Camerald
‘@ D391165T_Camera5
‘@ DSO116ST_Camerals
T3 AllFile(s)

21 Picure

L)

Event

Toolbar in each display window:

I Button | Description |
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Capture
Start manual record, click it again to stop

Start two way audio, click again to stop. This two-way audio can be used
for only one camera at one time. When you enable the voice talk of one
camera, then the voice talk for other camera is stopped.

PTZ control, 8 direction icons will be displayed on the video.

CE

Check the camera status
Go to the camera setting interface

CECE

Stop live view

=)

(0

Remote instant playback about of current camera

8

Audio button, click to open and close

Stop live view:

To stop the live view for one channel, you can click u in the quick setting toolbar.
To stop the live view for all the channels, click ﬂ on the bottom bar.

Cycle Live View:
Cycle live view mode includes the auto-switch in one screen or the auto-switch in multi-screen.

1. Click thei next to the .

2. Choose the auto-switch mode and set the interval for the switching.

© single-screen auto-switch
@ Mutti-screen auto-switching

Switching Interval

40s 1min.  3min.  5min.

Cannot config when previewing.

3. Click on the toolbar on the bottom to start the cycle live view.

3.3.2 Capture in Live View

Steps:
1.  Select the screen.

2. Click icon on the bottom toolbar of Main View, or click icon on the toolbar of this display window.
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@ 9632 Channel Zerco1
8 wirie)
& Peus

9016

gome.

12-11-2011 Sun 22:29:04

VIDEO 1.O0SS

182007

12-11-2011 Sun 22:29:04

VIDEO 1LLOSS

12-11-2011 Sun

VIDEO 1L.LOSS

A small window of the captured picture will be displayed to notify you whether the capture is done or not.
If the capture is successful, there will be a link to the saving path of the picture, and if not, there will be error messages

accordingly.
To view the captured pictures:

®  Click the small window of the picture showed on the right bottom after capture.

®  Click the =1 P1¥U®  icon on the left toolbar; all the pictures captured on the remote client are stored here.

®  C(Click File button on the toolbar and select Open Captured File.

View Tool

File System

Help

Vel

VMS-4200

19:11:20 cRU
2012-01-05  Networl

% Control Panel 2 Main View ™ Decoding Device Management . Device Management

Camera All Cameras o

1 test v - _
Start Time: 20120105 00:00:00 End Time: 20120105 2359:59 Search

B AllFile(s)

(&) Picture Local capture

5 9632 v

& 9532_Channel Zero01

B AllFile(s)

(& Picture

£ 9016 ~ )

& e |

£) dome v

@ dome_Camera01

B AllFile(s) 1

%, Picure

3.3.3 PTZ Control in Live View

For the PTZ control, click the - icon on the toolbar on the screen for each camera, and the PTZ control panel will be

displayed on the left side of the Main View.

Note: This chapter only shows the operation of the PTZ control, to configure the PTZ parameters see 4.4.8 PTZ
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12-11-2011 Sun 22:44:16

VIDEO 1.OSS

B ¢

Preset Pattern

12-11-2011 Sun 22:44:16

sdf sdf sdf saf

VIDEO 1LOSS

12-11-2011 Sun 22:44:16

VIDEO 1L.OSS

Camera 03

Patrol

o9

Inde: Name
01 Preset1
Preset 2
Preset3

Preset4

-

Click on those directional buttons to control the PTZ function, or click the directional buttons on the PTZ control panel. You
can also control the PTZ direction by the directional buttons on your keyboard.

You can control PTZ by dragging and clicking the mouse on the display screen window.

o (2]

o (0]

(5]

(6] @

(8)

DS-2AF1-401

Use the mouse to click on the video image, and then drag the mouse to different directions by following the arrows displayed
on the video: @ Upper Left; @ Up; © Upper Right; @ Left; ©® Right; ® Lower Right; @ Down; ® Lower Right. The PTZ

will move to the direction as the arrow goes.
Description of buttons on PTZ Control Panel:
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Button Description
o Zoom
Y Focus
Q Iris
[oX 3D Positioning
‘e Light

Wiper

Direction buttons, click U to start/stop auto-scan.

& B
+iCl> e
(> [y [

- * Speed adjustment for PT function
lPreset 1 Preset configuration
\Pattern’ Pattern configuration
Patrol Patrol configuration
(5] Calling function
p Adding and editing function
0 Deleting

Preset Configuration

To add a preset for the PTZ:

Steps:

1.  Click the direction buttons to move the PTZ to a desired location,

2.  Select a PTZ preset number from the preset list, and then click 0 to add the preset and name this PTZ preset.

To delete a preset, select the PTZ preset from the ireset list, and then click 9 to remove it.

MName:

.~ Confirm  Cancel

Pattern Configuration
To add a pattern for the PTZ,

Steps:

1.  Click the ;‘Pattem | button to enter the PTZ pattern path setup panel.

2. Select a PTZ pattern path number from the pattern list, click p to enter edit mode.
3. Click %@ to start recording of this pattern path.

4.  Use the direction buttons to control the PTZ movement.

Click ¥ to stop the pattern recording. Click = to save the pattern path.

o1
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B ¢ ™

Preset Pattern Patrol

o vy

Patrol Configuration
After adding two or more presets for one channel, you can set a patrol with presets for PTZ.
To add a patrol path for the PTZ:

Steps:
. . Patrol
1. Click button to enter the PTZ patrol path setup panel.
2. Select a track number from the list.
3.  Click +) to add a preset (including the dwell time and PTZ speed for the preset) for this patrol path.
Repeat the above operation to add other presets to the patrol.
4.  Click %@ to call the patrol path or click ¥ to stop calling.
S
5. Click & to edit a preset in the patrol path.
Notes:

e Up to 16 patrols can be configured.
e  The patrol time can be set to 1~255 sec, and the patrol speed to level 1~40.

PTZ X

B o ®

Preset Pattern Patral

Path 1 -9 Q2
[+]
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Add Patrol No. x

Freset: Preset1 ~
Dwell Time{s):. 1

Patrol Speed: 1

Confirm Cancel
3.4 Alarm and Event in Live View
3.4.1 View Alarm /Event Information
The Main View interface provides the FEm sven! buttons at the left bottom toolbar.

Click the button to view the alarm or event information as shown in the panel.

Ingies Alarm Time Alam Sou Alam Details ontent Live View Send Emz TV Wall Di Mlam Notation

v Mofion Defecion v Video Exceplion v Alarm Input [v Devics Exceptional

bt
You can click icon to lock the toolbar and show the information in the main view. Or click to hide the list.

- 54200 )

wos [ Mamvew 3 Inpenicamer 1858

01-12-2012 Thu 16:55:58

Camera 03

01-12-201Z Thu 16:55:58

Click H icon to maximize the alarm/event log display panel and enable it to be shown in a new tab page.
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v [v v Mamingt [V

As shown in the figure above, in the alarm log display panel, there are 4 different alarm types: “Motion”, “Video Abnormal”,
“Alarm Input” and “Device Abnormal”.
Check the checkbox to show the alarm of the type.

[V Motion Detection [v Video Exception v Alarm Input [v Device Exceptional

You can select a log and right-click it to remove it from the list or right-clicking the mouse and then click  ©'#3"

= 8

20120118 1630 Netw~ 5. factory 2on8_Camera01 fais to obtain capabilty set Ertor coda: 0

~ ~ [~ marm input [+

3.4.2 Alarm Log Linkage

Each alarm log shows the related alarm information, including occurred time, source and type of the alarm.

You can click the or . button to preview, send email or shown in TV wall of the selected alarm information and
video.

© Live View: View the live video of the selected alarm source camera.
Send Email: Send the alarm information by Email.
Note: You need to configure Email settings in Control Panel > System Configuration—=>Email before using this function.
B Show itin TV Wall: Enable the video from the alarm source camera is decoded and displayed on TV wall.
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R Fie system View Tool Help

Control Panel . wainview £ Import Camera

) test2
‘@ 17252169 Camera01 |

@& 1726.21.69_Camera02

@ 1726.2169_Camera03

@& 1726.21.69_Camera0d

@ 1726.2169_Camera0s

@& 1726.21.69_Camera06
@ 1726.2169_Camera07
@ 1726.21.69_Camera08 P

& 1726.21.69_Camera09

NO VIDEO NO VIDEO

@& 1726.21.69_Camera10
& 1726.2169_Cameratt
@& 1726.2169_Camera12
& 1726.21.69_Camerat13
@& 1726.2169_Cameratd
& 1726.21.69_Camerats

NO VIDEO NO VIDEO

@ 172621.69_Cameral6

Event

Inde: Alarm Time Alarm Sou Alarm

Details Alarm Content

9 2012-02-1510:26:... Device  172.6.21.69 Camera01

VMS-4200

Canrea 01

Motion Detection Alarm Stop

Decoding Device Management

NO VIDEO

NO VIDEO

Canera 02

NO VIDEO

NO VIDEO NO VIDEO

NO VIDEO NO VIDEO

rt reconnection. Error code 0.

LiveView  Send Email

TV Wall Display Note

9 2012-02-1510:26:.. Device  172.6.21.69 Camera01

8 2012-02-1510:14;

172.6.21.69 Camera01

8 2012-02-1510:14:

Device

172.6.21.69 Camera01

7 901919151014 Deviea 172 A1 A3 Camerani

[ Motion Detection [v Video Exception [v Alarm Input [v Device Exceptional

3.4.3 Block the Alarm from Certain Device

Purpose:

Matinn Natartion Alarm_Ston

Motion Detection Alarm Start > 2]
Motion Detection Alarm Stop
Motion Detection Alarm Start [} -}

Sometimes, the blocking of the alarm information from certain device is needed. This is especially useful when you use

more than one client to manage many devices.

Steps:
1. Click _Tool on the menu bar.

R rie system View [l Help
@ ImportCamera

IVIMS-4200

Control Panel B Camera Setings

& Camera Setiings.

Alarm Event A AccountManagement
Alg @ Device Management
& Storage Server Management

B Stream Hedia Server Management

Inie; Alarm Time

Alarm Content

W Decoding Device Management
# TVwall management

«4 Broadcast
B Device Arming Control

| [v Wotion Detection [v Video Exception [v Alarm Input v Device Exceptional

2. Click

@ -0ox

Device Management Wotivor s

7.(Connection failed: device off-ine or connection imeout)

Live View Send Em: TV Wall Di Note

to enter the alarm enable or disable interface.
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Device Arming Control

Encoding Device MVR Decoding Device
[V Al Arming Status
[ test m
[+ 8464 m
[« 9116 a
[ 6401 |
Yes Cancel

3. Check the checkbox to enable the alarm or uncheck it to block the alarm information. There are tabs to list
different kind of connected devices.

4. Click ves to confirm your settings.
Note: This function only blocks the selected alarm information from being received by this client only; the alarm
information can also be received by other clients. And when you block the alarm information from certain devices, all
the alarm information is not shown in the client and all the linkage methods in the client such as the audible warning,
pop-up image, and email sending are not taken as well.
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3.5 Local Recording and Capture

1VMS-4200 software provides the local recording and remote recording.

Local recording refers that you record the video from the remote device in the local PC runs the iVMS-4200 software. Local
recording for the iVMS-4200 can only be manual recording, and the schedule recording is not valid.

The remote recording refers to the remote control of the device in the management list to record on the HDD of the device
side.

3.5.1 Recording and Picture Capturing on the host PC for the iVMS-4200

Local Recording (also called Manual Recording) function allows you to record the live video in the Main View mode. And
the record file is recorded in your PC.

Steps:
1. Inthe main view interface, select a channel in the group and double-click it to view the live video.

2. Then click - button at the bottom of main view panel to start to record the live video.

3. To stop recording, please re-click . button. A prompt box with the saving path of the video files you just
recorded will pop up if all the operations succeed, as shown in the Figure below.

To change the saving path of the record files and captured pictures, go to the files configuration interface; see 8.2
File Saving Path Configuration for detailed information.

Configuration

A._é General
- Configure the saving path for record files, captured images

= File . (e.g. record files, pictures and device configuation files, etc.)

n Alarm Sound
Saving Path of Video File
Email
Cufivms4200Nideo/
Saving Path of Pictures:
C:fivms4200/capture/
Saving Path of Configuration File:

C:fivms4200/config!

Default Save
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Quick View the Manual Recording File:

You can open the folders to find the record file, or you can click All File(s) icon to show the record files in the
iVMS-4200.

kkkkk

You can double-click the record file to play it. For detai n, see 3.6.1 Playback of Local Stored Files.

Player cif X

02-14-2012 Tue PSR!

Camera 01
-
ODOoKooDa oo
00:00:26/01:02:06

To manual capture in the live view, see 3.3.2 Capture in Live View.

3.6 Local Playback

Based on the different recording modes, there are two playback modes: Local playback and remote playback.

3.6.1 Playback of Local Stored Files

Play back the video files created in local recording mode which is restored in your PC.
Steps:
1. Go to Main View panel and click the All File(s) icon to enter the Local Record Files interface. Select a camera and

specify the start time and the stop time, and then click Search button to search the video clips. The matched video found
will be listed in the display panel below.
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11:41:18

Camers Al Cameras

= et . SanTime 2012023000000 = Engfime  20124214235050 = Sewch
& 17262159_Camerant

& 17262189_Camean2
& 17262169 Camerat
& 17262169 Camerads
& 17262169_Camaraos
@ 17262169_Camera0
& 17262159_Camenat?
& 17262169 Camersa
& 17262109_Cameradd

& 17262169_Camera1d
& 172621569_Camerat!
& 17262169 Camerar2
& 17262169 Camenata
& 17262169 Cameratd
& 17262169_Camecats
& 17262159 Camerats
& 17262169 1P Cameradt
@ 17262169 1P Camerat2
& 17262159_Channel Zero.
L)

! Pictre

= st S
& 17262173 Camera0t
& 17262173 Camerao2
& 17262173 Camerad
& 17262173 _Camerads
& 17262173 Cameras
& 172621.73_Camera0s
& 17262173_Camera07

choose the playback

video resolution
NZ~14-2012 Tue

Pause
Capture

3D Positioning

Stop SF FF Frame by Frame
play

You can click E button to save as the selected record file. You can click n to delete the clip from the panel, or click

the button to send the selected video clip by Email (The size of video clip must be less than SM).
Note: To send the record file to an Email address, you must configure Email settings. For detailed instruction, see 8.4
Email Configuration.
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3.6.2 Instant Playback

1. Go to Main View panel, click a channel to enable the toolbar shown as follows, and click button to start instant
playback.

BE A

2. Ininstant playback interface, please click “ button to start playback the first video files of current day; click n
and n buttons to fast forward or slow forward. Click “ to pause.
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-02-2 " ¥ 3]1 105

Play/ Paues

Mute

Stop  SF FF P Ad RS Switch back
Bl - s ’ to live view
default customided StartiStop
tag tag - Download video cutting

3. The table below is a list of other buttons in this interface for video management.

4. You may also use the timeline at the bottom of the Main View panel to adjust the playback progress. Also - and

buttons are used to expand and narrow down the time bar so you can choose a more accurate time for playback.

2011-03-1p

3.7 Managing E-map

Relating certain camera group to an E-map allows you to visualize the location and distribution of cameras. The E-map is
beneficial especially when alarm is triggered.

3.7.1 Adding an E-map

For the first time to use E-map function, you are required to add a map first.

V':)'.“"\‘. P
Click View->E-map View on the menu bar or click %2 on the Control Panel to enter the main interface of E-map. Refer to
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the following figure:
Note: Only one map can be added for each camera group.

Steps:

1. Click Q fedmap to add a map related to the camera group.

Tool  Help 1VMS-4200

&2 emap

[ testt ~

PR A/e BB S

Alarm Event o > 172.6.21.73_Camera01 Failed to get stream, start reconnection. Eror code 7.(Conneclion failed: device ofiHine or connectio & 0 2

2. Click ~ to browse the directory where the map is stored.
Note: The picture format of the map should be *png, *jpg or *bmp.

E-map Info x

Map Name:

Path

Yes Cancel

3. Enter a name of the map.

. Yes .
4. Click to confirm your selection.

After adding map successfully, it shows on the window and name of map also appears on the list of group.
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Map View Adjusting

18:03:33

]

L)

Camera Group and
Rlated Map

L)
o
L)
L)
o
L)
o
L)
L)
L)
L)
L)
L)
o
L)

&3

o test2

testt

testt

1726.21.73_Camera01
1726.21.73_Camera02
1726.21.73_Camera03
1726.21.73_Camera0d
1726.2173_Camerads
1726.21.73_Camera08
1726.21,73_Camerad7
1726.21.73_Camera08
1726.21.73_Camera0d
17262173 _Cameralld
17262173 _Cameratl
17262173_Camera12
17262173 _Camerai3
1726.21.73_Cameratd
1726.2173_Camerais
1726.2173_Cameratt

View
the map

Map Preview Ect Map

Aarm Evel

Show and conﬁth:

and event info.

3.7.2 The Hot Spot Function

A Fardan
* Shopping Centre

T | King Khad
Lake

Al Majaz Park Q
uba )

Delete Map
Add hot spots

modify map

Enter the map edtting

interface

W
ot Q *_Post Office
9“‘" r,.»-::ou.

i

(== 30 krm to Oubai Apoet |

Delete Hot Spots

Port Khad

)

=)
\

ee*
Shargon O

owd Old SBuk
& Arts Museum

®

\
\,

i

Q The Gald Centre
*

Sharajoh Maga Mal

Add Hot Region .

Maodify hot region

Back to the parent

Modify Hot Spots map

You can add the camera label in the map to show the location of the camera. The label is called hot spot. And with the hot
spots added the cameras are linked to the map, in the map preview interface, you can see the live view of the camera and if

there is an alarm triggered, icon - appears near the camera label.

Adding a hot spot:

Steps:

1) Click ﬂ and select which camera you want to add on the map as a hot spot, and choose the color of the hot spot.
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200

Search
(7] fest2

(@ 1726:21.69_Camera01
@ 172.6.2169_Camera02
(@ 1726.21.69_Camera03
@ 172.6.21.69_Cameradd
(@ 1726:21.69_Camera0s
@ 172.6.21.69_Camera06
@ 172.6.21.69_Camera07
@ 1726.21.69_Camera02
@ 172621.69_Camera09
@ 1726.21.69_Camera10
@ 1726.21.69_Cameratl
@ 1726.2169_Camerat2
(@ 1726:21.69_Camera13
@ 172.62169_Cameral4
(@ 1726.21.69_Camera1s
@ 1726.21.69_Camera16
(@ 172.621.69_IP Camera01
(@ 172.6.21.69_IP Camera02

(@ 172.6.21.69_Channel Zero01

2 test

Map Preview EditMap

e Event

[ test1 ~

I ain View

¥ Import Camera

FPart Khalid

&2 emap

A

[ 17262173_Camera01
[ 172621.72_Camera02
[ 172.6.21.73_Camera03
[ 17262173 _Camera04
[ 17262173 _Camera0s
[ 17262173 _Camera0
[ 172621.73_Camera07

< |

Souk
Arts Museum

f

[ 17262173_Camera0s test?
17262173 C 09
O oamera = [eld Centre
Hotspot Color: il Green v
hoa Mall
Yes Cancel
— Archeol
P —— . ! = . & Sder
b ¥
a ij test dsiskmte

<= To Dubai

" N YL e &

N
A (=7 90km to Dubai 4
mouse aver @ far hotel infa

w

£ &

¢ Camera01 Live view failed. Error code 24 The channel is unavailable.
2)  Check the checkbox of the camera name to select them as the hotspots.
You can choose many cameras at the same time.

Hotspot Color:

3)  You can choose the hot spots label color in this interface.

| Green -

After being added as a hot spot, the camera icon in the camera list change to & .

[ map

(@1 172.6.21.69_Camera01
@ 172.6.21.69_Camera02
(@ 172.6.21.69_Camera03
(@ 172.6.21.69_Camera04

|1 172.6.21.69_Camera05
@ 172.6.21.69_Camera06
@ 17262169 _Cameral?
(@ 172.6.21.69_Camera08

4)  Drag the camera icon to certain location on the map.

Editing the hot spot:

Double-click the hot spots icon on the map to modify the hot spot name and the color of it.

Or

Right-click the hot spot and choose Modify.

Or

\ l L T g
P ]
o l'
o - ) | !
et g — R 4
172.6.2 peete |~
U EENST
e ‘L. o ol

Select a hot spot on the screen and click the icon on the toolbar.
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Rediad S 1

K A T Pt AMirssiny Honlard
~ L .
SOLONON
< |12%i > Weerton ks A
[
ndia .+ .
Jcea . TR S - §
- ol Caral Ee
I ne r > iy - Sta =
L T 4 e P ¥ s % - -
[ e Py
_ 179891 X LSS LY
o Modify Hot Spot X
oo :
Hot Spot Name: [Hctspon P
l [V 172.6.21.69_Camera08
L
apas
Rarmenis
Pty
i
IJ' Hotspot Color: [l Black v
O Yes Cancel

Deleting the hot spot:
Right click on the hot spot and choose delete.
Or

Select a hot spot on the map and click on the toolbar to delete the hot spot.

| P oh

2 i e - by
. a 1
Au.:;}, __'_‘. ‘,'_‘ = -+
e sl
!.? 262 peete |
U EE NS
hosovdn g oy o

Previewing the map with the hot spot:

. . Map Preview
After all the settings are done for the hot spots, click on the toolbar to see the E-map. The hot spots are
distributed on the map to show the location of the linked cameras.

1 View Tool Help

[ test2

(@ 1726.2169_Camera01
@ 172.6.21.69_Camera02
(@ 1726.2169_Camera03
@ 172.6.21.69_Camera04
@ 172.6.21.69_Camera05

)
RO BT WE AN
TEARITORY
@ 172.6.21.69_Camera06 b
(@ 1726.2169_Camera07
& 172.6.21.69_Camera08
@ 172.6.21.69_Camera09

@ 172.6.21.69_Camera10 SRUTH

(@ 17256.2169_Camerati

A

u

@ 172.6.21.69_Camera12

(@ 1726.21569_Camera13

@ 172.6.21.69_Camera14

(@ 1726.2169_Camera1s

@ 172.6.21.69_Camera16

@ 172.6.21.69_IP Camera01
(@ 1726.2169_IP Camera02
(@ 1726.2169_Channel Zero01
[ test1 ~
[ testt

Map Preview Edit Map L 8

Alarm Event & L " 17262169_IP Camera01 Live view failed. Error code 24.The channel is unavailable.
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3.7.3 The Hot Region Function

The hot region function links a map to another map. When you add a map to another map as a hot region, an icon of the link
to the added map is shown on the map. And the added map is called child map while the map to which you add the hot

region is the parent map.
Note: A map can only be added as the hot region for one time.

Steps:

1. Click in the toolbar.
Map Preview Edit Map t? (X‘, n , o 5’:\' % 5;(' # Search hot sp

2. In the message box, select the map you want to add as a hot region. And you can also select the color of the map

icon.
Add Hot Region X

[ Al

[+ map

[+ test

HotRegion Color: [l Black ~

Yes Cancel
3. Drag the map icon on the map to certain location.

g

1Zouk

4.  You can double-click the map icon to modify the mép name and the icon color.

7
5. You can click on the toolbar to modify it.
[

Or you can right-click the icon and choose ﬂ' to modify it.

Modify Hot Region X

Hot Region Name: Iman

¥ map

Hot Region Color: [l Black ~

Yes Cancel
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To delete the hot region:

Select the hot region icon on the map and click the m to delete the hot region.
Or
Right-click the hot region icon and choose Delete.

Map Previewing with the Hot Region:
After the successful adding and setting of the hot region, go back to the map preview interface.

B fie Sytem View Tool Help iVMS-4200 [

Control Panel ] Camera Setings 2 main view €5 Import Camera #2 emap 17:4016 8 ok

2012-03-

Search Q
£ map
& 1726.2169_Camera0l <
& 17262169 Camera02
& 1726.21.69_Camera03
& 17262169 Cameradd e?‘\g
& 17262169 CameraS sh arjah Cr

Al
& 17262169 Camerals D R ca e Road OHET
@ 17262169 Camerad] Q wut® !‘ﬁ * =
& 17262169 Camerals ‘G\Cﬂ K Arts Museumn
& 1726.2169_Camera0d - L Q
Co A
& 1726.2169_Cameral0 < “_s

(,
B

b

Port khalid Gl
map

&

5 |

& 17262169 Cameral2 e ~
i Z

& 17262169 Cameral3 B Gold Souk a2

& 1726.2169_Camerald Map1

& 1726.2169_Cameral5 Q
& 17262169 Cameral6
2621 201
L IR G ‘:} The Gold Centre
*

& 17256.21.69_IP Camera02
. Al Fardan

& 1726.21.69_Channel Zero0l Shopping Centre
[0 testl o)

@ 17262169 Camerall hw\om *G % Post Office it

Sharajah Maga Mall
*

B | King Khalid
< Lake L.

1] MAP3

Map Preview EditMap

Alarm Event & L ' Motion Detection Alarm Start

R fie Sytem View Tool Help

-4200

% Control Panel (3 came: £ Import Camera 2 emap

carch Q o
e T — —
& 17262169 Cameratl nd' o5, N ’
Ycea . )

& 1726.2169_Camera02
& 17262169 Camera03
@ 1726.2169_Camerald
& 17262169 Camerals
@& 1726.2169_Cameral6
@& 1726.2169_Camera07
@& 1726.2169_Camera08
& 1726.2169_Camera0d
@& 17262169 Cameral0
& 1726.2169_Camerall
& 17262169 Cameral2
& 1726.2169_Cameral3
@& 17262169 Camerald
& 17262169 Cameral5
@& 1726.2169_Cameral6
& 17262169 1P Camerall
& 17262169 1P Camera02
@& 1726.2169_Channel Zero01 0

sy

Sow b

[ Pm————— PR

5 testl ~
[ MAP3

Map Preview EditMap

Alarm Event lo D % Motion Detection Alarm Start
3%

&
Click the to go back to the parent map.
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Chapter 4. Remote Control and Management for DVR, NVR and

Network Cameras

Remote control and management means that you operate the iVMS-4200 software to control the devices, such as control the
device to record, to capture, to change parameters and reboot. And you can also get the record files stored in the HDD of the
device.

4.1 Remote Recording

When the video storage devices are HDDs, NetHDDs or SD/SDHC cards installed in the DVR, NVR or IP cameras, or when
you have a storage server connected you can configure the recording of via the iVMS-4200.

4.1.1 Recording on the Storage Device on the DVR, NVR or Network Camera

Before you start:
For the newly installed storage devices, you need to initialize them.
Note: This is not a mandatory procedure. If the storage devices are already in use, and some record files are recorded on it,
the initialization operation should be considered carefully. If the initialization is not needed, start your setting with step 4.
Steps:

1. Format the HDD or SD/SDHC card: After adding the devices into iVMS-4200, enter the

¥ Remote Configuration . .
v : interface of the selected device.

2. Click HDD sub-menu to format the storage devices first, shown in the figure below.

Device Parameters x

I_E Information

B cenea
-Q Network

‘ Alarm [v HDD No. Capacity(MB) Free Space (MB) Status Type Group No. Property

HDD settings

Metwork Disk Configuration HDD Group Settings Quota Array Configuration Moy

1 User ~ 3 76319 27648 Normal Lacal Group01 Read/Write
L' ] HDD
; Exception

| File

Log
f_'| Holiday

Others

@ Channel Zero

Format

Reboot Restore Factory Settings. Save

3. Click = ™™  to format the HDD installed in the device. And the process bar shows the formatting process
of the HDD.
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._ Information

“ General

-] Camera

&9 network
B ~vam
L User
44 HDD C |
LR Exception
File
j.\ Log
[ Holiday
Others
@ Channel Zero

Resource User

HDD Settings.

Network Disk Configuration

HDD, Group Settings Quota Mogify,

v [¢} apacity(MB) | Free Space(MB) Status
[+ HDDNo. (C ity(MB) | Free 5| MB)| Siab

3} 1 10

Formatting HOD 1

Group No

Normal Group01

Property

Format

Reboot.

Restore Factory Settings,

Import Device Config

Export Device Config

4. Enable Local Recording: Go to Camera Settings > Schedule and check the checkbox of the Local

Recording.

Note: In this interface, the Local Recording refers to the recording on the HDD of the DVR or IP Camera.

Video Loss

Recwrg
¥ Local Recordng
Reoerd Seheduls

Adeanced Settngs

‘Starage Server Raconding

[~ Caplure Setings
Caphure Schedue:

Adeanced Satings

copyte

This cameca has nol been adde o he HVR.

Tomgiste 01 f

Starage Sevver

Tompiate 01 &5

Camera10 tals o obian capabilly £ai Eror code ]

5. Recording Schedule Configuration: click 13 icon and configure the schedule template shown below:
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(" All-day Template | & Schedule recording | | £ Event | & command | 1 i .‘E [ Edit ‘
(" Weekday Template

Mon 0 2 4 6 8 10 12 14 16 18 20 22 24
® R

Tue 0 2 4 6 8 10 12 14 16 18 20 22 24
Q TETEEE S
(" Template 02 Wed O 2 4 [3 8 10 12 14 16 18 20 2 2%
(" Template 03

Thu 0 2 4 6 8 10 12 14 16 18 20 2 24
(" Tempiate 04 R R ———

Fri 0 2 4 6 8 10 12 14 16 18 20 22 24
@ s o R R ———
(" Template 06 Sat 0 2 4 [3 8 10 12 14 16 18 20 22 24
(" Template 07

sun 0 2 4 6 8 10 12 14 16 18 20 22 24
(" Templats 08 S
(P Customized

Confirm Cancel

All-day Template . .
VIEMPEEE for all-day continuous recording

(o Al-dayTemplate | & Schedulerecording | | & Eent || & Command | | @) | T || Ly | Edit
(" Weekday Template

Mon O 2 4 6 ] 10 12 14 16 18 20 2 24
€ Marm Template - - - - - " |

Tue 0 2 4 ] 8 10 12 14 16 18 20 2 24
L e
(" Template 02 Wed 0 2 4 ] ] 10 12 14 16 18 20 2 24
(" Template 03

Thu 0 2 4 6 ] 10 12 14 16 18 20 2 24
(" Template 04 - - - - - " |

Fi 0 2 4 ] 8 10 12 14 16 18 20 2 2
(@ e - - - - - - - " |
(" Template 06 sat 0 2 4 6 8 10 12 4 16 18 20 2 24
(" Template 07

Sun [ 2 4 6 8 10 12 14 16 18 20 22 24
(" Tempiate 08 - - - - - " |
(" Customized

Confirm Cancel

Weekday Template for

working-hours continuous recording from 8:00 AM to 8:00 PM;

Al-day Tempiate |2 Schedulerecording)| | & Eventy | | e? Command, | @) | T | D3y | Edit

D!

Weekday Template

Aarm Template O S

=
=
£
°
=
o
=
=
=
e
&
&
N
B
®

Tue 0 2 4 6 8 10 12 14 16 18 20 2 24
@ Tzl o
(" Template 02 Wed O 2 4 6 8 10 12 14 16 18 20 2 22
(" Template 03

Thu 0 2 4 6 8 10 12 14 16 18 20 22 24
(" Tempiate 04 B

Fri 0 2 4 6 8 10 12 14 16 18 20 22 24
® mEzEes o B
(" Template 06 sat 0 2 4 [ 8 10 12 14 16 18 20 22 24
(" Template 07

Sun 0 2 4 6 8 10 12 14 16 18 20 22 24
(" Tempiate 08 B R ——
(" Customized

Confirm | Cancel

Alarm Templat .
M TEMPEEE for all-day event recording.
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(" All-day Template & Schedule recording & Event # Command Edit
| | ! 1

(" Weekday Template

Mon O = 4 3 E] 10 12 14 16 18 20 2 24
@ Alarm Template O O S

Tue 0 2 4 6 E] 10 12 14 16 138 20 2 24
® e s
(" Template 02 Wed 0 2 4 6 ] 10 12 1 15 18 20 2 24
(" Template 02

Thu 0 z 4 3 ] 10 12 14 16 18 20 2 24
(" Tempiate 04 O O S

Fi 0 2 4 5 ] 10 12 1 16 18 20 2 24
(@ s O O SO
(" Template 06 sat o0 2 4 6 8 10 12 1 16 18 20 2 24
(" Template 07

sun 0 2 4 6 ] 10 12 14 16 18 20 2 24
(" Tempiate 08 O O S

(" customized

. Confirm  Cancel

6. Editing the recording schedule template:

1) Click! 3

All-day Template | & Schedule recording | & Event | # Command || @ B |
Weekday Template

Mon 1] 2 4 6 8 10 12 14 16 18 20 22 24
P N

Tue [} 2 4 6 8 10 12 14 16 18 20 22 24
Tempate 0 S
Template 02 Wwed O o 4 6 8 10 12 14 16 18 20 2 24
Template 03

Thu 0 2 4 6 k) 10 12 14 16 18 20 2 24
[fempiate0s - - - - - - - - -

Fri 0 2 4 6 L) 10 12 14 16 18 20 22 24
Temelate 63 - - - - - - - - -
Template 06 Sat 0 2 4 6 8 10 12 14 16 18 20 2 24
Template 07

Sun [} 2 4 6 8 10 12 14 16 18 20 22 24
[fempiate 08 B
Customized

Save . Cancel

2)  You can edit the template name and time schedule in this interface.
# Schedule recording . . .
EEETEETT means normal scheduled recording. The schedule time bar is blue.

& Event means schedule recording for events. The schedule time bar is yellow.

_ & Command | means schedule recording triggered by command. The schedule time bar is green.

Note: Command recording function is only available when iVMS-4200 added ATM DVR while the ATM transactions are
taking place.

When the cursor turns tof=—#&, you can edit the schedule.
When the cursor turns to 7 , you can move the schedule you just configured.
When the cursor turns to‘j, you can lengthen or shorten the time bar you configured.

7. Click | S®™™ | ¢ save the schedule you just set.

The configuration of the capture schedule is the same with that of the record schedule.

Advanced Settings

Click " in the schedule interface to set the Pre-record time, Post-record time and the storage parameters

for the record files.
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Advanced Settings

Fre-record: 58 -

Post-record: 5s -

Video Expired Time: 0 day(s)

Redundant Record: Mo ~

Record Audio: Yes -
Confirm | Cancel

Pre-record: Normally used for the event triggered record, when you want to record before the event happens.
Post-record: After the event finished, the video can also be recorded for a certain time.
Video Expired Time: The time for keeping the record files in the HDD, once exceeded, the file is deleted.
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4.1.2 Recording on the Storage Server (PC NVR)

Using iVMS-4200 software, you can configure the recording schedule for any added channels and store the recorded files in

the NVR storage server.

The storage server can be configured for recording the video files. And the storage server application software is also packed

in the iVMS-4200 software package.

Adding and configuring the storage server

Steps:

1. While installing iVMS-4200 software, please select PC NVR Server as well to enable NVR software, as shown in
the following figure below.
Note: You can also record on the storage server installed on other PC.

IVMS 4200(v1.0) - InstaliShield w_

Select Features

Select the features setup will install o o

Select the features you want ta ingtall, and deselect the features vou want to uninstall

[ User Client

satd P MYy vEr| Recording server

~[1Stream Media Server
[Decoder Server

-~ JEncader Server

Description ‘

0.00 ME of space required on the E drive
15916.08 MB of space available on the E drive

< Back " Next » ]I Cancel

2. Click = 5=  button in the control panel of iVMS-4200, and then click
3. Create a nickname for the storage device and input other information.
The IP address should be the IP address of the PC on which the storage server runs.

Add Storage Device x

€ Add

button to add the storage server.

[ Private Domain Made
Nickname: [
Address: [
Port [5000
User Name: [admm
Password: I.....
Show online devices Add Cancel

i Remote Configuraion | 1ytton and goto %" sub-menu and select a local HDD in the server for storing

Format

4. Click

recorded files, then click button to format the HDD, shown as figure below:
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Storage Server Parameters x

Information

'8
B ceneral

Log

Reboot

HDD settings

@ Camera
HDD Mo.  HDD No. Capacity(MB) Free Space (MB) Status
TEELE 1 D 80043 75730 Unformatted
0 N E 72000 71894 Unformatted
3 G 102999 100215 Unformatted
2 v
4 H 199 167 Unformatted
4p HDD C | 5 | 114470 108490 Unformatted
/. Exception
:4 File

Type

Local
Local
Local
Local

Local

HDD Group  Property

Group00 Default Disk
Group00 Default Disk
Group00 Default Disk
Group00 Default Disk
Group00 Default Disk

Format

Restore Facory Settings

Save

And in this interface you can also configure the network parameters, the user information, the exception handling

method and so on.

Setting storage server recording schedule

Steps:

1. Add Recording Channels: Click @ Ca8METE bytton to enter the interface to choose the camera and add the
record file to the storage server.

Server Parameters

E

' User

o HDD

ki, File

Log

Reboot

B cenera

Schedule

_Q Network

Information

Set camera parameters of the device

(e.g- IP camera addition and deletion)

Camera

@ Add

] Delete

/. Exception

Restore Factory Seftings

Save

2. Click | ©Add

Add Camera
Group: 9016 v

Camera:

and the following message box pops up.

[ Al

[ 9016_Camera01
[ 9016_Camera02
9016_Camera0d3
9016_Cameradd4
9016_Camera0d5
9016_Camera08
9016_Camerald7?

mlinlinli=li=iis]

9016_Camera08

Confirm

Cancel
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3. Check the checkbox to select the cameras for which you want to record on the storage server. And then

click . Gonfrm

5. Select the camera from the dropdown list, then click "3 icon and configure the schedule template shown as

below:

All-day Template

to confirm your selection.
4. Set Recording Schedule: click Schedule on the left to enter schedule configuration interface.

= Information

B ceneral
@ Camera

[ Schedule *|  Record Schedule: Template 01 B Copyto
g Network

l User

4 HDD

ﬂ Exception
@ File
Log

erver Parameters

Set recording schedule of the camera.

Camera:

IP Camera01 ~

Rebaot Restore Factory Settings

Save

Confirm

Templates

(" Mli-day Template & Schedule recording & Event £ Gommand | @/ [ 1| |5 Edit
(" Weekday Template

Mon O 2 4 6 8 10 12 14 16 18 20 2 2
" A Template O

Tee 0 2 4 [ 8 10 12 14 16 18 20 2 2
(&) Termite o3 o
(" Template 02 wed 0 2 4 [ 8 10 12 14 16 18 20 2 2
(" Template 03

Thu 0 2 4 [ 8 10 12 14 16 18 20 2 2
(" Tempiate 04 O S

Fi 0 2 4 [ 8 10 12 14 16 18 20 2 2
Chrepzacss O S
(" Template 06 gat 0 ] 4 6 8 10 12 14 16 18 20 2 24
(" Template 07

Sun 0 2 4 3 8 10 12 14 16 18 20 2 2
(" Tempiate 08 0
(" customized

Cancel

for all-day continuous recording
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(* AldayTemplate | &£ Schedulerecording || & Event || & Command R J Wy | Edit
(" Weekday Template

Mon 0 2 4 [ & 10 12 14 16 12 20 22 24
Y (R

Tue 1] 2 4 [ 1 10 12 14 16 12 20 22 24
@ T |
(" Template 02 Wed O 2 4 6 8 10 12 14 16 18 20 2 24
(" Template 03

Thu 0 2 4 [ & 10 12 14 16 128 20 2 24
" Tempiate 04 - ]

Fi 0 2 4 6 8 10 12 14 16 128 20 2 24
@ TTERDm " e
(" Template 06 sat 0 2 4 6 & 10 12 14 16 18 20 2 24
(" Template 07

Sun 1] 2 4 [ 1 10 12 14 16 12 20 22 24
(" Templats 08 (R
(" Customized

| Confrm  Cancel

Weekaay Template working-hours continuous recording from 8:00 AM to 8:00 PM;

(" Ali-day Template | & Schedule recording | | &, Event. | & Command 8 i .‘E [ Edit |
(e Weekday Template

Mon 0 2 4 6 8 10 12 14 16 18 20 22 24
Y B R ——

Tue 0 2 4 6 8 10 12 14 156 18 20 22 24
® e |
f Template 02 Wed 0 2 4 6 8 10 12 14 156 18 20 22 24
(" Template 03

Thu 0 2 4 [ 8 10 12 14 16 18 20 22 24
(" Tempiate 04 T e

Fri o 2 4 6 8 10 12 14 16 18 20 22 24
@ TrIRE e ———
(" Template 06 sat o0 2 4 3 8 10 12 14 16 18 20 2 2
(" Template 07

Sun 0 2 4 6 8 10 12 14 16 18 20 22 24
(" Tempiate 08 S  ———
(P Customized

. Confirm | Cancel

Alarm Template for al

. 1-day event recording.

(" All-day Template | & schedule recording)| | £ Event | & command .9 Im .‘E | Edit
(" Weekday Template
Mon 0 2 4 [ 8 10 12 14 16 12 20 22 24
(@ Aarm Tempiats R
Tue 0 2 4 [ 8 10 12 14 16 128 20 2 24
@ TmIED I
(" Template 02 Wed O 2 4 6 ] 10 12 14 16 18 20 2 24
(" Template 03
Thu 0 2 4 13 8 10 12 14 16 128 20 22 24
(" Tompiate 04 R
Fri 0 2 4 [ 8 10 12 14 16 128 20 22 24
@ Tz I
(" Template 06 Sat 0 24 4 6 8 10 12 14 16 18 20 2 24
(" Template 07
Sun [ 2 4 13 8 10 12 14 16 128 20 22 24
(" Tempiate 08 R
(" customized
.~ Confim  Cancel

Editing the recording schedule template:

Click [ B
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‘

Edit

All-day Template | & Schedule recording & Event # Command ||\@ | |

Weekday Template

=
z

E

©
"
N
o
o
N
B

10 12 14 16 18 20

Alarm Template
[Templae 0z Wed
W Fri
[t | sa

Customized

®
o
’
o
@

10 12 14 16 18 20

B
R

o
N
=
@
o8
B
®

10 12 14 16 18 20

5
g
2
°
N
=
o
o8
B
R

10 12 14 16 18 20

o
e
N
o
o
B
i3

10 12 14 16 18 20

©
"
N
o
o
N
B

10 12 14 16 18 20

10 12 14 16 18

@
&
5
°
o
'
23
o
N
=]
B
R

Save Cancel

You can edit the template name and time schedule in this interface.

# schedulee0dd | 1y oang normal scheduled recording. The schedule time bar is blue.

£ Event means schedule recording for events. The schedule time bar is yellow.

& Command | 1 cans schedule recording triggered by command. The schedule time bar is green.

When the cursor turns tof==#&, you can edit the schedule.
When the cursor turns to' ©7 , you can move the schedule you just configured.

When the cursor turns to , you can lengthen or shorten the time bar you configured.

Click - €™ 45 save the schedule you just set.
The configuration of the capture schedule is the same with that of the record schedule.

Note:

If you want to change recording resolution, bit rate or other recording parameters, please click Image Quality button in the
Camera Settings panel and modify the main stream quality as needed.

To ensure that event recording works properly, please set motion detection &video tampering area, schedule/alarm schedule
first and then enable trigger camera recording. More details in Camera Settings Chapter.

Command recording function is only available when iVMS-4200 added ATM DVR while the ATM transactions are taking
place.

4.2 Remote Playback

The remote client can search the record files on the Storage Server and the DVR, and it can also do the smart search for the
event triggered record files during playback.

Remote

Click ' @55 in the control panel to enter the Remote Playback Interface.
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R Fie System View Tool Help VMS-4200

Control Panel @ RemotePi & mainview 5" import Camera

Search
[ test ~ 012 Fei 16:33:31
[ @ test Camera01

[ @ test_Camera02 &

[" @ test Camera03
[" @ test Camera04
[" @& test Camera0s
[" @ test_ Camera0s
[ @ test_Camera07
[" @ test Camera08
[ @& test_Camera09

[ By card number
File Type:
Al v

[ Synchronous Playback
T
S M T W TF S|
29|3031) 1 21314
5/6|7|8|9[10]n
12/13{14/15 15HE
1920|2122 |23 (2425

26|27 /28|29 | 1|2 |3
4|5)6(7|8|af0

Q. Search

Toolbar Description:

1| Windowo2:

Window04:

Icon Name Description
Screen Split 1,4, 9, 16 screen-mode
Stop Stop all the playback video.
Volume

Adjust volume

Full-screen

Full-screen Preview

Record file searching:
1.  Searching for all the files:

Check the checkbox on the camera list, and then on the calendar below, select the day you want to search. Then click Search.

10|

Q. Search

Note: If there are record files for that camera in that day, in the calendar, the icon for that day is displayed as E. Otherwise it

is displayed as .
The timeline indicates the time duration for the record file.

-

-

2. Searching by card number:

This function is only applied to the ATM DVR, you can search the record files by the DVR card number.

[ By card number

[

Note: You still need to choose the date and camera to search the files.
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3. Searching by File Type:
You can select the file type to restrict the searching condition and search for only the record files for certain types.
File Type:

All w

Playback management:
After finding the record files, you can click the timeline on the bottom to display the video in that time period on the screen.
1.  Move the mouse to the screen of which camera you’d like to manage. A toolbar is showed at the bottom.

Window01 test test_Camera01 2012-02-47 16:33:20

Toolbar description:

Icon Description
Pause the video

(]
u Stop playing
]

=

Playback by single frame
Smart Search
Clip
Audio on/off
.’ Play
Speed Control
Digital Zoom

E Capture in the playback mode.

Download

Note: Click I, and the video move forward to next frame.
You can enable audio on only one channel at one time.

Smart search management:
Click on the toolbar, and the smart toolbar is showed up.

Note: The smart search function should be supported by the remote devices you connected. Now the function is applied to
9000 or 9100 series or above version DVR.

Clickm to draw the smart search area and click . to start the smart search.
Toolbar Description:

Icons Description Icons Description
Draw Area All Area
Delete Area Sensitivity of Event
Start Searching - Last Event
Next Event x Close

If there are eligible record files for smart search, there are red areas on the time line.
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Download record files:
Click E to download the files you selected.

Duwload oy Files | Downioad by Dats

Stan Time: EndTime Stams
1 20708083 20110706 201010 wanng
2 20110706 2010070 2011-07-06 203010 wanng

Oownload Gancel

Note: The saving path for the downloaded files can be set in the System Configuration interface. See Chapter 8.2 File
Saving Path Configuration.
Event playback
Play back the record files of event type.
1. Go to Event Search interface and select an event type: motion or alarm input.

A e tem  View Tool Help

Control Panel @ e
(e Motion Detection (*  Alarm Input
Group: test

Camera: test_Camera01

Start Time: 2012-02-21 00:00:00

& (& (< (<

End Time: 2012-02-2123:59:59

Q. Search

Search Results

Time Type

Window03 Window0d:

eHOee

without record file: test test_Camera01

Select a camera in the group and specify a start time, and then click - @ 383 | pytton,

Select a window, and double-click a video file from the search results list to play.

4. During playing back the video, you may right click the mouse in the image to get a drop-down menu as shown in
the following figure. Please refer to the table below for more details on this menu. You may also change playback

wn

speed by clicking on the bar.

Note:
e Event playback function is only available for NVR/DVR which support event recording.
e  Make sure to import all the channels that you wish to play back in Import Camera panel.
e Itis also required to enable continuous recording on all the alarm/motion-triggered channels before event playback.
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4.3 Remote Device Management and Configuration

The remote configuration and management for the connected devices are provided. You can configure the parameters for the
basic settings, the image and the network transmission of the device. For different devices the configuration interface may be

different.

Steps:

. Device . . .
1. Click 'umsemen icon on control panel to enter device management interface.

Kk .+ Remote Configuration

Select the device you want to configure, and clic button to enter the device management

b
interface. You can also enter the device management interface by clicking the Remote Configuration e button in
Import Camera interface.

A i system View Tool Help v 0

ntrol Panel [ mainview S mera . Device Management

© Add 2 Modify T Delete, ¥ Remate Configuration Show online devices

Nickname P Device Serial No

1728577 1728577 DS-2CD855F-E0120111213CCRRA05761567
1728576 1728576 DS-2CD864FWD-E0120110625CCRR403907930
HDVR187 172621187  DS-9016HF-ST1620111021BBRR403490082WCVU
109910413 10.99.10413  DS-2CDTS53F-EI01201110138BRRA05242625
109910414 109910414  DS-2CD7S4FWD-EI0120110716CCRRA04151194
109910417 108910417  DS-2CDT53F-EI0120111013BBRR405242627

109910418 10.99.10418  DS-2CD753F-EI0120111013BBRR405242597

4.3.1 Basic Information

On the Information page, you can check the basic information of the device, including device type, total channel number,
HDD number, physical Alarm I/O number, Device Serial Number, and version information.
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= Information .
(RSeS| | Dinpiay busic ststus oitheldeacs

u General (e.g. device type, channel number, HDD number, etc.).

@ Camera
Device Type, DSQ0mHF_ST

0 Network

= Channel Number: [1,3—

’ Alarm HDD Number.

1 User Alarm Input Number. e

Alarm Output Number [4—

HDD
¢ Device Serial No
4\ Frception DS-9016HF-RH1620111126BBRR406000053WCVU
|-l Fie NIC Binding: Sending: 477kbps  Receiving: 3048kbps
E Log ersion Information
ﬁ Holiday Firmware Version V2.2.0 build 120202
Encoding Version: V1.0 build 111213
. Others 9
. Panel Version v8
@ Channel Zero
— Hardware Version. 0x0
) Resource User
Reboot Restore Factory Seftings  Import Configuration File | Export Configuration File Save

4.3.2 General Settings

On the general settings page, you can set the basic parameters of the device.

E Infermation
Set basic parameters of the device

H General | (e.g. device name, device Mo., etc.).

@ Camera
Device Information
& Network
== Device Name: Embedded Net DVR
- £ Device No. 255
l User Record Replace: Yes ~
4 HOD Main BNC Scaling Disable ~
~ Spot BNC Scaling Disable -
& Exception

[ synchronous IPC

g File
E Log
[ Holiday

. Others
@ Channel Zero

() Resource User

Reboot Restore Factory Sefings | Import Configuration File Export Configuration File Save

Table. General Parameter Descriptions
Description

Define the name of the device, and it will be displayed on the device

list of the client

Device number for remote control

Overwrite HDDs when HDDs are full

Scale image display on the main BNC output

Scale image display on the spot BNC output
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4.3.3 Camera Management

If the managed device is a DVR/NVR with multiple cameras connected, you can find the camera management page. You can
enable and disable the analog cameras and add, change, and delete the IP cameras in this interface.

Device Parameters

K= imormation
Set camera parameters of the device

u General (e-g- the enabling and disabling of analog camera, and the addition, change and deletion of IP camera).

@ Camera all fraioo

SJ_ Network =
e e e @ @ @ @ @ @

. Al Camera Camera Camera Camera Camera Camera Camera Camera Camera
()] 02 03 04 05 06 o7 08 09
2 v

= e @ o @ o o e

Camera Camera Camera Camera Camera Camera Camera
10 " 12 13 14 15 16
[ Exception

QFHE Disable

=
ﬂ Holiday

Others
-} Channel Zero

. Resource User

Add Madify Delete Net Config, Password Config Refresh

Reboot Restore Factory Seftings Import Device Config Export Device Config Save

4.3.4 Network Settings

On the network settings page, you can configure network parameters of the device. Two tabs are available for general and
advanced settings.

= Information

Set network parameters of the device

IJ General (e.g. IP address, port, etc ).

’ Camera letwork Settings

@ network 8 General  Advanced Seftings

-~

. T ‘Working Mode: Net Fault-tolerance v
NIC Type 10M/AD0M/A000M Self-ac

' User
Device IP Address. 17262179

&p HDD [ Auto-obtain

L,-\ Exception Subnet Mask 255.255.255.0
Gateway: 1726211
File
Q MAC Address: 00:40:48:72.cci85
@ Log MTU(Byte): 1500
ﬂ Holiday Device Port 8000
Multicast Address: 0.0.0.0
Others
HTTP Port: 80

@ Channel Zero Main NIC: NIC 1 =
‘—', Resource User RTSF Fort 554
Reboot Restore Factory Settings Import Configuration File  Export Configuration File Save

Table. General Network Settings Descriptions

Description

| Set working mode as Net Fault-tolerance, Load Balance or Dual-NIC
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| Settings for DVRs/NVRs (Only available for the devices with dual-
NIC interface)

NIC types of the device

IP address of the device

Sub net mask IP for the device

Default gateway IP for the device

Mac address of the device; this is a read-only field

The maximum transport unit; the default value is 1500

Network port of the device, the default port number is 8000

Multicast address of the device. Please leave this field empty if
multicast is not required

Web servicer port; the default port number is 80

Set the main NIC for DVRs/NVRs.(Only applicable for the devices
with dual-NIC interface)

Real time streaming protocol port; the default port is 554

Device Parameters x

= Information

Set network parameters of the device
n General (e.g- IP address, port, etc ).

i Camera Metwork Seftings
0 Network 0 General  Advanced Setlings
B vam NTP. Set
1 User Email Bet
4 HOD PPPOE: Set
DDNS: Set
A Exception
Advanced Settings: Set
@ File
SNMP: Set
ﬂ Holiday
o Others
i Channel Zero
T) Resource User

Reboot Restore Factory Seftings Import Configuration File Export C File Save

Table. Advanced Network Settings Descriptions

Description

Set server, port, interval and time for NTP time synchronization.

Email account settings for the device

Set DDNS address, username and password for PPPOE

Set protocol type, server, port, account and domain for DDNS

Configure DNS server addresses, alarm host IPs and ports.

Configure wireless networking related parameters

Set SNMP version, read/write community and trap address.

Note: You can click each Set button for the advanced settings.

4.3.5 Alarm Settings

On the alarm parameter page, you can configure alarm I/O and linkage actions for the device.
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arameters

= rmrormation
Set alarm input and output parameters of the device
n General (e-g. alarm input name and linkage mode, arming schedule of alarm input & output, etc.).
g Netwark
Alarm Input Settings
l hlann | Alarm Input: Analog input01 ~
L user P Address: [Cocar
4p HOD Alarm Name: [
A Alarm Status Normal Open v
A Exception
[ Handling:
5] Fie Arming Schedule Template 01 e
Log Arming schedule allows 8 time frames in each day.
Linkage
'~ otners g Set Handle alarm: trigger recording, PTZ linkage
Alarm Output Seftings
Alarm Output Analog Output01 ~
P Address: [Loca
Output Delay: 58 >
Arming Schedule Template 01 & |
Arming schedule allows 8 time frames in each day.
Reboot Restore Factory Settings Import Device Config Export Device Config Save
Alarm input parameters description
Description

Select an alarm input channel for configuration

IP address of the digital alarm input. “Local” stands for the hard-

wired alarm input interface on the device. This is a read-only field.

Define a name for the alarm input channel

“Normal Open” stands for normally open status and “Normal Closed”

stands for normally closed status.

Check the checkbox to activate alarm linked action settings

Set the time schedule to handle the alarm triggered actions. The
schedule template can be configured in Schedule settings page of

Camera Settings.

Check the alarm actions which are required to be activated when the
alarm input triggered, and select corresponding channel number if

required.

Alarm Output Parameter Descriptions

Description

‘ Select an alarm output channel for configuration

IP address of the digital alarm output. “Local” stands for the hard-

wired alarm input interface on the device. This is a read-only field.

Select the delay duration for the alarm output

Set the time schedule to handle the alarm output. The schedule

template can be configured in Schedule settings page of Camera
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Settings. (Please refer to Section 5.4.3 for details)

Check the alarm actions which are required to be activated when

the alarm input triggered, and select corresponding channel

number if required.

4.3.6 User Management

Purpose:
You can also add or delete users for the connected device.

In the user management page, you can create/delete user accounts and configure permissions for each user account.

Delete, add or edit user.
u General Configure user authorities.
@ Camera @ Add 2ulodfy . Delete
S’. Network Mame Priority IP Address WAC Address
. Alarm admin Administrator  0.0.0.0 00:00:00:00:00:00
23 Operator 0.0.0.0 00:00:00:00:00:00
l User ')
4 HDD
A Exception
@ File
B9 o
ﬁ Haliday
. Others
@ Channel Zero
T_) Resource User
Reboot Restore Factory Seftings Import Cenfiguration File | Export Configuration File Save

To add a user account:
Steps:

1. Click the Add icon on user management interface.

2. Choose user type (Guest/Operator), enter username and password.
3. Grant the account privileges to this device.

4. Click Confirm to finish.

The created user accounts will be listed in the user list with basic information.
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User Type: Guest ~ User Name:
Password et Confirm:
Operator
1P Address: 0.0.00 MAGAddress 00:00:00:00:00:00

ot =
[V Local PTZ Control

[V StartRecording Locally
[¥' Local Playback

[ Local Configuration

[V Local Log Search

[¥' Local Advanced Operation

[¥' Local Parameters

[¥' Local Gamera Management

[V Local Operaion: Backup Record File(s)
[¥' Local Shutdown / Reboot

[¥' Remote PTZ Control

7 runmain Mamned Ctnminn

Confirm Cancel

4.3.7 HDD Settings

On the HDD settings page, all the HDD installed on the device are listed with basic information. You can configure network

disk, HDD groups ,modify the information or format the disks.

Device Parameters

E Information

HDD Settings.
u General

@ Camera Network Disk Configuration HDD Group Settings Quota Modify
Q Network [~ HDD No

Capacity(MB) Free Space(MB) Status Type Group No Property

. Alarm s 76319 74752 Normal Local Group01 Readhrite
1 User

) HDD "
L\ Exception
g File
E Log

[ Holiday

Others

@ ChannelZero Format

. Resource User

Reboot Restore Factory Settings Import Device Config Export Device Config Save

4.3.8 Exception Settings

In exception settings interface, you can select the exception type, and check the linkage actions accordingly under Alarm

Triggering Mode section and select the channel number in Alarm Output section. Different linkage actions can be configured

for different exception type.
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Device Parameters

'_E Information
u General
@ Camera
.0- Network
. Alarm
1 User
4 HDD
H Exception |
D File
0w

[ Holiday

Others
_._ Channel Zero

) Resource User

Reboot

Restore Factory Settings

Set exceptional parameters of the device.

Exception Type HDD Full v

o _ HDDFull
E | HDD Exception
Network Disconnected
IP Address Conflicted
[ nNotify Suneillance C lllegal Login

Video Standard Mismaich
m Qutput Video Exception

Record | Capture Exception

[ Audible Warning

Array Exception
The resolution of th.... encoding resoclution

LIS S A

Impart C: ion File Export C File

Save

4.3.9 File Management

On the file management page, you can search and view the record files of the device. Select the camera number, file property

(all, locked, or unlocked), define the start and end time of the record files, and then click Search. The matched record files

will be listed accordingly.

ice Parameters

- formation
B cenera
! Camera
© Natwork
B ~am
3 e

4 HOD

u Exception
=) File il
Log
[ Holiday
Others
_._ Channel Zero

© Resource User

Search and view record files.

(e AllFile(s) (" Picture
Camera: Camera 01 ~ Propery: All ~
Start Time 2012-01-1100:00:00 = End Time: 2012-01-11 23:59:50 [

Q. Search

[ Index  File Name Size Start Time End Time

Status  Preview

Backup

Reboot

Restore Factory Settings

Import Device Config Export Device Config

Save

If the device supports remote backup function, you can also select files and click Backup to back up all the selected record

files.
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| mformation

Search and view record files.
B cene
G
@ Camera (e AllFile(s) " Picture
S)_ Metwark Camera Camera 01 ~  Property Al ~
. Alam Start Time 2011-11-01 00:00:00 [ End Time 2012-01-1123:59:59[F O Searcn
1 User [m Index File Name Size  StartTime End Time Stalus  Preview

v €h01_02000000000000000 4630  2012-01-0911:11:53  2012-01-0921:17:52  Unlo.. g
HDD

« 2 ©h01_02000000000000100 431 2012-01-1009:29:16  2012-01-10 18:53:54  Unlo..
v

u Exception M3 ch01_02000000000000200  29M 2012-01-11 142026  2012-01-11 145825 Unlo. . g
. File .l

[ oo
[ Holiday

Others
_._ Channel Zero

© Resource User

Backup

Reboot Reslore Faclory Settings Import Device Config Export Device Config Save

Captured pictures and record files stored on local devices can also be searched, played back and backed up. Picture types

include motion detection, alarm, continuous capture and etc.

4.3.10 Log Management

You can query log files of the connected device in log management interface. Select the search mode, major type and minor

type, define the start and end time of the log files, and then click Search. The log will be listed accordingly.

Device Parameters

E Information
Search and display log file.
u General
@ Camera Search mode By Time -
€ network Major Type: Al Minor Type: Al
. Alarm Start Time: 2012-01-11 00:00:00 = End Time: 2012-01-11 23:59:59 7 Q, Search
1 e Index Operation time Major Type  Minor Type Remote Oper Local Operalc Remote HOS ™
556 2012-01-11 15:06:31 Operation Remote Paramete. . admin 17262183
@ HDD 557 2012-01-11 15:07:18 Operation Remote Paramete. . admin 1726232
/,i Exception 558 2012-01-11 15:07:18 Operation Remote Paramete. . admin 1726232
D = 559 2012-01-1115:07:35 Operation Remote Paramete. . admin 17262183
560 2012-01-11 15:07:35 Operation Remote Paramete . admin 17262183
pod i | 561 2012-01-1115:08:06 Operation Remote Logout admin 1726.21.83
[ Holiday 562 2012-01-1115:08:12 Operation Remote Disarming 0.00.0
563 2012-01-11 15:08:19 Operation Remote Paramete... admin 172.6.23.2
omers 564 2012-01-11 15.08:19 Operation Remote Paramete... admin 1726.23.2
@ ChannelZero 565 2012-01-11 15:09:20 Operation Remote Paramete... admin 172.6.23.2
'-—J e 566 2012-01-11 15:09:20 Operation Remote Paramete... admin 1726232
il \»Iv
Backup
Reboot Restore Factory Setlings Import Device Config Export Device Config Save

If the device supports remote backup function, you can also select logs and click Backup to back up all the selected log files
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4.3.11 Holiday Settings

In the holiday setting interface, you can check the holiday settings and edit the holiday schedule.

Device Parameters

E Informatioen
Holiday Settings.
m General
@ Camera
Index Holiday Name Status Start Time End Time Edit |*
S’- Diehr 1 Holiday1 Closed  January 1 January 1 3
. T 2 Holiday2 Closed  January 1 January 1 B
3 Holiday3 Closed  January 1 January 1 &
2 e
4 Holiday4 Closed  January 1 January 1 &

4 HOD 5 Haliday5 Closed  January 1 January 1 2
J, Exception 6 Holiday6 Closed  January 1 January 1 &
. 7 Holiday? Closed  January 1 January 1 &
=i Fiie g Holiday8 Closed  January 1 January 1 =
[ Loo 9 Holidayo Closed  January 1 January 1 #

- ) 10 Holiday10 Closed  January1 January 1 #

ﬁ Holiday q

L= " Haliday11 Closed  January 1 January 1 #
e 12 Holiday12 Closed  January1 January 1 &
‘@ Channelzero 13 Holiday13 Closed  January 1 January 1 #
. 14 Holiday14 Closed January 1 January 1 @
 Resource User

15 Holiday15 Closed January 1 January 1 #
16 Holiday16 Closed  January1 January 1 #

17 Halidav17 Closed  January 1 January 1 E] b

Reboot Restore Factory Seftings Import Device Config Export Device Config Save

To edit the holiday schedule, click the Edit icon, set the start and end time for the holiday and click Confirm.

Edit Holiday X

[ Enable Holiday

Holiday Mame: [Holiday1

Mode: By Manth -

Start Time: January w1 w
End Time: January 1 w

Caonfirm Cancel

4.3.12 Other Settings (RS-232 Settings and Remote Upgrade)

In this interface, you can set the RS232 information and remotely upgrade the device.
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Device Parameters

E Information
u — Other parameter settings
@ Camera
S" petore Baud Rate 115.2K v

B s Data Bit: 8 v
1 User Stop Bit 1 v

44 HDD Parity: None ~
b Excerion Flow Control Mone v

- Working Mode: Control Panel ~

S} File
=

2 Holday Upgrade File Upgrade

Others ‘| Process
! Channel Zero .
'—, Resource User
Reboot Restore Factory Settings Import Configuration File  Expert Cenfiguration File Save
For remote upgrade function, click button to browse and select the upgrade file, and click Upgrade to start upgrading.

The upgrade process will be displayed and a reboot is required when it’s finished.

4.3.13 Channel-zero Settings

Channel-zero is a feature designed for DVRs/NVRs to decrease the required bandwidth when remotely viewing several
channels at a time by web browser or remote client software.

Note: This function must be supported by the device connected.

| nrormation
Channel-Zera Configuration

B cenea

@ Camera

& Network

= Enable Channel-Zero Disable -
. Alarm Max Bitrate 1792Kbps v
' User Frame Rate: Full Frame >
4 HDD

1 Working Mode: 44
[ Exception o hd
= Switching Interval(s): Not Switch v
|=J File

Camera Order: Set
[ Loo
[7) Holiday
Cthers
@ Channel Zero '
P‘; Resource User
Reboot Restore Factory Settings Import Device Config Export Device Config Save

On this page, you can enable/disable channel-zero coding, set the encoding parameters(max bitrate and frame rate),
screening-split settings (working mode and switching intervals) and camera order for displaying.

Note: The Max. Bitrate and Frame Rate should be set according to the real network condition.
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4.3.14 Resource Usage

Camera

Cameral v

Cameral ~ Cameral ~

Cameral ~ Cameral ~ Cameral ~ Camera

Cameral ~ Camera® ~ Camera  ~ Camera

Camera |~ Camera’ ~ Camera|~  Camera

Default Order PrevPage Next Page

Confirm Cancel

<

The resource usage tab is only valid for some DVRs or NVRs.

In this interface, you find the network resource usage status, including preview, playback and IPC module.

C Resource User +
| e

= Information

u General

@ Camera
.0. Network

B v
l User

o HDD

/), Exception

Network Resource Usage

Preview: 2275 Mbps

Playback: 0 Mbps

IPC Module: 35 Mbps

E File
[ Holiday
Others

@ Channel Zero

Reboot Restore Factory Seftings Import Device Config Export Device Config

Save

4.4 Camera Settings

Steps:

1. Click Camera Settings icon on control panel to enter the camera setting interface.
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Camera:  10.99.104.13 Camera01

| 4828 0a 'cen

=) =
= @
Picture Video
Settings Quality
Motion

Detection

Q

Network
Connection

Device Settings

Alarm Event

Schedule

&l

TAMPRNNG  yigen Loss
Alam

HDV

a

Video
Display

-~
PTZ
Control

gin failed

Set camera parameters of the device
(e-q. brightness, hue, contrast, saturation, etc).

Brightness

Contrast:

Saturation:

Hue:

Default

Advanced Settings

o

Select a camera from the dropdown list in the upper left corner of the interface. The live image of the camera will be

displayed on the screen below.

Click the icons in the bottom left area to enter each configuration pages. You can also click Device Settings icon to

manage the device. Please refer to section 4.3 for Device Management.

Description of the Camera Setting interface:

Fll
Video
Quality

Video
Display

Tampering
Alarm
-
PTZ
Control

Description

Set camera parameters of the device

Set image quality, resolution and other encoding

parameters of the camera

Set recording schedule of the camera

Set camera display parameter. E.g. OSD and privacy

arca

Set motion detection parameters of the camera

Set tampering alarm parameters of the camera

Set video loss alarm parameters of the camera. E.g.

arming schedule, linkage mode, and etc.

Set PTZ parameters. E.g. baud rate, protocol and etc.
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Set connection parameters of the camera

4.4.1 Picture Settings

The quality of the picture can be configured in the picture settings interface. You can adjust the brightness, contrast,

saturation and hue of the video image.

Camera:  10.89.104.13_Camera01

©59: [ Set camera parameters of the device
(e.g. brightness, hue, contrast, saturation, etc).
Brightness: -———= +
Contrast — .
Saturation: -———= +
Hue: — .
Default
Advanced Settings

= 3™ @

Picure Video Video
Settings uaity  SMEE pigpigy
= 3 = _
Moton  Tampering P1Z
Detection Marm  eOLOSS oo

-n_-a
Network
Connection
Device Settings

& Video Seftings >‘ =

Contrast —

-4 White Balance

. Exposure

Sharp: —_—

<% Day/Night Switch

= Digital Noise Reduction

. Others

Default Save

Picture Advanced Setting Descriptions
Description

Configure the brightness, contrast, saturation, hue, sharpness and

AGC for the video.

Configure the white balance.
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‘ Configure the exposure time and iris type (auto/manual)

‘ Configure the day/night mode and define the filtering time.

Configure parameters including flicker filter, mirror, PTZ and local

output.

4.4.2 Video Quality

Set image quality, resolution and other encoding parameters of the camera.

Video Quality: Low || Middle | High

Main Stream: 720P v Advanced Settings

File Size: 2646

Video Quality: Low || Middle | High
Sub Stream: QVGA(320°240) ~ | Advanced Settings

File Size: 536

Copylo... save
Picture Video Video

Settinas Qualty  SMede pigpiay

= J =

Motion
Detection

-_-:
Network
Connection

Tampering P1Z
Mam  VideOLOsS  conyg

Device Settings

On this page, you can configure parameters for main stream and sub-stream separately. You can set video quality and
resolution on the main interface. To configure steam type, bitrate type, max bitrate, frame rate, frame type, frame interval and

encoding type, please click Advanced Settings button to enter advanced setting interface.

Stream Type: Video v
Bitrate Type: Variable ~
Wax Bitrate: 3072K ~
Frame Rate 25030 ~
Frame Type: P ~
| Frame Interval [257
Encoding Type: STD_H264 v
| Gonfirm | Cancel

Click | Copvto.. icon, you can copy the settings to other cameras within the same group.
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Copyto

[ 10.99.104.14_Camera01
[ 10.99.104.17_Camera01
[ 10.99.104.18_Camera01

SelectAll

Confirm Cancel

For the direct connected IP cameras, the audio parameters can also be set. Choose the audio encoding type and the audio
input type. You can choose mic in for using the microphone as the audio input and choose the line in for using pickup.

Set image quality, resolution and other encoding parameters of the camera

Video Quality: Low | Middle | High
Main Stream VGA(G40*480) % Advanced Settings
File Size 2116
Video Quality: Low Middle High
Sub Stream ClIF(352*288) ~ Advanced Settings
File Size: 536G
Audio Encode Type: G7T11_U >
Audio Input Type: micin v
Copyto... Save

4.4.3 Record Schedule

You can set recording schedules parameters to enable the automatic recording in certain time duration.
Note: Parameters in the Record section are set for the camera you’ve selected. For Storage Server Recording
parameters, you need to add a storage server first. To assign an Storage Server for the recording schedule, please click

Storage Server button. For detailed configuration, see
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4.1.2 Recording on the Storage Server (PC NVR) .

Camera:  10.99.104.13_Camera01

Set recording schedule of the camera.

Record
[v Local Recording

Record Schedule: Allday Template #
Advanced Seings
Storage Server Recording
This camera has not been added to the NVR. Storage Server
2 Copyto... save
) @

Picture Video Video

Seftinas Qualty  SMEdUe gy

= N =

Moton  Tampering P1Z

Detection Marm  VideOLoSS  oonyg

-_—
Network
Connection
Device Settings

led

You can follow below steps to set the record schedule templates.

1. Click the template selection button of Record Schedule to enter template configuration interface.

2. You can choose pre-designed All-day Template, Weekday Template or Alarm Template, or customize your own record
template.

3. Choose one of undefined templates or click Customized to activate the edit mode. Click Schedule Recording, Event
Recording or Command for different recording types. Drag the mouse on the time bar to define the record time window

for each day.

Template

‘

(" All-day Template | & Schedule recording | & EventRecording | & Command @ T o
(" Weekday Template

Mon o 2 4 1 8 10 12 14 16 18 20 22 24
(" Alarm Template ————— — ——
'a Template 01 Tue 0 2 - 6 3 10 12 14 16 18 20 22 24
(" Template 02

‘Wed o 2 4 6 8 10 12 14 16 13 20 22 24
" Template 03 - ]

Thu 0 2 4 6 3 10 12 14 16 18 20 22 24
* o
(" Tempiate 05 Fi 0 2 4 3 8 10 12 14 16 18 20 22 24
(" Template 06 e

Sat 0 2 4 6 3 10 12 14 16 18 20 22 24
(" Tempiate 7 e
(" Template 08 sun 0 2 4 ] [ 10 12 14 16 13 20 2 2
(e Customized

Confirm Cancel

4. Click the colored bar to display the specific time schedule. You can also shorten or extend the time window by amending
the length of the bar.
For more details of record schedule, please refer to the table below.

Record Schedule

Description
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Delete the selected schedule

Clear all the record schedules of the selected template

Copy the selected schedule section to other day (s)

& Schedule recording Normal scheduled recording. The schedule time bar is blue.

& EventRecording Schedule recording for events. The schedule time bar is yellow

Copyto ..

Schedule recording triggered by commands. The schedule time bar is green.

(Only available for ATM DVR.)

You can also click |

| icon to copy the settings to other cameras within the same group.

4.4.4 Video Display

On the video display page, you can define the following parameters for the camera.

Set camera display parameters like OSD and privacy area.

[ Display Name:

Camera Name: 4#2F Canteen

[ Display Date
Date Format YYYY-U-DD v
Time Format 24-hour v
[ Display Week
0SD Attribute not Transparent, not Flas| »
& Copyto
1 AR n
Draw Privacy WaskAre: o [ Enable Privacy Mask
Text Overlay
=z & ™ 4
= o= [ | L
Picture Video Video r
Seftinas cuaity SR pigpigy I
o 3 = B
e r
Moo Tampering P1Z
Detection Aam V9E0LOSS oy r
=~ [mi
Q :

- =
Netwark
Connection

Device Setiings. Save

Video Display Parameters

Description

The camera name displayed on the live video

Display the date on the live video and choose the date format and

time format

Display the week on the live video.

Enable privacy mask function on the live video. You can drag the

mouse of the live video to set the mask.

Edit user-defined text to be displayed on the live video.

You can set privacy masks, configure OSD and define the text locations on the live video. Please follow steps below to

enable the functions.
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To draw a privacy mask:

1. Check the Enable Privacy Mask checkbox. Select Draw Privacy Mask Area in the dropdown list under the live view
area.

2. Drag the mouse to draw a square on the live video. You can move it to change the location or change the size by

enlarging or reducing the area.

03-11-2011 Fri 16:57:20

Draw Privacy Zone v u

3. You can also click E ﬂ Delete or Delete All icon under the view to delete the privacy mask.

4. Click = 538 o finish.
To configure the OSD and text:

Sa¥8 | You can see the

1. To define the text overlay, check one of the text checkboxes and enter the content. Click |
text shown in the left upper corner of the live view area.
2. Select Insert OSD/Camera Name/Text option from the drop-down list and drag the mouse to move the OSD or the

defined text window to change the location on the live video.

ﬂmﬁﬂﬂﬂ i 16:56 :24_

Draw OSD/NamelText v
3. Click S

Note: You can configure up to 4 privacy masks.
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4.4.5 Motion Detection

You can configure motion detection parameters in Motion Detection interface.

Camera:  10.99.104.13_Camera01

M
¢ :
2, -
) 11
-’ ) K-
| 2% . 2F Caltﬁn
‘Sensitivity ——— BEEO
= A =
=y L Eall
Picture Video Video
Setinas uaity ST pigplay
= 3 = o
Motion  Tampering PTZ
Detection aam Vi9e0LOSS ooy
-._-i
Network
Connedtion
Device Settings.

Set motion detection parameters of the camera
(2.g. arming schedule, linkage mode, detected area, etc.).

[ Enable Motion Detection

Arming Schedule All-day Template 5
Linkage Method

[ Audible Warning [+ Email Linkage

[ Notify Surveillance Center [+ Full Screen Monitoring
[+ Triggerlam Output Triggered Camera

[ Analog Output01 [ Camera01
v Analog Outputo2

Save

Steps:

1. Check Enable Motion Detection checkbox to enable the function.

2. Draw the detection area on the video image by dragging the mouse and set the sensitivity on the value bar under the live

view.

3. You can click the . icon to set the whole video area as detection area; click the icon to delete the selected

detection area; or click the n icon to delete all the motion detection areas.

4. Click the template selection button of Arming Schedule to setup the schedule for motion detection. The steps are similar

to record schedule configuration. You can refer to section 5.4.3 for more information.

5. Configure linkage methods for motion detection. Please refer to Table 9.4 for linkage method details.

6. Click %3 {0 save the changes.

Linkage Method for Motion Detec

tion

Description

triggered.

Trigger audible warning on the device when motion detection is

Upload alarm information to the CMS software when motion

detection is triggered.

Activate one or multiple channels of alarm output when motion
detection is triggered. Users need to specify the corresponding alarm
output channel (s) in Alarm Output Settings. Please refer to section

9.2.5 for Alarm Settings
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Send out an Email when motion detection is triggered. Please refer to

section 9.2.4 for emails parameter settings

Switch to full screen to monitor the motion detection video when

motion detection is triggered.

4.4.6 Tampering Alarm

Purpose:
Tampering Alarm is an alarm triggered when the camera is covered and the monitored area can’t be seen. You can configure
tempering alarm parameters in this interface.

Set tampering alarm parameters of the camera
(e.g. arming schedule, linkage mode, detected area, etc.).

[V Enable Tampering Alarm

WITIY  Arming schedule: Al-day Tempiate o
Linkage Method

[V Audible Waming [V Email Linkage

[V Notify Surveillance Center [+ Full Screen Monitoring

[ Trigger Alarm Output

X v Analog Output01
————————— B [ Analog Outputo2
z @ ™
= ;g)
Picture Video Video
Seftinas Qually ST pigpiay
2 3 =
Moton  Tampering P1Z
Detecton  Alam V0L gonrgl
Network

Connection

Device Settings
Alarm Event b L ® ~

Steps:

1. Check Enable Tampering Alarm checkbox to enable the function.
2. Draw the tampering detection area on the video image by dragging the mouse and set the sensitivity on the value bar
under the live view.

3. You can click the . icon to set the whole video area as detection area and click the icon to delete the selected
detection area.

4. Click the template selection button of Arming Schedule to setup the schedule for tempering alarm. The steps are similar
to record schedule configuration. You can refer to section 5.4.3 for more information.

5. Configure linkage methods for tampering alarm. Please refer to Table 9.5 for linkage method details.

6. Click 53 o save the changes.
Linkage Method for Tampering Alarm

Description

Upload alarm information to the CMS software when alarm is

‘ Trigger audible warning on the device when alarm is triggered.
triggered.

Activate one or multiple channels of alarm output when alarm is
triggered. You need to specify the corresponding alarm output

channel (s) in Alarm Output Settings.
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Send out an Email when tampering alarm is triggered. Please refer to

section 8.4 for emails parameter settings.

Switch to full screen to monitor video when alarm is triggered.

4.4.7 Video Loss Detection

Video Loss detection is used to detect the disconnection of the channels. You can configure video loss alarm parameters of
the camera in Video Loss interface.

Set video loss alarm parameters of the camera
(e.g. arming schedule, linkage mode, etc.).

[V Enable Video Loss Detection

Arming Schedule: AlldayTemplate |
Linkage Method

[V Audible Waming [ Email Linkage

[V Notify Surveillance Center [ Full Screen Monitoring

[ Trigger Alarm Output

- [v Analog Outputo1
[ Analog Outputo2
= A a2
_— 'g \{
Picture Video Video
Settinas Quay  SMEME pigpiay
= 3J3 = _
Motion  Tampering P1Z
Detection Marm  VIdeOLOSS  oonpg
—_—
Network
Connection B
Device Settings
Alarm Event | & L ® Pl

Steps:

1. Check Enable Video Loss Detection checkbox to enable the function.

2. Click the template selection button of Arming Schedule to setup the schedule for video loss detection. The steps are
similar to record schedule configuration. You can refer to section 5.4.3 for more information.

3. Configure linkage methods for video loss detection. Please refer to Table 9.6 for linkage method details.

4. Click & o save the changes.

Linkage Method for Video Loss Detection

Description

‘ Trigger audible warning on the device when alarm is triggered.

Upload alarm information to the CMS software when alarm is

triggered.

Activate one or multiple channels of alarm output when alarm is
triggered. Users need to specify the corresponding alarm output
channel (s) in Alarm Output Settings. Please refer to section 9.2.5

for Alarm Settings

Send out an Email when tampering alarm is triggered.
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_ Switch to full screen to monitor video when alarm is triggered.

4.4.8 PTZ Parameters Settings

On the PTZ parameters configuration page, you can specify the PTZ connection parameters, such as baud rate, data bit, stop

bits, parity, flow control, PTZ protocol and PTZ address.

Baud Rate 9600 -
Data Bit: 8 w
Stop Bit: 1 -
Parity: Mone -
Flow Control Mone v
Protocol Type: YOULl -
PTZ Address: 0 Test
Copyto ... Save

Note: The PTZ parameters should be consistent with the settings of the PTZ on the DVR or IP camera side to ensure valid
PTZ control.

Copyto ..

Click S to save the changes, you can also click icon to copy the settings to other cameras within

the same group.

4.4.9 Configuring Network Connection

On the Network Connection configuration page, you can specify the protocol, choose the stream type of the camera, and

configure stream media server.

Protocol Type TCP ~

Camera Type Main Siream v

[v Obtain video stream via Stream Media Server

Stream Media Server: i Stream Media Server

Copy to .. Save

To configure the steam media server, check Obtain Video Stream via Stream Media Server checkbox .
For the detailed configuration of the stream media server, see chapter 5.1 Adding a Stream Media Server.

Copyto .

Click Save to save the changes, you can also click icon to copy the settings to other cameras within

the same group.

Chapter 5. Forwarding Video Stream from Stream Media Server
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5.1 Adding a Stream Media Server

When there are too many users want to get a remote access to the devices to get the live view or management, you can add
the stream media server and get the video data stream from the stream media server, thus lower the load of the device.

Steps:

1. Click ﬂ to enter the Stream Media Server configuration interface.

© Add 2 Moy T Delete » Remof

Nickname: IP

streammedia ... 172.6.2134

2. Click © Add , the dialog box pops up.

Add Stream Media Server

Mick Mame: [

|

[554

Cancel

3. Create a nick Name, enter IP address of the PC on which the stream media server is running, and Port number (the Port
554 is the default RTSP port number), and then click Add to save it.

Note: When you install the iVMS-4200, you can install the stream media server in your computer too, you can also run the

stream media server on the same computer on which you run the iVMS-4200.

5.2 Forwarding Video Stream via the Stream Media Server

. J# Remote Configuration .
Click ¥ g to configure the stream media server you selected.

= The Port Config tab:
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Stream Media Server Settings

Port Config  Channel Config

RTSP listening port [ 554]

Waxvalue of port pool [‘ISUUU

Win value of port pool. [‘IZUUU

Confirm Cancel

The RTSP Listening port is 554 by default.
The maximum and minimum value of the port pool is 13000 and 12000 respectively.
In the Channel Config. tab, you can select and choose the device which you want to add to the stream media server and get
stream form the media server.
= The Channel Config. tab:

Stream Media Server Seffings

Port Config  Channel Config

Group: test ”
Camera:
[ Al

[+ test_Camerad1

[+ test_Camera02
[ test_Camera03

[ test_Camera04

Confirm Cancel

1. Select the camera group which you want to add to the stream media server.

2. Choose the cameras to add by check the checkbox or check the VAL 5 add all the cameras in the group to the
stream media server.

3. Click oMM ¢4 confirm the settings you made.
After the successful configuration, you can get the data stream from the device via the forwarding of the stream media server.

Chapter 6. Decoding Video Stream and Displaying the Video on

TV Wall

1VMS-4200 client software allows the access of the DS-6000DI, DS-6300DI and DS-6401HDI Series Decoder for decoding
and outputting the network video signal from DVR, DVS, network Camera, network speed dome and encoder card as well as
display of the video on TV wall.

6.1 Adding Decoding Device

To manage and display the video to the TV wall, you have to add the decoder to the client.

1. Click = to enter decoding device setting interface.
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A G System View Tool Help v 0
ol Panel ™ Decoding Device Management @) Remote Playback
© Add Modfy T Delete |/ Remote Configuration Show Online
Name IPICOM Information
decoder 172.6.22254 ¥521081620111102BBRR405300571CVU

L ® Motion DetectionAlarm Start

2.  Click © Agd to add the decoding device.

Add Decoder Device x

[ Private Domain Mode

MName: [

Address: [

Port: [EDUU

Username [

Password: [

Show online devices Add Cancel

3. Input the information for the decoding device. You can also show the online active devices, click
Show online devices

Add

4. Click to add the device.

To remotely configure the device, click | ¢ Remote Configuration |
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Decoding Device Parameters

= Status :
B ceneral
© network
B s
2 v

J Display basic status of the device

(e.g. device type, channel number, etc.)

Device Type

Channel Number:

Alarm Input Number. 8
Alarm Output Number: | 8

/b Exception
T Device Serial No.
[ 821081620111102BBRR4053
Version, V3.1.0 build 110921
Encoding Version V2.0 build 110909
Panel Version: Vo
Hardware Version: 0xd600
Reboot Default

Save

6.2 Editing TV Wall

1.

Click

€ Add

m View Tool Help 00

Control Panel ™ Decoding Device Management

cpu
Network

© Add Modify 7 Delete 1 Configuration
Name Row Column
big screen 4 4
TV WALL 5 3

to add the TV wall screen layout.
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Add TV wall x

MName:
Row:
Column:

[+ Tvwall configuration

Confirm Cancel

2. Create the name of the TV wall, and enter the row and column for the TV wall layout.

Add TV wall x

Name: Screen
Row: 3
Column: 3

[+ Tvwall configuration

Confirm Cancel

3. Check the checkbox of ¥ TWaleonfauton 4 click | COMIM | the TV Wall configuration interface is shown.

TV wall information 3

[£1 decoder
@ VGAD1
@ VGAD2
@ VGAD3
@ VGAL4
@ BNCO1
@ BNCO2
@ BNCO3
@ BNCO4
@ BNCOS
@ BNCOS
@ BNCOT
@ BNCO8

decoderVGAO3 decoderVGA02

4. Click and drag the video output channels of the decoder on the list to the screen to display.
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6.3 Display Videos on the TV Wall

Purpose:

After the configuring the TV wall layout, and connecting of the decoder channel and TV wall window, you can find the
setting of the TV wall in this section, such as linking the video channel to the decoding channel and display it on the TV wall/
Normal Decoding:

Steps:

1. Click " =wan  on the control panel to enter the TV Wall interface.

. . Layout big screen ~
2. Choose the TV wall you want to configure in the layout dropdown list. m—————

View Tool Help

Layout bigscreen |~
@ 1726.21.69_Camera01
@ 1726.21.69_Camera02
@ 1726.21.69_Camera03
@ 1726.21.69_Camera04
@ 1726.21.69_Camera05
@ 1726.21.69_Camera0s
@ 1726.21.69_Camera07
@ 1726.21.69_Camera0g

decoderVGAD3 decoderVGAD2
@ 172621.69_Camera0d

@ 1726.2169_Cameral0

@ 17262169 Cameratt
@ 1726.2169_Cameraiz
@ 17262169 Cameraid
@ 17262159 Cameraid
@ 17262169 Camerals
@ 17262169 Camerait
@ 1726.2169_IP Camera01
@ 1726.2159_IP Camerad2
@ 1726.2160_Channel Zero01
[ testt

5 17262190

[ testemap

Alarm Event  lo U

3. Choose the screen layout of the selected TV wall window.

4. Click and drag the channel on the left bar to the decoding output channel. Then the camera is added to the decoding
device and the video is decoded and shown on the TV wall.

Click E icon to show the live view of the channel on the TV wall.
Or

Click to switch to the alarm mode. When alarm mode is chosen the decoding device only decodes the channels when
alarm occurs. And only one decoding channel can be configured with the alarm mode.

Note: You must click the on the bottom toolbar to enable the popping up of the alarm image, otherwise, the alarm
decoding is invalid.

13 ¥ Motion Detection Alarm Start

Cycle Decoding:
Cycle decoding refers to the decoding the whole camera group and display them for a certain time interval on the TV wall in
sequence.
Note: Only the channels in one group can be cycle decoded in one decoding channel.
Steps:
1. Click and drag the camera group to the decoding channel.
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2. Click to start the cycle decoding.

Buttons Description

Live view mode

Alarm mode

PTZ Control

Start decoding

Stop decoding

Start cycle decoding

Dos98C

Pause cycle decoding

6.4 PC Decoder

PC decoder is a computer which installs the decoder card. Firstly install the card drivers before using it.
Run “Decoder Server” to enter the following interface:

Decoder Server
Loading...

After installing the PC decoder, the computer can be used as a decoding device.
The instruction of using the PC decoder to decode the video is the same with that of other kind of decoding devices.
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Chapter 7. Log Management

Purpose:
This chapter explains how to search and backup system logs and open saved local log files in the client.

To enter local log management interface, click “Local Log Search” icon on control panel.

7.1 Local Log Search

Steps:

1.  Set “Log Type”, “Minor Type’, "User Name”, “Group”, “Camera” and the time window of the log you intend to search.
2. Click “Search” button

The matched logs will be listed on the display pane.

File System View Tool Help
ntrol Panel B ol
Log Type Operation Log ~  UserName All Users v StaiTime 2012-01-10 00:00:00
Minor Type Al v Group All Groups v EndTime 2012-01-11 00:00:00
Camera All Cameras v Q. Search Backup
Index  Operation time Content Name Server Name Camera Name Event
1 2012-01-10 10:13:53  Add Device uma 17262382
2 2012-01-10 101404  Add group uma
3 20120110 10:14:30  Add group uma
4 2012-01-10 10:14:52  Add Device uma 1728575
5 20120110 10-15:08  Add Device uma 1728576
6 20120110 10:15:19  Add Device uma 1728577
7 2012-01-10 10:15:33  Add Device uma 172.6.21.164

7.2 Log Backup

Steps:
1. After searched the logs, click “Backup” button.

2. Click " button to select the saving path on the “Backup Log” dialog box, and define the file name. Click S
and “Backup” buttons.
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Select Log Backup File

Lookin |5 C:\Program FilesiVMS-4200iVMS 4200(v1.0) <000 oEBE

1‘,; My Comp... || |2 Decoder Sever
| IVMS-4200 Client
tn ) IVMS-4200 PC NVR
|2 IVMS-4200 Stream Media Server

Backup Log

File Path:

Cancel

File name: Save

Files of type: | XML{*xml) ~ | Cancel

7.3 Opening Log Files

For the log files that have been backed up to local PC, you can open them in this interface for management purpose.
Steps:
1. Navigate to File— Open Log File from the menu bar.

em View Tool Help

7 Open Captured Picture

& © Open Video File
[*] Open LogFile

[ Exit

Minor Type:

Log

2. Click " button to browse the folders where the log files are located.

3. After selecting the log file, click | @P&M | to open the log file.

Open Log File X

Look in: |5 C:\Program Files\iviMS-42000vMS 4200(v1.0) « QO Q 2EBE
}g My Comp... ) Decoder Server
1) IVMS-4200 Client
Jn L2 iVMS-4200 PC NVR
) IVMS-4200 Stream Media Server
2] 1xmi
File name 1.xml Open
Files of type: Log Files (*xml) ~  Cancel
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Chapter 8. System Configuration

Purpose:
This chapter includes instructions of general configuration, file saving path configuration, alarm sounds and email

configurations for the system.

Click “System Configuration” icon on control panel to enter system configuration interface.

8.1 General Configuration

On the General configuration page, you can configure the general settings for the local system.

Configuration

E‘ General >|
l‘— Set frequently used parameters {42007}

E] File (e.g. cycle time, log keeping time, picture quality, etc.).

n Alarm Sound

Interval of Screen Switching 10s -
| | Email

Log Keeping Time: One Month ~

View Scale: Full Screen ~

Instant Playback Time: 30s -

Picture Quality: | Low | Middle | High |

Network Performance: | Low | Middle | High

CPU Performance: | Low I Middle || High |
[7 Enable screen toolbar display

[ Enable Auto-login

W Prioritize the playback of record files on storage server.

[v Resume Preview

[ Auto Time Adjustment 00:00:00

Default Save

Description

Time interval for the screen switch ; Unit: second. Used in live view.

The expiration time of the system logs.

It can be set as Full Screen, 4:3 or 16:9.

It can be set as 30s, 1min, 3min, Smin or 10min

It can be set as low, middle or high.

It can be set as low, middle, or high.

It can be set as low, middle, or high.

Show toolbar at the bottom of window in preview, playback, etc.

Automatically login the software without user account validation.

Enable record files on storage server priority during playback

operation.
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Enable resume review option

Set the time auto adjust time

03-14-2011 Mon 16:44:5

To finish general settings, you can click = 93 button to save the changes or click “Default” to restore the default

settings.

8.2 File Saving Path Configuration

In the File configuration tab, you can set the saving paths to store video files, captured pictures and configuration files.
Steps:
1. Click each ' button to select the saving paths respectively for .video files, pictures and configuration files.

2. Click - 53 button to save the new settings, or click “Default” to restore default settings.

System Configuration

= General
- Configure the saving path for record files, captured images,
L% File . ‘ (e.g. record files, pictures and device configuation files, etc.).

n Alarm Sound

Saving Path of Video File:
| Email

Cufivms4200Mideoi

Saving Path of Pictures:

Ciivms4200/capture/

Saving Path of Configuration File

C:livms4200/configh

Default Save

8.3 Alarm Sound Configuration

In the Alarm Sound configuration interface, you can configure audio (.wav) files for alarms of motion detections, video
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exceptions, alarm inputs and device exceptions.

Steps:
1. Click each ' button to open the file browser, and select an audio (.wav) file for the selected alarm type.
2. Click the I* J button to listen to the selected audio file.

3. Click S button to save the new settings, or click “Default” to restore default settings.

System Configuration

\rg General .
Configure alarm sound for motion detection, video abnormal,

(e.g. motion detection alarm,video exception alarm, alarm input and device exception alarm)

£ File

E Alarm Sound g
‘=
Motion Detection:
Email
motion.wav - | w9

Video Exception

video_abnormal wav - | g
Alarm Input:
alarm_inputwav - | 43

Device Exceptional.

device_abnormal.wav - | %9

Default Save

8.4 Email Configuration

In the email configuration interface, you can set the SMTP server, and account information for the alarm actions of the client.

Steps:
1. Enter SMTP server, Port, User Name, Password, Sender’s Address and Receiver’s Address.

2. Click “Send Test Email” to check email configured successfully.

3. Click S3¥8  button to save the new settings, or click “Default” to restore default settings.
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Lrg General
| File

n Alarm Sound

|| Emalil

Set email parameters including sender and recipient.

SMTP Server:

Port

User Name:
Password
Senders Address:
Receiver's Address:
[v Enable SSL

Send Test Email

smtp.sample.com
25
testmail@sample.com
[enses
[lesmai@samplecom
testmail2@sample.com

Default

Save
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Chapter 9. FAQ
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Live View

Symptom:

Failed to get the live view of a certain device

Possible Reasons:

Unstable network or the network performance is not good enough.
The device is offline.

Too many accesses to the remote device cause the load of the device too high.
The current user has no permission for live view.

The version of the client software is below the needed version.
Troubleshooting:

Check network status and disable other not in use process on your PC.
Check the device network status.

Restart the device or disable other remote access to the device.

Log in with the admin user and try again.

Download the client software of the newest version.

Recording

Symptom:

Normal recording and the remote recording are confused.

Troubleshooting:

When we say local recording when we use the client software, it refers to the recording on the PC running the client.

And remote recording refers to the recording action commanded by the client on the device side, which stores the

record files in the HDD of the device.

Playback
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Symptom:

Failed to download the playback file or the downloading speed is too slow.
Possible Reasons:

Unstable network or the network performance is not good enough.

The NIC type is not compatible.

Too many accesses to the remote device

The current user has no permission for playback.

The version of the client software is below the needed version.
Troubleshooting:

Check network status and disable other not in use process on your PC.
Directly connect the PC running the client to the device to check the compatibility of the NIC card.
Restart the device or disable other remote access to the device.

Log in with the admin user and try again.

Download the client software of the newest version.
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