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Welcome

Thank you for using our Smart Professional Surveillance System (SmartPSS)!
This user’s manual is designed to be a reference tool for operation of your system.
Here you can find detailed operation information about SmartPSS.



1. Overview and Environment

1.1 Overview

SmartPSS is an abbreviation for Smart Professional Surveillance System.

The software is to manage small quantity security surveillance devices. It releases with the
device and does not support the products from other manufacturers. It has the following features:
View real-time video of several camera channels.
View the playback video files from various cameras.
Support multiple scheduled arms to realize auto PC guard.

Support e-map; you can clearly view and manage all device locations.

Video wall plan setup and can output video wall video at the same time.

Support extension applications, can send out alarm information to external programs.

1.2 Performance

® System max supports 36-channel at CIF resolution.

® [Each storage server max supports to save 32-channel video

1.3 Environments

For PC there SmartPSS is installed.

Iltem Requirements

oS Windows XP and higher.
CPU Intel core i3 or higher.
Display card Intel HD Graphics and higher.
Memory 2GB or higher.

Displayer 1024x768 or higher.
Resolution




2. Installation and Upgrade

2.1 Installation

® Double click “Smart-PSS_Eng_IS_VX.XX. X.exe” to begin installation. See Figure 2-1.

Flease select a language:

g | English ~|

(84 . Cancel

Figure 2-1

® Select installation language from the dropdown list and then click OK button to go to

Welcome interface. See Figure 2-2.

Welcome to use SmartPSS Operator Installation

Whally new, flexible realtime preview with abundant functions

--Shining new tool bar, various functions, cear interface
-Multiple customized window layouts suitable for more surveilance environments
--operation with view interfaces and groups
Playback interface based on user experiences
--Simple and reasonable search steps, fluent operation
--Exported record files support clip operation while viewing, natural and fluent operation
--Combination of various search modes, meets varous user experiences
Local storage, PC-MYR
--Total storage solutions, enhance product quality
--Easily to create a record plan, what you see is what you get
Mew tour settings, new alarm configuration, new...

--Quick and accurately create tour tasks based on the monitor
-Mew schere setting interface, orientation configuration, easy and clear to use the function

MNesxt

Canicel

Figure 2-2

® Click next button, you can see an interface is shown as in Figure 2-3. Here you can view

End User License Agreement.



EMD-USER LICENSE AGREEMENT ("EULA") -

m

1. Preface

Please read the following Agreement carefully before instaling the Software.
This End User License Agreement ("EULA" or "Agreement”) is an agreement between you ("You" or "User™), and the Software
provider, and the provider ("Provider”) of approved services. By instaling, copying, downloading or otherwise using the Software
the User agrees to be bound by the terms of this Agreement. IF YOU DO NOT AGREE TO THE TERMS OF THIS EULA, YOU MAY
NOT USE THE SOFTWARE. Please immediately stop instaling, copying, or otherwise using the Software, plus delete any parts of
the Software that you have installed or stored.

2. Definitions

Software: In this Agreement "Software” means information processing program or supporting file composed of modules or
functional units, with supporting files of all or part of source code, object code and relevant images, photos, icons, video, sound
record, video record, music, text, code; plus descriptions, functions, features, contents, quality, tests, user manual, EULA and
other hardcopies or electronic version of documents or technical files ("Software Product” or "Software") relevant to the Software
of interest or Provider's products.

You: In this Agreement "You" means any individual or individual entity, corporate entity including company, enterprise,
organization or section that has obtained license to legally use of the Software.

Probationary Period: In this Agreement "probationary period” means the period before completion of user registration which
allows Users to evaluate the Software within its entity.

3. Software Permit AL

e e e L o L _ =

+ Refuse " Accept

Figure 2-3

Please check the Accept item and then click Next button to continue. System pops up
module installation dialogue box. See Figure 2-4.

Flease select the functions you want toinstall, Delete the modules yvou do not want
toinstall, Click [Mext] to continue.

Diescription

SrmartPSs is managernent software to
manage the embedded network
surveillance devices. It is suitable for
devices such as emmbedded DVER, MYER,
v PC-MWE netwaorlk camera, decoder, NWRG000, It
supports real-time preview, remote
playback and expart, T wall, E-rmap,
alarm message receive and activation,
remote device parameter setup and
efc.

W gmarthss

MNeed Spacei(unit as MB): 486

Figure 2-4

Check SmartPSS item and then click Next button, you can see there is an interface asking
you to specify installation path. See Figure 2-5.



Click [Install] to continue. Click [Browse] to install in different folders.

Destination Folder

| - ,z'

an older version is detected under this path., To update and replace, please continue. If you want to change the
path, please remmove the old one first, Please note: Backup configuration fles before remaoving if vou need thern,

The free space of C is 36577ME The free space of E is 135032ME

The free space of D is 71392MB The free space of F is 126038MB

Back Install Cancel
A L - - =

Figure 2-5

® After you select installation path click Next button, system begins installation. The interface
is shown as in Figure 2-6.

Wholly new, flexible realtime preview
with abundant functions

Shining new tool bar, various functions, clear interface

Multiple customized window layouts suitable for more surveillance environments
operation with view interfaces and groups

Figure 2-6

® During the installation process, you can click Cancel button to exit. After installation, you can
see an interface is shown as below. See Figure 2-7.



SmartPSS

Install Success

[ Release note

[ Rur SmartPss

Firish

Figure 2-7

® Click Finish button, you can complete the installation.

2.2 Un-installation

1) From Start -> All programs->SmartPSS, select Uninstall SmartPSS item. System pops up
the following dialogue box. See Figure 2-8.

Uninstall SmartPSS

It weill uninstall, if current applications are running now, please close it
before you uninstalll Otherwise, click [Mesxt] to uninstall.

Mest Cancel

Figure 2-8



2) Click Next button, you can see an interface shown asin Figure 2-9.
3) Check the box here to remove SmartPSS. You can check the box to remove PC-NVR too.
Click Uninstall button to remove.

Please chiooze the components that you want to uninstal,Delete the
modules you do not want to install.Click [Uninstal] to continue,

[v PC-MWR
v SrmartPss

Lininstal Cancel

Figure 2-9



3. Setting

Double click SmartPSS icon , you can go to the login interface.

3.1 LoginInterface

Login interface is shown as in Figure 3-2.

® User name: Input the user account

® Password: Please input corresponding password to log in.

® OK: Click this button, system can verify the account and then enter the software homepage.
(First time login shows device interface.)

® Cancel: Click this button to exit login interface.

Note:

® |f it is your firsttime to run the SmartPSS program, you need to set admin password, see
Figure 3-1.

o k.
Set administrator password x
Password || |
i:. oK ) Cancel )
R A
Figure 3-1

® System initial username is “admin”, but initial password is set by user.

® You can memory your password, so that when you can log in the next time, you do not need
to input user name and password. Please note this function is for your convenient only. Do
not enable this function in public PC.

SmartPSS

User Marme: “ ‘

. Rernermber Password

>

F "\_ _/' '\._
| Login )| Exit )
~ -4 ~ -4

Figure 3-2



3.2 Homepage

Click Login button, system begins verifying user name and password and then go to the
homepage. See Figure 3-3.

SmartPSS

Professional Surveillance System

a

| HOME PAGE

Lt |

DEVICES

DEVICE CFG

L

ALARM CFG

BASIC
“rrrs =
. 8 2016-05-18
> 5
— —_ —_—
LIVEYIEWY PLAYBACK ALARM ACCESS INTERC O
User Mame: admin
Login Time: 16:22 2016-05-18
ADVANCED
- —
HE 7/
WIDED WALL DATA REFPORT LOG
SETTINGS

HE
L1

VIDEOD WWALL

3

ACCOUNT

e B

TOUR & TASK

b

PC-MvR

Figure 3-3
Please refer to the following sheet for detailed information.

SN Parameter Function

1 Menu Here you can view main page icons and current open
function icon.

Click add button to add a function icon on the top pane.

2 Basic It includes live view, playback, alarm manager, access control
and video intercom.

3 Extension It includes video wall, data report, and log search.

4 Settings It includes devices manager, signals manager, alarm setup,
tour and task, PC-NVR, video wall management, account,
general setup and etc.

5 SmartPSS  basic | It is to display current time, username, login time.

information
3.3 General




If it is your first time to login the SmartPSS, you need to set system parameter. It includes
network performance, log save time, login SmartPSS or not, picture and record saved path.
Please follow the steps listed below.

e
Click the B button; you can go to the general interface. See Figure 3-4.
It is to set capability, language, time and etc.

SmartPSS

Professional Surveillance System

HOME PAGE

L a? - @ x

n File
& Alarrm
E Wersion

Set SmatPSE basic parameters such as log saved time, instant playback time, netwark capability and etc. System needs to restart to activate
language and time setup

Log Saved Time ¥ (Activated after restar)

Instant Playback Time

Network Capability

Default Device Tree

(Come into force after restart just appay to realview,playback ACS VideoWall

7] Resume LiveView Status

[7] Device No. Setup

Auto login device (Activated after restart)
Auto login SmartPSS

Language ¥ (Activated after restart)
7] Sync Time m -:_Sync an.:l

Time Format ¥ (Activated after restar)

Short Cut Real Display Full Screen

Device User Mame:

Device User Password, _

( Default :l w: Save :l

Figure 3-4
Please refer to the following sheet for detailed information.
Iltem Function
Log Saved | Here you can set log save time. System automatically overwrites old
Time files once it reaches the period you set here.
Instant : . . : .
It is to set instant playback time. If you set 5 minutes, then it plays

Playback . . . : .

. video starting 5 minutes prior to current time.
Time
Network It is for you to set network function. It includes: “Low’,
capability “10M”, ”100M”, ”1000M”.




Item Function

Set device tree display of preview, playback access control and

Default other modules.

Device Tree Device tree (bydevice) as group by device.

Region/Tree (by channel) as group by channel.

Resume
Previous System restores previous liveview status after it restarts.
State

. Customize no. for video channel with device, when NKB is
Device No. ] )
Setup connected, you can open video channel according to your

customized channel no.

When program start up, auto login existing device or not. If you
select this parameter, then at next login, it auto logs in existing
device.

Auto login
device

Auto login | Check the box here, you can login SmartPSS directly without
SmartPSS inputting user name and password.

Language Software language.

Check the box here to enable time synchronization function and
then input synchronization time. SmartPSS can auto synchronize
time with the PC at the time you specified.

Click Sync now button to begin synchronization now.

Sync time

Time Format | System time format. It includes 12H/24H.

Set preview window, record playback, alarm management, e-map

Short Cut and etc.

Device User

Set device login username.
Name

Device User

Password
3.3.1 File Path

File configuration interface is shown as below. See Figure 3-5.

Here you can set snapshot picture and record file default save path.

Configuration file path: It is to import or export configuration file. If you change path to D disk, you

can export current software user information to D disk. If current software has installed at the D

disk, you can import user information to current software.

Set login password.

10



SmartPSS oy K +

Professional Surveillance System

GENERAL

* Basic

- Set SmartPss file path (such as snapshot, record, user configuration and etc.)
B rie

g
A\ Alarm Snapshot Path e:/work/PSS/SmartPss_Trunk/bin/Capture Browse

-
Record Path / </PSS/SmartPss_Trunk/bin/Record Browse
Config Path ¢(/P55/SmartPss_Trunk/bin Browse

E Version

( Default (_save

Figure 3-5

3.3.2 Alarm
It is to set alarm prompt audio. The interface is shown as below. See Figure 3-6.

Configure alarmtype prompt. Click Save.



SmartPSS

Professional Surveillance System

L & ? - @ x
+

-3 Basic

ﬂ File

& Alam
Open Audio [C] Loop Play

B8 Wersion Alarm Tone 1Al

Alarm Type
e : Browse :u ﬂ

E-map flashes E-Map flashes when an alarm occurs

( Defaut ) ( sae )

Figure 3-6

Tips

You can click Default button to restore factory default setup.

User config file storage path is used to import and export user config file. If current user config
file storage path is modified to other path, then it means all users’ config info are exported. If user
re-install, he can export previous all user’s config info to current client.

If he re-install the software and import previously exported user config info, after being saved,
original user config info will be successfully imported into current client.

3.3.3 Version
Click the version button; you can go to the following interface.
Here you can view software version information.

3.4 Account

Here you can add, modify or delete a user.
3.4.1 Add role

1) Click B in the Settings pane, and then click role button, you can go to the following
interface. See Figure 3-7.

12




Figure 3-7

2) Click Add button, the interface is shown as in Figure 3-8.

“

Role Mame

Remarks

Role Rights

Bl Channel Rights

Channel Rights

iy (i)

Figure 3-8

3) Please inputa role name and check the corresponding role rights. You can input some

reference information if necessary.

4) Click Save button.

13



Tips
Select a role and then click Modify/Delete button to modify or delete a role.

3.4.2 Add user

1) Click . in the Settings pane, and then click user button, you can go to the following
interface. See Figure 3-9.

Figure 3-9

2) Click Add button, you can see system pops up the following interface. See Figure 3-10.

14



Add User X

o EEENNN > (addroie)

User Mame

Password

Remarks

[»

User Rights | = Beiei s Channel Rights

Livewview
Playback
Export
Ptz

= Menu Rights
Liwvewiewy
Playback
|| slarm
Log
V] wideo wiall
E-Map

=

- N . -
\ Save )| Cancel |
- s - "4

Figure 3-10

3) Select a role from the dropdown list, input user name, password and confirm password.
Input some description information if necessary. Select rights for the new user.

4) Click Save button to add a new user.

Please refer to the following sheet for detailed information.

Item Function

User name | Please input user name here.

Role You can select user role from the dropdown list. Or you can click Add
role button to add a new role.

Password Please set user password.

Confirm Please input new password again.

password

User Here you can check the box to select corresponding rights for current
Rights user.

If the new user is a manager, system checks all rights by default.

5) Click Save buttonto add a new user.

Tips

Select a user name and then click Modify/Delete button to modify or delete a user.

3.5 Device Manager

Here you can add, modify and delete a device. You can also implement device channel group

function.

Auto Add

15
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1) Click

2) Click Refresh, search device within the LAN. You also can enter device segment, and click
search to search devices within the same segment.

3) Check device, click Add as auto add device. You also can double click the device you want
to add. The added device will be shown in list below, where you can view device type,
channel and status. You can modify, logout and delete the device.

icon. System displays device manager interface.

Manually Add

You can refer to the steps listed below to add, modify or delete a device manually or
automatically.

1) Click === icon in the settings pane, system goes to the device manager interface; you can
see an interface is shown as in Figure 3-11.

LA o ? -0 X

SmartPSS A
HOME PAGE
( seach ) (  Add ) ( Dslete ) [ All Devices: 0 Online Devices: 0
All Device
[IMo.  |Mame A |IP/Domain Nam%Type tlodel |F'un |Channel Nur‘iOnIine Status SM Operation

Figure 3-11

2) Click Manual Add button, the interface is shown as in Figure 3-12. Please input the
corresponding information and then click Add button.

16




tlanually Add

Device Mame:

Method to add:
IP/Dormain Mame:
Fort:

Group Name:

User MNarme:

Passwird:

) ~
Save and Continue )

Add

Figure 3-12
Please refer to the following sheet for detailed information.

Item Function
Device name | Please input a device name here.
Register .
Mode By IP/domain and SN.

Device IP address or domain name.
IP/Domain )

Note:
name

You can add device of IPV6 address.

Device SN.
SN Note:

For P2P device only.

Device IP port.
Port )

It is 37777 by default.
Group Name | You can choose one group.
User name The user name you login the device.
Password The password you login the device.

as in Figure 3-14.

3) Click Add. You can click Save and Continue to add next device. Added devices are shown




Tips

Figure 3-13

Select a device in the list, and then:

4)

Click 2] to modify, or click 2 to delete it.
Click . to set device.

Click . to login the device manually.
Click . to logout the device manually.

Click = button and then select save path to save current device listto .xml file.

Click Import to batch import local config in .xml format. Or you can import with Easy 4IP
account. See Figure 3-15.

18



Figure 3-14

If the system config enables device no. setup, then you can see . in operation
column of device.

1. Click . system pops up device no. setup box, see Figure 3-16.

Figure 3-15

19



2. Click list, you may edit/input no., see Figure 3-17.

-
Device Mo. Setup »
No. Channel Name Ho. E
1 Channel 1 2001
2 Channel 2 2002
3 Channel 3 3333
Figure 3-16

NKB keyboard can encode channel and control channel, as it can directly open

channel video by encoding. For more information, please refer to NKB user's manual.

3.6 Device CFG

After you added a new device, you can go to the signals manager interface to set parameters.

=
On the homepage, click button in the Settings pane, you can go to the following

interface. See Figure 3-17.

SmartPSS

=l = Default Group

010,15 117109

g 1015622

(< 1015.6.33
10.15.5.584

=
a 10.15.6.86
1 [ 1015687

G

Q

o

General

Mebwork

-y
@ %

wideo Detect

Storage

©

Record

Maintenance

)e

Account

Alarm Abnormality

G O

Maintenance WEB

L a? -Ox

g -

Image PTZ Control

smart Config

3.6.1 General
3.6.1.1 Network

Figure 3-17
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Here is for you to set network information such as TCP/IP, connection, PPPoE, DDNS, IP filter,
SMTP, Multicast, and alarm centre. See Figure 3-18.

Metwork - 10.15.6.35 X

TCR/IP
CEIREES Mode @ static O DHep

MAC Address 90:02:43:24:65:59
PPPoE

IP Yersion IPv4 v
DDMS

IF Address
o i submet s ssassso |

Default Gateway
SMTP

eraredons TS
Multicast Alternate DN
Alarm Centre

- |
. Apply

\
|

Save
.

p
| Cancel
.

~
|

3.6.1.2 Remote

Figure 3-18

Here you can add remote device manually or automatically. See Figure 3-19.

21



Remote Device - 10.15.100.244

I IP Port Device Mame Protocol Type Device Type

[l 10.15.100.25 37777 10.15.100.25 Private IP Carnera

I:‘ 2 10157125 40000 10.15.7.125 Private DwR2116

I:‘ e 10.15.7.109 3TFIT 10.15.7.109 Private E4'35000

I:‘ 4 10.15.22.100 37777 10.15.22.100 Private MNWREDOD

75 10.15.5.3 37777 10.15.5.3 Private PC-MYR

s 0.0.0.0 37777 0.0.0.0 Private PC-MYR

I:‘ 7 10.15.6.142 37FIT 10.15.6.142 Private PC-MYR

I:‘ g 10.15.6.188 37777 10.15.6.188 Private PC-MYR

- N ~

g Search | \& Add | Type

| |Device Channel IP | Port | Device Mame Remote Channel | Protocol Type Device Type

[l 10.15.100.25 37777 10.15.100.25 1 Private IP Carnera

s 10.1.1.69 37777 90_02_a9_ 04_30 1 Private IP Carnera
- N o - N N
& Delete | l‘l\hﬂanuaIAddl " Refresh | & Ok |

Figure 3-19

Click Search device button, system can list all the devices on the same IP section. Select a
device and then click Add button; you can add a remote device.

Click Manual add button, System pops up the following dialogue box. See Figure 3-20. Please
input the corresponding information and then click OK button to add a remote device.

Manual Add x

MNarme

|

IP &ddress

Protocol Type Private v

Remote Channel

Local Channel 1 v

If\: QK ) If\: Cancel )

Figure 3-20



3.6.1.3 Encode
3.6.1.3.1 Audio/Video

The interface is shown as below. See Figure 3-21. Here you can set audio/video bit stream.

Encode - 10.15.6.33(CAM 24)

x

Main Stream

Extra Stream

Stream Type General v Video Setup v
Shapshot
Encode Type v Encode Type v
vty Resolution v Resolution v
FPS v FPS v
streamCtrl v strearnCrl v
Bit Stream v Bit Stream v
Iframes _ [1-150) Iframes _ [1-150)
Audio Setup Audiol Audio2 Audio Setup Audiol Audin2
Encode Mode v Encode Maode v
Wiatermark
Characters _
Copy |Mone - \ Apply /'l Save _/] \ Cancel /u
Figure 3-21
Please refer to the following sheet for detailed information.
Parameter Function
Video setup Check the box here to enable extra stream video. This item is
enabled by default.
Stream type It includes main stream, motion stream and alarm stream. You

can select different encode frame rates form different recorded

events.

Encode mode

It is to set audio/video encode mode. Default setup is H.264.

Resolution System supports various resolutions, you can select from the
dropdown list.

FPS PAL: 1~25f/s; NTSC: 1~30f/s.

Bit stream In VBR mode, it is the max value of the bit stream. In the CBR
mode, it is a fixed value.

Ref Stream According to selected encode mode, resolution, display bit
stream. (range)

Iframes Interval between key frames.

23



Audio encode Check the box here to enable audio function and select encode
mode type from the dropdown list.

Watermark This function allows you to verify the video is tampered or not.
/watermark Here you can select watermark bit stream, watermark mode
character and watermark character.

Copy Click it to copy current setup to other channel(s).

3.6.1.3.2 Snapshot

The snapshot interface is shown as below. See Figure 3-22.

Encode - 10.15.6.33(CAR 24) x

Audiofvideo

$hapshot

Qe ay

Copy |Mone

Snap Mode Regular b4
size v Enable

Quality Wiorst v

swoprret -+

Apply .'_' Save ._' .‘éCanceIé.'-

Figure 3-22
Please refer to the following sheet for detailed information.
Parameter Function
Snapshot type There are three modes. _
® Regular: It enables snapshot function as you set on the
snapshot plan.
® Trigger: It enables snapshot function when motion detect
occurs.
® ALM: It enables snapshot function when an alarm occurs.
Image size It is the same with the resolution of the main stream.
Quality It is to set the image quality.
Interval It is to set snapshot frequency.
Copy Click it; you can copy current channel setup to other
channel(s).
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3.6.1.3.3 Owerlay
Here is for you to overlay information on the video. See Figure 3-23.

Encode - 10.15.6.33(CAM 24] x

n g Region Owerlay X <
Snapshot 014-12-11 08:42:15
Local Preview
_ R
Channel Display
Time Display
YWD v
12-H v

Copy |Maone w Apply Save Cancel

Figure 3-23
Please refer to the following sheet for detailed information.
Parameter Function
Channel Name Set channel name.

Region overlay There are two types: Local liveview/network monitor.

Local liveview: It is to shield the corresponding video under
local liveview mode.

Network monitor: It is to shield the corresponding video under
network monitor mode.

Channel display | You can enable this function so that system overlays channel
information in video window.

Please input channel name here.
You can use the mouse to drag the channel title position.

Time display You can enable this function so that system overlays time
information in video window.

You can use the mouse to drag the time title position.

You can view time title on the live video of the WEB or the
playback video.

Date format Select date format from the dropdown list if you want to overlay
date information.




Time format Select date format from the dropdown list if you want to overlay
time information.
Copy Click it; you can copy current channel setup to other
channel(s).
3.6.1.4 Image

Here you can set camera property. See Figure 3-24.

Image - 192.168.3.27(IPC1234567)

Color Mode Standard Gentle  Flamboyant

Hue ( eo— e 50
Brightness ( see— o 50
Contrast ( ee—— o 50
Saturation ( ee———— o 50

Copy current configuration to m _ Apply )J (_ sae ) (_ Cancel

Figure 3-24
Please refer to the following sheet for detailed information.
Parameter Function
Color mode It is to set color mode.
Hue It is to set color hue.
It is to adjust color whole brightness. The large the value is, the bright
) the video is and vice versa.
Brightness . .
When you set, the dark pane and the bright pane of the video can be
increased or decreased accordingly at the same time.
It is to set video contrast. The large the value is, the big the contrast s,
Contrast .
vice, versa.
. It is to set color saturation. The larger the value is, the strong the color
Saturation . .
is and vice versa.
- Viewing angle of video. You can select four types of viewing angle.
Viewing Angle And click Apply to preview on the left.

3.6.1.5 PTZ Control
It is for you to set PTZ parameters. See Figure 3-25.
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PTZ Control - 10.15.6.33(2] |

PTZType v
Protocol v
Baud Rate 1200 v
Data Bit 5 v
Stop Bit 1 hit v
Parity Mane v
Copy ¥ \ Apply ,I \ Save /I \ Cancel /|

Figure 3-25
Please refer to the following sheet for detailed information.

Parameter | Function

Protocol Select the corresponding dome protocol such as PELCOD.

Address Set corresponding dome address. Default value is 1. Please note
your setup here shall comply with your dome address; otherwise
you can not control the speed dome.

Baud Select the dome baud rate. Please set according to the speed dome

Rate dial switch setup.

Data Bit Please set according to the speed dome dial switch setup.

Stop bit Please set according to the speed dome dial switch setup.

Parity Please set according to the speed dome dial switch setup.

3.6.2 Event

3.6.2.1 Video Detect
The video detect includes three types:

Motion detect: Through analyze video, system can enable motion detect alarm when it

detects any moving signal that reaches the sensitivity threshold you set here.

Video loss: This function allows you to be informed when video loss phenomenon
occurred. You can enable alarm output channel and then enable show message function.
Camera masking: When someone viciously masks the lens, or the output video is in one-
color due to the environments light change, the system can alert you to guarantee video

continuity.
Note:

Enable unfocus: detect defocus image.
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Here we use motion detect interface as an example. See Figure 3-26.
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Figure 3-26
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Figure 3-27
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Figure 3-30
( PTZ Control X |
i:_ Ok _?,l L:_ Cancel :}
Figure 3-31
Please refer to the following sheet for detailed information.
Parameter Function
Enable You need to check the box to enable motion detection function.
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Parameter Function

Arm/disarm Motion detection function becomes activated in the specified

Period periods. See Figure 3-27.

There are six periods in one day. You can click L to set (Figure
3-28) or use mouse to draw the corresponding period on the time
bar directly (Figure 3-29).

Click OK button, system goes back to motion detection interface,
please click OK button to exit.

Anti-dither System only memorizes one event during the anti-dither period.
The value ranges from 5s to 100s.

Zone You can click this button to set motion detection zone. The
interface is shown as in Figure 3-30. Do remember clicking OK
button to save your motion detection zone setup.

Record If you select this parameter, then you perform motion detection

channel alarm recording to this channel.

Please note you need to select auto record in Record->record
control

Record Delay

System can delay the record for specified time after alarm ended.

Upload To
Cloud

Check if to upload to Cloud.

Alarm output

Enable alarm activation function. You need to select alarm output
port so that system can activate corresponding alarm device when
an alarm occurs.

System can delay the alarm output for specified time after an

Delay time
alarm ended.

Show msg System can pop up a message to alarm you in the local host
screen if you enabled this function.

Buzzer Check the box here to enable this function. The buzzer beeps

when an alarm occurs.

Alarm upload

System can upload the alarm signal to the centre (Including alarm
centre.

Send Email If you enabled this function, System can send out an email to alert
you when an alarm occurs.

SMS If you enabled this function, System can send out a message to
specified phone to alert you when an alarm occurs.

Tour You need to check the box here to enable this function. System
begins 1-wiindow or multiple-window tour display among the
channel(s) you set to record when an alarm occurs.

PTZ Here you can set PTZ movement when alarm occurs. See Figure

Activation 3-31.

3.6.2.2 Alarm

Before operation, please make sure you have properly connected alarm devices such as
buzzer. The input mode includes local alarm and network alarm.
The local alarm interface is shown as in Figure 3-32.



Alarm Input Enable ‘ Alarm &lias _

Artn/Disarm Period Set

Anti-dither _ Second{0~600)
- o 13

Record Channel

Led =] fed (] [ed [a] o]

Record Delay 10 Secondi10~300)

Upload To cloud

Alarm Output

CQutput Delay 10 Secondi1~300)

PTZ Link Set

Taur

Snapshaot

Upload Ta cloud

Shawe Msg Send Ernall Alarm Upload Buzzer 55

Copycurrentconﬁguranontom ( Apply j ( Save -) ( Cancel -)

Figure 3-32
“

G2 Week

10 11 12 13 14 15 16 1? 1S 19 20 21 22 23 24

co o 0 8 0 A
v Ee .
<v e -
== e
o |HEEEEEEEEEN R -
or MR -
<» MR -

1 oK ) [ cancal

Figure 3-33



Ii

Period1 00:00:00 - pEEEEE )

Period2 00:00:00 ] 23:59:59

B 23:59:59 "
B 23:59:59
23:59: A

Period3 00:00:00

Period4 00:00:00

T EEEEEE
 23:59:59 r

PeriodS 00:00:00

4p 4p 4> 4> 4> <
<4F 4> 4F 4» 4> <>

Period6 00:00:00

. Week

E)SUN* / MON' ' TUE | ' WED' ' THU ' ' FRI ' ' SAT

Figure 3-34

G9 SUN

G2 MON

G9 TUE

G2 WED

G9 THU

G2 FRI

GO SAT

0 10 11 12 13 14 15 16 17 18 19 20 21 22 2324
T T T T S ' e e e e A A v I M |

AR
T
T ———
e
T ————
e
T ———
e i

Figure 3-35

33



PTZ Contral X

. Ok _;} \ Cancel ;}
Figure 3-36
Please refer to the following sheet for detailed information.
Parameter Function
Enable You need to check the box to enable this function.

Please select a channel from the dropdown list.

Arm/disarm Period

This function becomes activated in the specified periods.
There are six periods in one day. See Figure 3-33.

There are six periods in one day. You can click ¥ to
set (Figure 3-34) or use mouse to draw the corresponding
period on the time bar directly (Figure 3-35).

Click OK button, system goes back to alarm interface,
please click OK button to exit.

Anti-dither

System only memorizes one event during the anti-dither
period.

Device (Sensor)
type

There are two options: NO/NC.

Record Delay

System can delay the record for specified time after alarm
ended.

Output delay

System can delay the alarm output for specified time after
an alarm ended.

Record channel

If you select this parameter, then you performlocal alarm
recording to this channel.

Please note you need to select auto record in
Record-> record control

Record Delay

Means when alarm link ends, record delay for a certain
period of time before stop.

Alarm output

Enable alarm activation function. You need to select alarm
output port so that system can activate corresponding
alarm device when an alarm occurs.
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Parameter Function

Show msg System can pop up a message to alarm you in the local
host screen if you enabled this function.

Buzzer Check the box here to enable this function. The buzzer
beeps when an alarm occurs.

Alarm upload System can upload the alarm signal to the centre
(Including alarm centre.

Send Email If you enabled this function, System can send out an
email to alert you when an alarm occurs.

SMS If you enabled this function, System can send out a
message to specified phone to alert you when an alarm
ocCCurs.

Tour You need to check the box here to enable this function.

Snapshot If you select this parameter, then the channel is config

with alarm snapshot function.

3.6.2.3 Abnormality
It includes six statuses: No device, no space, device error, net offline, IP conflictand MAC

conflict. See Figure 3-37 through Figure 3-42.

abnormality - 10.15.6.86 x|

Enable

Mo Space

Alarm output
Cutput Delay 10 Second(1~300)

Storage device error

Offline thow Msg send Email Alarm Upload Buzzer S0

IP Conflict

Mac Conflict

" Apply J Save J Cancel ”)

Figure 3-37




Figure 3-38

Figure 3-39
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1P Conflict

Figure 3-40

Figure 3-41
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Abnormality - 10.15.6 .66 o

Mo storage device Enahle
Mo Space Alarm Output
Qutput Delay 10 Second{1~300)

Storage device error

offline Show Msg Send Email Buzzer Bl

IP Conflict

Mac Conflict

. Apply ) [ Sawve | [ Cancel |

Figure 3-42

Please refer to the following sheet for detailed information.

Parameter | Function

Enable Check the box here to enable selected function.

Alarm Please select corresponding alarm output channel when an alarm
Output occurs. You need to check the box to enable this function.

Output The alarm output can delay for the specified time after an alarm stops.
delay

Show System can pop up a message to alarm you in the local host screen if

message you enabled this function.

Alarm System can upload the alarm signal to the centre (Including alarm
upload centre.

Send If you enabled this function, System can send out an email to alert you
Email when an alarm occurs.

Buzzer Check the box here to enable this function. The buzzer beeps when an

alarm occurs.

SMS If you enabled this function, System can send out a message to
specified phone to alert you when an alarm occurs.

3.6.3 Smart Config

SmartPSS supports to add SmartlPC and config added intelligent device, including audio
detection config and face recognition. After config is complete, you can go to live interface for
preview. Please referto Ch 4.1.1.



See Figure 3-51.

smart Config- 10.15.117.109(Channel 1)

Face Detect

[7] Anoraly Enable

[7] Mutation Enable

Sensitive

Mutation Threald

ArmfDisarm Period

Anti-dither

[7] Record Channel
Record Delay

[] Alarm Output
Output Delay

[7] PTZLink

[ Tour Turning

-

Set .']

o

Cp———
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00

I oo

I oo

b

Set )

g

[7] snapshat
[ show Msg [] send Email [] Alarm Upload [7] Beep [ smas
Copy current canfiguration ta V \ Apply _:] \ Save _:] \ Cancel _:]
Figure 3-43

Parameter Note

Abnormal If enable this parameter, then audio detection alarm is enabled.
Enable

Mutation May config sensitivity and mutation threshold.

Enable If select this parameter, then mutation detect is enabled.

Sensitivity: 1-100 level adjustable. The smaller the value is, the more input sound
volume change exceeds constant environmental sound and is judged as abnormal
audio. User shall adjust according to actual environment.

Mutation threshold: 1-100 level adjustable. It is used to set filter of environmental
sound intensity. If environmental noise is high, then you shall set this value high.
Please set and adjust according to actual environment.

Arm/Disarm Set alarm arm/disarm period.
Period

Click set pop up Arm/Disarm Period box for setup.
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Parameter Note

Anti-dither Means only record one motion detection event within the period. Value range 0s~
100s.

Record If selectthe parameter, then alarmrecord the channel.

Channel

Go to “Record >Record Control” and select auto record.

Record Delay

Means when alarm link is end, motion detection record will remain for a period of
time before stop.

Alarm Output

If selectthe parameter, then enable alarm link output port, so when alarm occurs, it
can link corresponding alarm output device.

Output Delay | Means when alarm link ends, alarm will remain for a period of time before stop.

Snapshot If select this parameter, then select this parameter, then this channel config motion
detection snapshot function.

Send EMAIL If select this parameter, then when alarm occurs, it sends Email to user.

Alarm Upload | If select this parameter, then when alarms occurs, alarm will be sent to center.

Beep If select this parameter, then when alarm occurs, it beeps.

SMS If select this parameter, then when alarm occurs, user will receive SMS.

Face Detect is shown in Figure 3-52.

Smart Config- 1015117 109iChannel 1) X

PTZ link [ get
Tour Turning
Shapshot
Show Msg send Email Alarm Upload Beep M
Copy current configuration to ¥ g Apply J Save J Cancel J

Audio Detect Enable Face Detect

ArrnfDisarm Period \ Set

o
Anti-dither _ Second({0~600)

Enable Face Enhancement

Record Channel

Record Delay _ fecond(10~300)

Alarm Output

Qutput Delay _ Second(1~300]
j

40




Figure 3-44

Parameter Note

Enable If select this parameter, it will link alarm.

Arm/Disarm Set alarm arm/disarm period.

Period Click setup to pop up arm/disarm period box.

Enable Face If select this parameter, then it enable dynamic trick.
Enhancement

Record If select this parameter, then the channel has record of alarm.
Channel

Go to “Record > Record Control” and select “auto” record.

Record Delay

Means when alarm link ends, motion detection delays for a period of time.

Alarm Output

If select this parameter, then enable alarm link output port, when alarm occurs, may
link alarm output device.

Output Delay | Means when alarm link ends, alarm delays for a period of time.

Snapshot If select this parameter, then it configures dynamic snapshot function for this
channel.

Send EMAIL If select this parameter, then when alarm occurs, it send Email to user.

Alarm Upload | If select this parameter, then when alarms occurs, alarm will be sent to center.

Beep If selectthis parameter, then when alarm occurs, it beeps.

SMS If select this parameter, then when alarm occurs, user will receive SMS.

3.6.4 Record/Storage

3.6.4.1 Schedule

Record setup has record plan and record control.

® Record plan (schedule): Record during set period.

® Record control: Select mode of record.

You can set the corresponding period to enable schedule record function. You can follow the
steps listed below to set schedule record function.

1) Click Schedule button, you can go to the following interface. See Figure 3-45.
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Record - 10.15.117.109(Channel 1)

Record Contral
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) )
g Apply g Save

Cancel

-
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2) Click * button after corresponding date, you can see an interface shown as below. See

Figure 3-45

Figure 3-46.
Rec Plan x
Regular klotion Alarm rADEAl Frm Smart
Periodl
Period2
Period3
Period4
Feriods
Ferioda
Al
| SUM MACHN TUE WWED THU FRI S&T HOLIDAY
[ save ) { cancel )
M A

Figure 3-46

3) Setrecord period and check the box to select record type. Click OK button, now you can see
an interface shown as in Figure 3-47.
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Figure 3-47
You can view the current time period setup from the color bar.
® Green color stands for the general record.
® Yellow color stands for the motion detect record.
® Red color stands for the alarm record.
® Blue color stands for MD and alarmrecord.
® Orange color stands for smart alarm record.

Choose the channel you want, then click save button to copy current setup

3.6.4.1.1 Record Control
It is for you to set record control mode. See Figure 3-48.
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Record Setting - 10.15.7.123(CAM 11)

Main Stream (&) schedule ) Manual (O stop
Sub Stream O schedule O Manual (& stop
Copy m" \ Apply / \ Save / \ Cancel /
Figure 3-48
Please refer to the following sheet for detailed information.
Parameter | Function
Pre-record Please input pre-record time here.
Main stream | It is to set main stream record mode. It includes:
Schedule/manual/stop.
Sub stream | It is to set sub stream record mode. It includes:
Schedule/manual/stop.
3.6.4.2 Disk

3.6.4.2.1 Local Store
The local interface is shown as in Figure 3-49. Here you can save data to local SD card or HDD

and meanwhile view health status of HDD.
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Figure 3-49

3.6.4.2.2 Remote store
It is for you to upload data to a PC via FTP. See Figure 3-50.
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Disk Manager- 10.15.22.100 x

Local Stare [7] Enable

* Host [P 10151216
User Name
Password

Remote Directory Jshari /pp

Upload Intersal _ Second

e TN

Period 1 m: - M: [ alarm ] mD [7] others

Period 2 m: - M: [ &larm 7] wD [ others
- N N N
- Apply S Save | g Cancel |

3.6.5 Maintenance

3.6.5.1 Account
Here you can add/modify/delete a group or add/modify/delete a user. System default user group

is admin/user. System default user is admin/888888/666666.
Click Account button in Signals interface and then click Role button. See Figure 3-51.
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Figure 3-51

Click Add button, you can see system pops up the following interface. See Figure 3-52. Please
input a group name and then select corresponding rights, input some note information for your
reference if necessary. Click OK button to exit.

Figure 3-52

Go to the User interface, here you can add/remove user and modify user name. See Figure 3-53.
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Account - 10.15.5.82 x |
User ( Agd ) ( Delete )
1Al Group Name Memo Operation
[P admin administrator group /S X
]2 user user group /s X
a3 1 1 7/ X
( cancel |)
[ Cance

Click Add button, you can see the following interface. See Figure 3-54. Please input user name,
password, and select a group from the dropdown list. Select corresponding rights and then click
OK button.

Tips

If you want to multiple users to use this account login at the same time, you need to check the
box to select reusable function.

Add User e

User Name | | ¥ Reuseable
Password _
Confirm Password _
Group PETI
Memo I

Rights List [C] Check Al
[T Ctr Panel

[} Shutdawn
[] Manitar

[ Manitor 01
[] Monitor_ 02
[] Manitar_03

C ok ) ( cancel )
™

Figure 3-54

Note:
Access controller username and password are fixed, and password is 123456.
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3.6.5.2 Maintenance
3.6.5.2.1 Local Setup

Here you can set system time, date format, record period and etc. See Figure 3-55.

Maintenance - 10.156.6.82 x

Local Setup

DateTime

RB232

Wersion

Auto Maintenance Pack Duration B0 minute(1~60)

Device Name

Device No

O

Video Standard

When disk is full overwite B

(_ Apply ) Save ) ([ Cancal )

Figure 3-55
Please refer to the following sheet for detailed information.

Parameter | Function

Device It is to set device name.

name

Device No. | When you are using one remote control to manage multiple devices,
you can give a serial numbers to the device.
Before the operation, please make sure you have clicked address
button on the remote control and input a number for current device.

Language You can select the language from the dropdown list.
Please note the device needs to rebootto getthe modification
activated.

Video This is to display video standard such as PAL.

Standard

HDD full Here is for you to select working mode when hard disk is full. There
are two options: stop recording or rewrite.
e |f currentworking HDD is overwritten or the current HDD is full

while the next HDD is no empty, then system stops recording,
¢ If the current HDD is full and then next HDD is not empty, then
system overwrites the previous files.
Pack Here is for you to specify record duration.
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duration

3.6.5.2.2 Date&Time

The date and time interface is shown as in Figure 3-56.

Maintenance - 10.15.117.109(Channel 1) x
e Sy Date Format VH-MM-DD v
DateTime Tirne Forrmat 29-H v
Systern Time 2014-12-11 \ Syhc PC j
R&232
D3T Enable
Auto Maintenance
DST Tvp @ pate O week
Version start Time 2014 ¥ Jan \ Al o003
End Time 2014 ¥ [lan v/ [1 v M
NTP
Time Zone GMT+03:00 v
TP Server clockiscors |
port (1-65535)
Update Period 10 Minute[0-65535]
\ Apply :,'I \ Save :,'I \ Cancel :,'I
Figure 3-56
Please refer to the following sheet for detailed information.

Parameter | Function

Date format | Here you can select date format from the dropdown list.

Time There are two options: 24-H and 12-H.

Format

Time zone | Thetime zone of the device.

System It is to set system time. It becomes valid after you set.

time

Sync PC You can click this button to save the system time as your PC current
time.

DST enable | Here you can set day night save time begin time and end time. You
can set according to the date format or according to the week
format.

NTP You can check the box to enable NTP function.

NTP server | You can set the time server address.

Port It is to set the time server port.
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Update
period

It is to set the sync periods between the device and the time server.

3.6.5.2.3 RS232

The RS232 interface is shown asin Figure 3-57.

Maintenance - 10.15.117.109(Channel 1] x|

Local Setup

DateTirme

Auto Maintenance

Wersian

COM COM1 v

Function Console v

Data Bit 8 v
_ stop Blt £ v

Baud Rate 115200 v

Parity Mone ¥

[ apply ) save | | cancel |

Figure 3-57
Please refer to the following sheet for detailed information.
Parameter | Function
COM You can select from the dropdown list.
Function There are various devices for you to select.
® Console is for you to use the COM or mini-end software to
upgrade or debug the program.
® The control keyboard is for you to control the device via the
special keyboard.
® Transparent COM (adapter) is to connect to the PC to transfer
data directly.
® Protocol COM is for card overlay function.
® Network keyboard is for you to use the special keyboard to
control the device.
Baud Rate | Default setup is 115200.
Data Bit Default setup is 8.
Stop bit Default setup is 1.
Parity Default setup is none.

3.6.5.2.4 Auto Maintenance
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Here you can set auto-reboot time and auto-delete old files setup. You can set to delete the files
for the specified days. See Figure 3-58.

Maintenance - 10.15.117.108(Channel 1] o
Local Setup Auto Restart Tuesday v m
A4
Bieime Auto Delete Files Newver
- 5

R5232 S Restart J
Auto Maintenance
Yersian

- ~ ~ ~

. Apply J oL Sawve J ¢ Cancel /I

3.6.5.2.5 Version
Version interface is shown as below.

3.6.5.2.6 Upgrade
Upgrade program.

3.6.5.3 WEB
Click it to go to the WEB of the device. See Figure 3-59. The following figure is for reference only.
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Channel Conditions

> Video&Audio

> Channel Name
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Network
Event Huer‘ O O
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System Contrast 8} 0
Advanced

Saturation O 0}

Color Mode Standard Standard

Information

Customized | [ Defaut | |

Figure 3-59
3.7 Alarm Setup

3.7.1 Set Alarm Scheme

You can follow the steps listed below to set an alarm scheme.

L

1) Click the icon in the Settings pane, you can go to alarm configuration interface. See

Figure 3-60.
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2)

3)

Figure 3-60

Set alarm sources.

a) Click =button in Figure 3-60, system goes to alarm sources setup

interface. See Figure 3-61.
Here you can input a scheme name and some reference information. Select the alarm type
from the dropdown list.
“Alarm Type” includes video loss, camera masking, motion detection, audio abnormal and
etc.
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4) Check the box to select a channel you want to set alarm scheme on the left pane; you can
add it to the list on the right pane.

Meww Scheme X

o ST SEUREES PAETTVR TN Camera asking

(\ Mo, ‘ Channel
= WE Default Group [ .
@), 10.15.1.82
10.15.100.244
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V] % channel 1
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10.15.22.100
10.15.23.33
10.15.5.122
] 10.15.5.156
@ 10.15.5157
10.15.5.245
10.15.5.33
10.15.5.76
] 1015588
) 10.15.6.199
10.15.6.33
10.15.6.84
10.15.6.85
10.15.6.86
] 10.15.7.103
@ 10157114
10.15.7.123
10.15.7.141
10.15.7.142

=) 10.15.7.148
2 10.15.8.108
10.15.8.146
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w,’ Mext \I [ cancel )
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Figure 3-61

5) Click Alarm Link on the left pane or click next button in Figure 3-61 , you can go to the
following interface. Please check the trigger channel in Figure 3-62 and alarm output
channelin Figure 3-63.
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Figure 3-63

6) Click Period button on the left pane or click next button in Figure 3-62, you can go to the
following interface. See Figure 3-64.
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Figure 3-64

Click L after a date to set alarm activation period. There are six periods in one day. See

Figure 3-65. Click OK button to exit.
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Figure 3-65
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a) Click OK button, you can view the scheme information on the alarm setup interface. See

Figure 3-66.

SmartPSS A m
HOME PAGE ALARM |;F|' E’

2 a ? -0 x

. . . ~
Add ] | Delete )\ Import )\ Expart )
s N 7N " _/

[T Al ‘ State | Hame Description ‘ Dperation

[ on Untitled 1 rae 3l

Figure 3-66
3.7.2 Enable/Disable/Export Scheme

After you added a scheme, you can view the following contents for operation information.

° X : Delete current scheme.
{:} .
° : Disable current scheme.

[
o O : Enable current scheme.

o ' #dd ) Add scheme.
( Delete . .

e ~————— :Select one or more scheme(s) and then click this button to delete.
| Import ) : ;

e "7 :Import scheme information.
| E rt .\'I . .

o . TRETR . Export scheme informaiton.

3.8 Tour &Task

It is to realize monitor tour among each window. Please follow the steps listed below to set.
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"=1¥

1) Clickicon in the Settings pane, you can go to monitor tour interface.
2) Click Add. System pops up add box.
3) Input plan name, see Figure 3-67.
hlanual Add |
Flan Mame: | |
Description:
( add ) ( Cancel
Figure 3-67
4) Click Add.
5) Click - button. System shows tour setup interface.
6) Input task name, stay time.
T VB e ot
[ | c16- £25- H36H Hb64 g=
7) Click [ ]F% L'_ﬂL‘Ig‘ ’E”HK:EJEE atthebottomofthe
interface to select window amount.
8) Drag channel(s) on the right pane to the windows on the left pane. See Figure 3-68.
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9)

Tour Setup

Name  Channel Group 2

Stay Time S5 [s)

unBinding

unBinding

Ghannal 1

ammaiua

Device

20M4-12-11 10:26 08

]bp >

=1 5 Default Group

10.15.117.109
10.15.6.22

87 of

2014-13-11 152552 S of

% cam 24
[Vanacecon

View N

Drag channel bind to window

‘- 7 7
| Save and Continue ) (  Save ) ‘\_Can:el )

cioe e

Figure 3-68

I
button to save current setup. You also can click =

ave an; Conti'r\ye) to

save current setup and continue to set another. When you complete task setup, see Figure

3-69.
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SmartPSS

Professional Surveillance System

Set and enable channel groups for a tour task which can be enabled an the liveview interface. You can drag to sort these groups

Channel Group 1 Channel Group 2
-- -- e !

[V] Enahled [v] Enahled 7 X

( add ) ( Delete )

Figure 3-69

In Figure 3-69, you can check the enable button to open current scheme. You can modify and
delete current task scheme.
After tour plan is created, click Liveview in Basic area, select tour plan in Liveview interface. Click

3 .
() at the bottom of the interface to enable the plan.

3.9 PC-NVR

Important
Before you use this function, please make sure you have installed PC-NVR and after you run
PC-NVR, you must add it into device management.

This function allows you to storage record file on the PC to effectively use wideband. You can
add, modify or delete PC-NVR and set PC-NVR parameter. Please follow the steps listed below.

1) Clickicon in the Settings pane, you can go the PC-NVR interface. See Figure 3-70.
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SmartPSS
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Name: PC_NVR IP: 10.33.7.166 Port: 37777 State: Online 0
# Remote Device Ir _______ _:
1 I
1 1
B DiskManagement : + :
1 I
1 1
E Record Plan : :. _______ ..:
172757412 X
E Version
Figure 3-70

2) Remote device

1=

a) Click =

b) Please selecta device. SeeFigure 3-80

button, you can see an interface.

= Default Graup
[ 10.15.1.200
[ 10.15.1.221
(L) 10.15.10.41
[ 10.15.14.108
] 10.15.16.30 [ IPC [C] IP PTZ Dome
10.15.2.10
10.15.25.39
10.15.3.2
10.15.3.25
10.15.3.3
10.15.3.6

E 10.15.5.129

10.15.5.221
10.15.5.224
10.15.5.244
10.15.5.82
10.15.5.88
10.15.5.90
10.15.54.108
10.15.56.235
10.15.58.98
10.15.6.114
10.15.6.141
1
1
1
1
1

(=]
()

0.15.6.179
0.152.6.219

% 0.15.6.222
0.15.6.85

@) 10156723

. ; |
Checked Channels: 0 You can import 32 channels at most! ( r— ) ( Cancel )




Figure 3-71

c) checkthe record channels
d) Click Import button.
3) Disk manager
SmartPSS support disk allocation management of PC-NVR.
Note: Before allocation, make sure the disk has atleast 7G in free space.
a) In Figure 3-70, click disk manager button on the left pane, you can go to the setup

interface.
. . .\ Allocate ) .
b) You can select saved disk and input the space then click ===, See Figure 3-72.
; T (=]~ LA a4 ? - M0 X
o B e BA.E
HOME PAGE DEVICES LIVEVIEW (1) PC-NVR VIDEOQ WALL ADD
Name: PC_NVR IP: 10.33.7.166 Port: 37777 State:  Online

ﬂ Remote Device

Tatal/Free: 0.00G /0.00G I When disk is full: v
E Disk Management

w“:' Record Plan ° . c:
N
b , Status: Free ':\ Allocate /] - (6G ~6G)
\ / D
E e - - Free space:7.38G
D:
— Status: Free [: Allocate :] l:l (Free space is not enough, 7G at least)
\ J - -

= = Free space:0.71G

E:
Status: Free ':: Allocate ::' l:l (Free space is not enough, 7G at least)

= = Free space:0.65G

Figure 3-72

4) Add record plan
a) In Figure 3-70, click Record Plan button on the left pane. And then select a channel from

the dropdown list and then click button i . You can go to the following interface. See
Figure 3-73.
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Period 1

Period 2
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Period 4

Period 5
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O
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O O
O O
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Ol
Ol

Yieek

Sun Man Tue Wed Thu Fri Sat

| 0K || cancel |

Figure 3-73

b) Please set period information and type.
c) Please setthe corresponding time.
d) Click OK button. You can see an interface shown asin Figure 3-74.

Name: PC_NVR

IP: 10.33.7.166 Port: 37777 State:  Online t')

#F  Remote Device

n Disk Management

ﬁ Record Plan

E Version

Channel _ Regular MD . Alarm . MDEAlarm

13 1‘4 1|5 1|6 1‘7 118 1|9 20 21 2|2 2‘3 24|
i ' ' ' ' ' ' '

G Fri

€D sat

comro [N~ —
R Default Save

Figure 3-74
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e) Click Save.
Tips
After you complete setup for one channel, you can click Dropdown in Figure 3-74 to copy current
setup to other channel(s).
5) View version.

3.10Video Wall Configuration

This function allows you to output video to the video wall. Please follow the steps listed below.

1) Click , System goes to video wall setup interface. See Figure 3-75.

Layout Config ~

video Wall Name:

Untitled 1

Memo:

screen Info

Binding Config w

Figure 3-75

2) Config video wall.
a) Enter video wall name and description.

b) Click S

below, select layout as 1*1, 2*2, 3*3, 4*4 or M*M.

Click screen to draw video wall physical layout, see Figure 3-85.
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Layout Config ~

wideowall Name

Untitled 1

Rema:

screen Info

1 Screenl

2 Screen2

3 Screend

4 Screend

Binding Config Ly

Figure 3-76

Note
® Use Citrl+left click mouse to select several screens, right click mouse to select splicing or

=)
click . you can combine several screens to a splicing screen. Right click mouse, select

unbind splicing or click , you can cancel splicing.

® Select a screen and right click to select rename or delete, you can rename screen name or

delete a screen. Clickﬁ, you can delete all screens.

c) Click Next button, you can go to video wall input binding interface.
3) Binding decoder channel

Select a decoder channel and then drag it to the corresponding screen of the video wall. See
Figure 3-86.
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e

Layout Config ~

Binding Config ~

1= fl All Devices
= (2 1018741

@ Apply Now @ @

Figure 3-77
Note:
When a screen binds M30, you need to splice physical layout[l& , otherwise you cannot bind.

4) Check the box to enable setup immediately and then click Finish button, you can see an
interface shown as in Figure 3-78.



Figure 3-78 o
In Figure 3-78, double click a video wall, or select a video wall and then click Modify button#

you can change its setup. You can also click Delete button or ¥ to remove. CIick., you can

change video wall on/off setup.
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4. Basic Operation

4.1 Liveview

4.1.1 Real-time Liveview
In Liveview opgge, you can group device or channel and view real-time liveview.

On the homepage, click in the Basic pane, you can go to the liveview interface. See
Figure 4-1.

SmartPSS

ce System

Device

= 5 Default Group
10.15.1.200
10.15.1.221
10.15.10.41
.15.14.108
115.16.30
115.2.10
.15.25.33
115.3.2
.115.3.25

[+ [+

(CRC

&

=]

(L) 10153
[£) 101536
(&) 10.153.7
=
=
(=)
(=
(=
=
=
@
=
(=
(=
(=
=
s
@

SRR

.15.5.129
.15.5.221

(CRC

115.5.224
.15.5.244
.15.5.82

[ 4

.15.5.88
.15.5.90
.15.54.108
.15.56.235
.15.58.98
1156.114
L15.6.141

|

CRCRCRG

*

EEG é{ﬁ La/g Original Ir ::I m More Functions v

3 T

Figure 4-1

Please refer to the following sheet for detailed information.
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SN Item Function
Please refer to the following contents for detailed information.
o [[3: Enable/disable local record.
Bit stream o[E]. Snapshot.
g]rtgrmatlon OEH: Enable/disable audio.
1
Shortctt_ﬂ o 4. Enable/disable bidirectional talk.
operation
menu O: Instant playback.
o: Digital zoom
Om: Close current window.
Video : .
2 window Real-time video
16 25- HI6H H64 ]
) DIt is to set
1-wind to 64-window mode.
Window L4 . . .
3 . o : Select a window and then click this button to custmoze
split mode | .
its setup.
@  Crginal ¥ Adjust video scale.
KA
® “*: Fullscreen.
ﬁ: Save current view as a viewing profile. You can use it under
View, Playback, and in tour interface.
Note:
When add view, check add to tour task before you can view it in
Tour
tour&task.
4 button
C'j: Enable tour plan. Refer to Ch 3.9.
GD; Close tour plan.
It is for PTZ dome camera series product only.
5 PT7Z Here you can set camera direction, zoom in, zoom out, iris and
etc.
Click advanced button to set preset, tour, aux function and so on.
When default device tree is set to: device tree (by device), device
tree shows device group and channel.
When default device tree is set to: region/tree (by channel),
L device tree shows channel.
6 Device list

Here you can create a new group and drag a device or channel to
it.

Right click a channel, you can select main stream/sub stream or
quickly go to the device setup interface.
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Select a liveview window, double click a device channel on the right pane to open the video.
Double click a group name; you can open all channels under current group. Right click device
channel, you can switch between main stream/extra stream.

Right click liveview window, you can see an interface shown as in Figure 4-2.

Close Yideo
Close All Yideo

StartAudio

Start Talk

Start Fecord
Snapshot

Triple Snapshot

B Q0B

Start Instant Plavback
Flayhack

hulti-screen Track 3

Window Scale 3

Stream Type 3
Adjust

Channel Cfg

Full Screen

Figure 4-2

Please refer to the following sheet for detailed information.

Item

Function

Close video

Click it to close current window.

Close all video

Click it to close all windows.

Start audio

Click it to enable audio function.

Start talk

Click it to enable bidirectional talk function.

Start record

Save audio/video of current window to a record file.

Snapshot

Snapshot current window. Click it once to save one picture.

Triple Snapshot

Snapshot current window. Click it once to save three
pictures by default.

Start instant playback

It is to enable instant playback in current window.

Playback

Click it to go to the playback interface to playback record of
current window.

Multi-screen Track

It can split screento 1+3, 1+5 mode for 4K camera main
stream.

You can drag small box in video window.
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ltem Function

Fisheye installation It is to adjust fisheye installation mode. It includes: ceiling

mode mount, wall mount and ground mount.

Fisheye view It is to adjust fisheye view mode.

Window scale It is to adjust window scale.

Stream type Switch between main stream/sub stream

Adjust Set video brightness, contrast, hue and saturation.

Intelligent Overlay Overlay intelligent rule, intelligent pattern and intelligent
object box in video window.

Channel setup Click it to go to the channel setup interface.

Full-screen Click it to switch to full screen mode. You can double click

video window or right click mouse and then select exit full
screen/press Esc to exit.

4.1.2 Record
During the liveview process, you can follow the steps listed below to record.

On the liveview interface, right click mouse and then select record button.

Or you can click the button I at the top of the video window to record.

The icon becomes when device is recording.

You can right click mouse to select stop record or click the at the top of the video window to
stop record.

The default record save path is SmartPSS/Record. Here you can go to chapter 3.3 General
and then select file setup icon to modify record save path.

4.1.3 Snapshot
During the liveview process, you can follow the steps listed below to snapshot.

1) On the liveview window, right click mouse and then select snapshot. You can see system
pops up snapshot dialogue box. See Figure 4-3.

Tips

You can also click at the top of the video window to snapshot.
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E‘x

snapshot
O e 17— Device Name:  10.15.7.15
= S e

Channel Name: CAM 2

NolHED

Date: 2014-02-08
Time: 15:52:24

Size: 1280%720

EUELILLEELURN Daily Maintain A4

Operator: admin

f
Remark:

—
=
q
<
=3
z
=

(save ) (cancel )

Figure 4-3

2) Please select corresponding parameter from the snapshot reason dropdown list and then
input the information in the Remarks column.
3) Click save button, you can see system prompts “Successfully saved snapshot!”.

On the Liveview window, right click mouse and then click Triple snapshot, you can snap three
pictures at one time. You can see the corresponding dialogue box if the snapshot succeeds.

The default picture save path is SmartPSS/capture. Here you can go to chapter 3.3 General and
then select file setup icon to modify picture save path.

414 E-Map
E-map is shown in device list not. You can directly drag map into preview window for preview, as

well as save map into image for next time use. Via e-map, you can better visualize position of

video channel or alarm channel and see live preview of the channel or alarm status.

4.1.4.1 EditE-Map

1) You can go to device list on the right of Preview window, right click the default group or any
group, select New Map, see Figure 4-4.

Crganizations ~

L nput Search Ciiteria |

=
= Main Strearm
Sub Stream
e Group
@
=
Few ha
— p
=
Figure 4-4
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2)
3)

In map name field enter name of map, select picture and save it to enter edit page.
In map edit interface, drag video channel or alarm input you want to be displayed on map to

designated position, see Figure 4-5.
Opacity e

CEEEEET . | °

Default Group
I . 10.15.6.244
=) © 10.156.57
@ Alarm in 1
M Alarm in 2
(4 10.156.76

41015697
(4 192.168.2.108

Figure 4-5

4) On map set monitoring range of video channel, see Figure 4-6. You can slide the bar at the
upper right corner to set opacity, see Figure 4-7.
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1= ¥, Default Group
# []10.15.6.244
[ .15.6.57
@ Alarm in 1
@ Alarm in 2
10.15.6.76
10.15.6.97
192.168.2.108

L input Search Citena |

Figure 4-6

Opacity el

Figure 4-7

5) After you finish edit, click B to save map.

6) Click 5 to return to preview.

Parameter Note

Save Save current map you are editing.
New Area Create new area on map.

Edit Map Modify map name and picture.
Opacity Set opacity of monitoring range.

4.1.4.2 Preview E-Map
You can directly drag map you want to preview from device list into idle window, or select one

idle window, in device list double click map. Map can be zoomed in/out and you can move mouse
to see every detailed position info, see Figure 4-8.
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[ Organizations A

& CTETEET <

=¥ Default Group
) city
# (.)10.156.244

© 10.156.57

(4 10.156.76
10.15.6.97
192.168.2.108

o

() 0 B D D G 2

3si] {e3] (£ (orginal . J") £3

R 1O View

Figure 4-8

After you open map, you can move your mouse to a video channelto see short preview.
You can click a video channel, then the video channel will be opened next to your mouse, see

Figure 4-9. Click again to close video.
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Organizations

S

= ¥ Default Grou
* (_)10.156.244
10.15.6.57
10.15.6.76
10.15.6.97
192.168.2.108

3 [~} C’) View N4

Figure 4-9
You also can right click in blank area, select open all channels or video wall to preview all
channels on the map, see Figure 4-10 and 4-11.
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Figure 4-11

When alarm occurs, corresponding channels on map will flash.
4.1.5 Fisheye
Installation of fisheye includes in-ceiling, wall mount and ground.
In-ceiling supports 8 views, the ground mounted 1+4 mode is illustrated by Figure 4-4.

IMain Stream(3324kbps, 1072*464)

Device

= = Default Group
# () 10.172.25.81
5 1722514

[ New Group

Close Video
Close All Video
StartAudio
Start Talk

Start Record
Snapshot
Triple Snapshot

g Startinstant Playback
Playback
Fisheye Installation Mode
Fisheye View

Stream Type
Adjust

N

IVS Overlay

[ 11}
| 1)
L L]

Channel Cfg
View

Full Screen

Figure 4-12

In the left, fish eye splits into 4 scene boxes, if you drag one box with mouse, as: D the

corresponding above scene boxwill rotate.
Wall mount supports 5 views, and ground supports 7 views.

4.1.6 Smart Alarm
If the system configures SmartlPC device, then you can configure rule for smart channel of the
device in Liveview interface.
Step 1. In Liveview interface, device list on the right, right click intelligent device, select IVS
Channel Cfg. See Figure 4-4.
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Device A |

[ input scarch citzri [N

= E Default Group ‘

Logout
Main Stream
Sub Stream

Sub Stream2
Channel Cfg
AlarmOut

Figure 4-13

Step 2. In channel list dropdown list, select channel, see Figure 4-6.

Channels List: mn

Rule Configuration

2015-06-19 144630

Enable Rule Name Dclete

Al
. |
V

|  Apply J llr Save | l; Cancel )

Figure 4-14
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Step 3. Click 4 Add Rule | g0 Figure 4-6.

A

Enable Rule Name Delete

@ [ X

Figure 4-15

Step 4. Configure rule name, and select rule type.
Step 5. In video window, draw detection region, and right click to complete drawing.

® Click Redraw to draw detection region again.
® Click Clear to clear drawn detection region.

See Figure 4-10.
0 T &

Rule Configuration

| Cancel

. Apply Save
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Figure 4-16

Step 6. Click Config.
Step 7. Set parameters, select “A<- ->B”, “A-->B” or “A<--B”, see Figure 4-11.

Figure 4-17

Step 8. Click Time Setting, settime, see Figure 4-12.
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Figure 4-18

Step 9. Click Alarm Message.

Step 10. Check alarm output, record, snapshot and click OK.

Step 11. Click Apply.

When alarm occurs, in LOG interface, you can select alarm log for type, and IVS device for
device name to search alarm info. See Figure 4-13.
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Figure 4-19

4.1.7 Smart Track

The system supports smart track in Liveview interface.

1) In device list on the right of Liveview window, right-click smart track device, select “Smart
Track Config”. System pops up Smart Track Config box, see Figure 4-14.
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Smart Track Config X

Associated speed dome

Fish Eye Name 171.3.201.2 4

Save Cancel
Figure 4-20
2) Click +, select PTZ dome device.
Note:
Do not link more than 3 PTZ cameras at the same time.
3) Click Save. See Figure 4-15.
Smart Track Config x|

Add

Clear

Fish Eye Speed Dome Zoom In Operation I

To improve linkage accuracy, please set the first calibration point as far as possible

oK ) Cancel

Figure 4-21
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4) Click Add.
5) In fish-eye device list on the left,, select one point. Then image shown on the right will turn to

the this selected point, click .
Note:

To improve accuracy of track, mark of first group shall be a far fixed reference object.
6) Repeatstep4 andb5, add at least three points. See Figure 4-16.

| Smart Track Config ax

171.3.2013 v & Set Expected Rate

e
Q) :

s v
Q = &
Add Clear

' | Fish Eye  Speed Dome ‘Zoomin  Operation

1 X1802 Y4036 X138.9 Y0.1 1 x

|12 X3991 Y4751 X99.0 Y8.2 1 x

3 X5719 Y5913 X66.9 Y27 1 1 x
To ensure linkage accuracy, please set at least three groups of calibration points OK | Cancel |
[ i Mbiasait e

Figure 4-22

7) Click OK.
8) Right click device on the rightin fish-eye device list, select Smart Track.
System pops up smart track box, see Figure 4-17.
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Smart Track (=

Step 1 =erlore g

| —
R -

Q &

Figure 4-23
9) Click a random point on device on the left, PTZ camera on the right will auto turn to the
related position.
In this interface, you can correct smart track by clicking on dewarp at the upper-right corner,
please referto Ch 4.1.4.

4.1.8 PTZ
If the device type is PTZ dome camera, you can click the PTZ button to set. See Figure 4-24.

B gEE 2
L4 v
| >
b A
A J
Q ® O
QA = %
Advanced M
Step 1 ' . g
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Figure 4-24

Please refer to the following sheet for detailed information.

Iltem Function
oo
Click 9% to goto the PTZ menu. See Figure 4-25.
oo
D= ‘
PTZ menu
v
'::t_:lpen MEHL:I::' ':-\é_lluse MEHL:I::'
Figure 4-25

MouTet Click ‘I’ , YOU can use your mouse to set camera movement

simutator direction.

Direcii It is to set camera movement direction. There are total 8

irection directions.

buttons . . .
Top/bottom/left/right/top left/top right/bottom left/bottom right.

Zoom It is to control speed dome to realize zoom function.

Focus It is to adjust video definition.

Iris It is to adjust brightness.

Step It is to control PTZ movement speed. It supports value 1 to value
8.

There are 128 presets by default.
You can set camerato a specified preset.

Preset Use direction keys to move the camera to your desired location
and then input preset value. Click Set button, you have set one
preset.

Tour This function allows the camera to move between several presets.

Horizontal It is to enable horizontal rotate function.

rotate

Scan It is to set two limits so that the camera can move back and forth.
The camera can memorize dome operation such as pan, tilt, and

Pattern
zoom to repeat.

Aux It is to set aux positioning.

41.8.1 Preset

This function allows you to set camera to a specified position.

Preset setup
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Please note system supports a max of 128 presets by default.

1) In Figure 4-24, use direction keys to move the camera to your desired location.

2) Click = dropdown list, select preset; click % and click = dropdown list. Select number
within 1~128.

3) Click v to set corresponding preset. .

4.1.8.2 Tour
This function allows camera to go between several presets.

Important

Before you use this function, please set at least two presets.

Tour setup

1) In Figure 4-24, select Tour from the dropdown list and then click ¥ button. See Figure 4-26.

Tour List »
Preset Time(s) Dperation

1 10 -+

"\_ _/' '\_
| O J & Cancel )

Figure 4-26

2) Input tour number/tour name.
3) Select preset number from the dropdown list and input stay time.

4) Click + button to add one preset to the tour. Select another preset number fromthe
dropdown list and then click Add button again to add more preset to the tour.

5) Click OK button to complete the tour setup.
6) Click O button to tour.

4.1.8.3 Pan
1) Click ' dropdown list, select Pan.

2) Click O to enable Pan.
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4.1.8.4 Scan

1)

2)

3)
4)

Click dropdown list, select Scan.
Click PTZ button, to rotate left, click k- , set left border.

Rotate PTZ to right, click )Im set right border.

click © to enable Scan. PTZ will rotates within the range of two borders.

4.1.8.5 Pattern
Pattern is the process of recording.

Click . dropdown list click Pattern.

1)

2) In _ ¥ dropdown list select number of pattern, you can set up to 5
patterns.

3) Click , after button is red, operate on 8 buttons of PTZ to start setup of pattern.

4) Click , complete pattern setup.

5) Click tb deivce will rotate accoridng to set pattern.

4.1.8.6 Aux

1) Click Kakk ¥ dropdown list, select Aux.

2) In Aux order box, input any number between 1~255. Each number has a corresponding
function.

3) Click (.D display function of Aux order.

4.2 Playback

After you recorded a file, you can go to this interface to playback.

On the homepage, click

‘rrri
>

in the Basic pane, you can go to the playback interface. See

Figure 4-27.
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SmartPSS

Professional Surveillance System

Device Local

Device Y

Q

E‘ | Default Group

[ =gl 10.15.6.22
= [ 1015.6.33
0 B 10156 .64
[T k=] 10.15.6.86

[ 1015687

Channsl 1

& “—')\'J@@@

2014-05-04

7 8 9

7 Figure 4-27

SN | Item Function

There are shortcut operations to download record file and

snapshot.
Shortcut _
1 | operation o [E]: snapshot.
column o: Zoom in window

° E!: Close current window.

p | Playback Playback record
window
3 Mode There are two playback mode: by time/by event.
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SN | Item Function
It is to control the playback process, audio and etc:
® [ 7. Window sync operation button. When this
function is enabled, the operation of the playback
bar is for all windows. When it is in E21 status, it
is for current selected window only.
| I .
o 4 It is to switch playback and pause.
Playback tool r—
4 |
bar ° : Stop playback.
|
[ : Forward by one frame.
-
o : It is to control the playback speed.
d=) .
® . |tistoadjustvolume.
° Gl: Motion detect the zone.
It is to set window split mode. The value ranges from 1-
window to 36-window.
5 | Window display | ¢ B select a window and then click this button to
mode setup realize customized setup.
KA
® “™: Fullscreen.
6 Time bar It is to zoom in /zoom out time line.
control
7 Time bar Playback time process.
8 Time clip It is to edit the time line to download the specified records.
9 Export process | It is to export the records of the specified period.

4.2.1 Playback Device Record

Please follow the steps listed below to search the record you want and then playback.

1)
2)
3)
4)

In Figure 4-27, click Device button on the upper right intergface.
Check a channel (or some channels) on the device list on the top right pane.
Select record type, stream type and record start time and end time.

Click Search. See Figure 4-22. By default, system search record by “time”.
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SmartPSS

Professional Surveillance System &

N
>

PLAYBACK

4-12-08 04:20 02 Device Local

Device ~

Q

[71E Default Group
= (=) 172.7.56.101
[C]s BE=
(s BiE=
[[)%; BiEm
[y BiER
LB (3 (70 AL el el [y @iErs
111totong g swJC!@@ @ % *kkkdkidk T8 BiEt
()% @i
(=) 172.7.56.102
[[[=) 172.7.56.108
&) 172.757.41
(@ 11

# 4

View v

e R -
7 .
v P W W, S
e~ @ Wowww a Gl | oo e
2014-12-08
8 9 10 11 1 13 14 15 16 17 18 19 20 21 22 23 12014-12-08 23:59:59 |4

& Search )

) &

Figure 4-28

Green color stands for the general record.
Yellow color stands for the motion detect record.
Red color stands for the alarm record.

Blue color stands for card no. record.

r""\\
5) Click U to play record.

6) Click Q to intelligently search motion detection. System shows motion detection window.

7) Leftclick to select motion detection area with the box.

8) Click Q to search motion detection. The purple time bar represents found motion detection

in Figure 4-23.

Channel Marme

Figure 4-29

9) Click to play motion detection in video window.
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'/ : Re-select motion detection area.

'
O : Exit intelligent search.

10) Click event below video window. System search record file by event.

11) Click =, to playback record. See Figure 4-24.
SmartPSS ) 22} + L& -mx
HOME PAGE | ADD

2015-06-19 01 00:02 TG

Device A

Input s 3 Q

o CAM2E (&
W, CAM29
. CAM30
w CaAmM 31
o,
1
1
1

5 CAM 32

0.156.201
0.156.205
% CHAN_1
%, CHAN 2

%7 PC12
%, Channel4
# [C][2) 10156208
@) 10.156.244

£ 10.156.86

& 10.156.87

£ 10.156.91
+ |;, 10.15.60.84 4

e v

@ Record ) Picture

Tyve I -

00:00:04 £ 01:00:00 )
(Record | l' | (@) () 1 O () O

» Dizplay
All | Device Mame A| Channel Mame | Record Type ‘ Start Time | Dration(hding ‘ File Length(ME) }‘
1 10.15.6.201 Il General Record  2015-08-15 00:00... 60.00 24.81
2 10.15.6.201 Il General Record  2015-05-19 01:00... 60.00 24.44 \ Search
E 10.15.6.201 Il General Record  2015-06-18 02:00... 60.00 25,15
4 10.15.6.201 Il General Record  2015-08-18 03:00... 60.00 24.79 -
Figure 4-30

12) Select Picture on the right.
13) Configure search time, click Search. System shows snapshot, see Figure 4-25.
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Device

Device A~

#

e w

) Record @ Picture

a a

|~ Display

{ili] 2015-06-18 00:.00:00 R4

i 2015-05-15 2353 59
[ Search
= |

(al | ™)

Figure 4-31

You can clickD to view snapshot.

14) (optional) You also can playback record under View.

a) In Liveview interface, click [ at bottom.

System pops up Figure 4-26.
Add to Tour Task H
| 0]4 I Cancel |

Figure 4-32

b) Input video name, click OK.

c) On the right, click View tab, right click newly added view, select Playback.

d) System auto jumps to playback window, and shows process bar at the
bottom.
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e) Click U to play record, see Figure 4-27.
SmartPSS ) '

Professional Surveillance System

Device Local

Device v

e ~

Im 1

Tyve I -

e O ROODO .

20150618
6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23

Figure 4-33

4.2.2 Playback Local Record
Please follow the steps listed below to search the record you want and then playback.
1) In Figure 4-27, click Local button on the right pane.
2) Check a channel (or some channels) on the device list on the top right pane.
3) Set search for record or picture, and select local record or picture time to search.

4) Click &
Ch4.1.20r4.1.3).

5 h . . .
-~ J to search record or snapshot of the device at Liveview (see

’ T

> M o [
5) Now you click U to playback window. And click (W) to rewind. Click to view

picture.

4.2.3 Export
There are three ways for you to select export records.

10) In Device record interface, select periods on the time line and then click % to export

records.
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11) In Record event interface, select record type and then click & to export records.

12) In Local record interface, check the records first and then click =) to expoer records.

You can see the export interface is shown as in Figure 4-34. Select the corresponding export
path and then click OK button to export.

Export Setup *

ra ™

Path }ss_Tru nkibin'\Record'DownLoad?, | I_\B rowse |
Export Format ASF ¥

|:| Export Smart P layer
Free Space: T756MB i: oK :] i: Cancel :]
ko F
Figure 4-34

You can click B to view exporting and exported conditions.

4.2.4 Fisheye Playback
You can use fish eye to playback device record and local record.
For example to play local record.
In playback window, click local record tab.

After you search out record, you can select fisheye view to playback the record. See Figure 4-29.
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g »N L ? -
SmartPSS [ @ & + R

p  HOMEPAGE LIVEVIEW(1) BGPNGRO@  ADD

(4615.25 ks, 1068°672) i ) Device Local

Q
= & Default Group
+ [ (& 10.172.25.34
© 1722514

00.00.12/00:00:13

4 l' ) (m) () (Pl) (&) 1X =—Cm— (s) ) @ Record () Picture
— ———— _ e B 20150723 00.00.00 4
LAl |File Name | start Time 4| EndTime | Device Name | Channel Name Record Type | File Length(MB) B o nee B
W 10.172.25.34_IPC_main_2... 20150723 114005 20150723 114020 101722534 iPC General Record 7.35

Search

Figure 4-35

4.3 Alarm Manager

If you have set an alarm scheme, you can see the corresponding alarmin the Alarm manager
interface. You can refer to chapter 3.7.1 to set an alarm scheme first.

Click icon in the basic pane, you can go to Alarm manager interface. See Figure 4-36.
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SmartPSS A o, A ® n R ———

- -

LIVEVIEW(1) ACCOUNT ADD
Pending/Processed ["] Display Link Video  [_] Display Overlay Window  [| Pause Refresh
No. | Status | Alarm Type ‘ Time ‘ Event Type | Device Channel Operation
14 Pending Mation Detect 2016-01-07 16:40:33 Occured 27 IPC1234567 E - 3

v
Alarm Process

| Fixed @ Pending = InProcess @ False (1 Ignored Resu\ts:_ -\ OK /\w\ Reset /I

Figure 4-36

You can click 1F next to operation column in alarm interface to view linked record, and click

to view linked snapshot.

If you have set alarm activation video function in your alarm scheme setup (chapter 3.7), you can
see system instantly shows video window. See Figure 4-37.

If you check the box at the bottom of the interface to pause refresh, the new alarm info will not be
shown in alarm list instantly. Click Alarm Manager at the right bottom of the interface, system
goes to the alarm manager interface for you to view the corresponding alarmrecord.

—
Alarm Link X

alarm Source ‘ Alarm Type ‘ Times

10.15.7.15/CA... | 1

2014-02-08 14 36:09

Alarm Time 2013-02-08 14:31:59
Alarm Output

No. | Alarm Output Channel Name

Link Video

No. | window | channel Hame | video state [*

| camM 1 Open succ..
7 |z cam2 Open succ
EU ) CAM 3 Open succ..
4 4 cAmM 4 Open succ..
e cAMS Open succ
cAmM Open succ
2| cAM 7 Open succ..
cAM R Onen su

]
| Pause Refrash

Alarm ) (close video )

Figure 4-37
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4.4 Video Talk

It supports call, live preview, remote unlock, message sending, right config and info search.

For fence station, you shall select device type as fence station on WEB. Go to System
Settings>Local Config>Device Type, select device type as fence station. In System
Settings>LAN Config set building no., unit no. both to 0, set MGT center IP to the installation IP
address of SmartPSS.VTO select its building no. and unit no. according to actual condition on
WEB. On VTO web, you can create room no., and VTH config self room no. and VTO on device
local GUI while room no. must exsit on corresponding VTO.

For example, Unit 1, Building 1. VTO WEB can create room no., VTH config its room no. and
corresponding VTO on device local GUI.

Note:
After fence station and VTO web interface are configured, you need to add to SmartPSS Client,
please referto Ch 3.5 for steps to add device.

After device is added, in SmartPSS Client video talk interface, in the device tree on the right,
building no., unit no. reported by each device will create device tree. Fence station shoes its own
name.

44.1 VTS Center

In homepage Basic function area, click W

System pops up “video talk” VT Sinterface, see Figure 4-38.
SmartPSS A = + L& 2 - @ x

Admin @ 4 18.172.25.248 < 18.172.25.247 <
':‘0”“"‘9 ':‘O”“”E ':‘O”“”E
Tel: 80000000 Tel: 80000003 Tel: 80000002

Figure 4-38

VTS address is the address required by talk with device tree, system will auto get local address.
If local IP addressis not set, the gotten address will be 127.0.0. 1. User fill in and confirm, as well

|\|

. B7 .
asclick = tosetagain.
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A user can select online or offline and in offline status, all incoming calls will auto be transferred
to otheridle VTS.

Currently only support VTH transfer, cannot transfer VTO. If VTO is connected to VTS directly,
then VTS has the priority to answer call.

A user can click sequence button ¥ or click and drag VTH to sort, then incoming call be
answer according to this sorted sequence.

A user can answer call or transfer call, see Figure 4-39.

You are calling: 10.172.25.240 X

A Calling,please wait a moment...

Figure 4-39

442 Monitor
Click Monitor tab.

In Monitor interface, you can unlock, one-way call fence station or VTO and other operations, see
Figure 4-40.
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SmartPSS

Professional

=1 ¥ Default Group
[l 10.172.25.120
[ 10.172.25 147
[ 10.172.25 243
5] 10.172.25.84
[ 10.172.25.244
[ 10.172.25.242

&% D5 L Cwe 5

Figure 4-40

Click Q in the window, org at lower bottom, or right click to select Q start call.

All of these allow client to one-way call VTO or fence station, so the VTO or fence station can
hear call from client.

Click E in the window, orE at lower buttom, or right click to select E unlock.

Click @, 3 in the window, or right click to select snapshot, start record.

You can snhapshot or record the live preview.

In video window, right click menu includes snapshot, record, switch string type, adjust window
scale and etc. Please referto Ch 4.1.

4.4.3 Talk
Click talk tab.
Below contact there is info of fence station or VTO in format of unit, and on the right there is VTH
under this unit.
See Figure 4-41.
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SmartPSS = + L a2 - x|

sional Surveillance System

INTERCOM
X Contact
Area Selection Default Group 2 0112
i I no 1 2 | 3
34 VTH 32 VTH 33 VTH
" = |7 Defautt Group | « EEET = 1o = 133
i 10.172.25.120 Name e e 4 5 6
[# 10.172.25.122 el ol =
[ 10.172.25.147 b © ¢
[ 10.172.25.243 . . . % 7 8 Q9
[ 10.172.25.84
£ 10.172.25.244 34 VTH 35 VTH 36 VTH
[ 10172.25 242 e SR ElT= * 7] ks
Name Name Name
Tel Tel Tel
¢ - g p
() Qo W)
37 VTH 38 VTH 39 VTH "
S| 1#387 S| 12388 = 1#349 2 10172 25 240 (W
Name Name Name
Tel Tel Tel
s LS W)
310 VTH 31 VTH 3412 VTH
PR=| 3210 = 1#3an = #3812
Name Name Name
Tel Tel Tel
() 80 .
313 VTH 314 VTH 315 VTH
& ERIEE = t#3ap14 = #3415
1. Al 1. .

Figure 4-41
Click VTO.

0, -2 0/112

It shows detailed VTH under fence station and VT shows status of device

registration to client and VTH online number and total, if =R 0/ 112 failed, then you can talk

to VTO/fence station/VTH; user can click =B to switch VTH display mode, see Figure 4-42.

SmartPSS ) &= + L a7 -3 x|

sional Surveillance System

INTERCOM

Area Selection Default Group 2 0/112 1 2 3
Rl 1o o civs aoss Dove e Hane | - | opwaten 4
"8 = |7 Defaukt Group 31 @ VTH Name Tel A
i, 10.172.25.120 4 5 6
[# 10.172.25.122 32 VTH Name Tel A%
[& 1017225 147
33 VTH N Tel
[l 1017225 243 ame = \ 7 8 (o]
[#] 10.172.25.84 34 VTH Name Tel .
[ 10.172.25.244
B 1017225 242 35 VTH Name Tel o * 0 #
36 VTH Name Tel .
} 37 VTH Name Tel A
38 VTH Name Tel o
39 VTH Name Tel A9
2 10.172.25.240 L9
3-10 VTH Name Tel “
31 VTH Name Tel o
312 VTH Name Tel A%
3-13 VTH Name Tel A%
314 VTH Name Tel .
315 VTH Name Tel o
3-16 VTH Name Tel A9
3-101 VTH Name Tel “
3102 VTH Name Tel o
1l D]

Figure 4-42

® [f clientneedsto call VTO in a certain unit.
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1) Right click QQ—J VTO and select shout.
System pops up a box, see Figure 4-43.

Shout time:00:00:13

Figure 4-43

2) Click .

3) System pops up dialogue box, click OK.
You can remotely unlock VTO.

%
4) Click , to stop existing call.

Call window will not close.
If client needsto call a VTH in a specific room and unit.

1) Click ) on VTH name card.

Please note client and VTH can talk to each other as a bidirectional talk.
System pops up a box, see Figure 4-44,
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You are calling: Building 1 Unit 1 Room 101 X

A Calling,please wait a moment...

Figure 4-44

2) When VTH picks up, client can talk with VTH.
See Figure 4-45.

You are having a call with Building 1 Unit 1 Room 101 X
Talk time: 00:01:58

= @)

Figure 4-45

B If VTH does not answer over 60s, then client pops up a box to ask if you want to dial again.

You can click to re-dial.

B If the VTH is busy or hang up call, client will ask you to try again later.

® [f VTOis calling client.
Client pops up VTO call box, see Figure 4-46.
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Building 1 Unit 1 is calling you X

Ring time:00:00:42

Figure 4-46

You can click to answer VTO call, and start a bidirectional talk.

You can click to unlock.

® If VTH is calling client.
Client pops up VTH call box, see Figure 4-47.

Building 1 Unit 1 Room 101 is calling you X
Ring time: 00:00:44

@)

Figure 4-47

You can click to talk with VTH.

If there is missed call, in talk interface, in the lower-right, missed calls are shown here. See
Figure 4-44.
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Call History [ Al (Missed )

L% Building 1 Unit 1 Room 101
*Z Building 1 Unit 1
" Building 1 Unit 1 Room 101

%% Building 1 Unit 1 Room 101

4 d

" Building 1 Unit 1

Figure 4-48
You can view all call histories.

Click \- to call missed call.

When you searchin — Q , it requires accurate building no., unit no.,

and fuzzy room no. For example, input “1#1#” as to search all devices under unit 1, building 1. If
input “1#1#10” as to search all VTHs under room no. 10.

You also can set name and telephone phone number on each device name card and when
search, directly input “building no.#unit no.#name keyword” to search.

On the right, you can directly dial to callVTO as a one-way talk, to call VTH as a

bidirectional talk. Example: dial 1#1#6901, as to call Building 1 Unit 1l enter 1#1#101 as to call
Building 1 Unit 1 Room 101 VTH.

4.4.4 Announcement
Click announcement tab.
Input title, contents, see Figure 4-49.
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SmartPSS [ L a2 -3 x

sional Surveillance System

INTERCOM

New Message

|7 Default Group

CBromzseo | e | (i f G4 haracters

[ [ 10.172.25 122

[ [8 10.172.25 147

[ [, 10.172.25 243
] == 9901 Text

[ [ 10.172.25.84
[C] m= 9902

) [# 10.172.25 244

[ m= 1026

— (7] [ 9902

128 T C 1017225 242

[ == 9901

Input max of 256 characters

Figure 4-49

In the device list on the right, check one or more VTHSs, click send.
During sending, the send button is grey, and if you want to continue to send announcement, you
shall wait until the send button resumes. You can view announcement information on VTH.

445 Info Search
Click Info Search tab, sub tab includes alarm record, unlock record and call record.
Alarm record user can search VTO and VTH alarm event, support pop-up display of VTO alarm
event, see Figure 4-50.

SmartPSS &= + L a2 -&x

¥ Professional Survedlance System INTERCOM

St v E TR~ = v T ——
e DN - N v 0 TR —
£ | start Time | Room o | Avam Type | Channel 3
2016-09-13 15:03-11 66 Perimeter 10.172.25 122
2016-09-13 15:03:03 66 Thett Alam 10172.25.122
2016-09-13 15:02:04 66 Door Sensor Alarm 10172.25 122
2016-09-13 15:01:26 66 | mr— -
2016-09-13 15:01:22 66
e = Time: 2016-09-20 03:06:53
Address: Default Group
20881315225 o EN Devcotame: 1017225122
2016-09-13 14:59.06 56 e Naridad pecck Alarra
2016-09-13 14:58:29 66
10 2016-09-13 14:58:22 &6 K _ewn )
2016-09-13 14:56:20 66 Emergency Button 10.172.25.122
2 2016-09-13 14:57:38 6 Smoke Sensor 10172.25.122
13 2016-09-13 14:57:39 66 Gas 10.172.25.122
" 2016-09-13 14:57:37 66 Emergency Button 10172.25.122
15 2016-09-13 14:57:36 66 Emergency Button 10.172.25.122
16 2016-09-13 14:56:58 66 Thett Alarm 1017225122
-7 NNAE NN 42 44.CCET ce Pavianatas 40 471 AC 4 7
No/Page XN ¥ Bl Paee »
Figure 4-50

Unlock record allows user to search VTO unlock record, see Figure 4-51.
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SmartPSS ) = + La 7 -2 x

INTERCOM

RN 2016-09-0100:00:00  AASMNSNRIUER 2016-09-19 23:59:59 v (_Search )
SN [Time [ unlock Type Room No User Name | cara o | Resut E]
1 2016-09-14 16:23:33 Password Unlock 1214 Failed
2 2016-09-14 16:14:40 Password Unlock 3613 Failed
m 3 2016-09-14 16:13:06 Password Unlock 1214 Failed
- WL 2016-09-14 16-:11:06 Password Unlock 1214 Failed
vam
5 2016-09-14 15:50:46 Password Unlock 3613 Failed
E 6 2016-09-14 15:49:53 Password Unlock 2216 Failed
T 2016-09-14 15:49:45 Password Unlock 2216 Failed
8 2016-09-14 15:49:11 Password Unlock Failed
9 2016-09-14 15:48:12 Password Unlock Successful
10 2016-09-14 15:47-51 Password Unlock Failed
" 2016-09-14 13:59-29 Remote Unlock 203 Successful
12 2016-09-14 11:16:34 Remote Unlock Successful
13 2016-09-14 11:08:39 Remote Unlock Successful
14 2016-09-14 11:03:16 Remate Unlock Successful
15 2016-09-14 10:52:38 Remote Unlock Successful
16 2016-09-14 10-:52:00 Remote Unlock Successful
a an4E A 43 404837 [ ST S £ J
No./Page A Bl 2 Pae > v

Figure 4-51

In call record, user can search VTO call record, see Figure 4-52.

SmartPSS &= + L a7 - & x

Professional Surveillance System

INTERCOM
RN 2016-09-0100:00:00  AASMNSNRIUER 2016-09-19 23:59:59 v (_Search )
SN | start Time | End Time Call Time Cal ype | Room No | Resut E]
1 20160918 16:2143 20160918 16:21:43 00:00 Outgoing call 9202 No Answer
2 2016-09-18 16:21:08 2016-09-18 16:21:08 00:00 Outgoing call 9902 No Answer
B | 2016-09-18 152144 2016-03-18 15:21-44 00-00 Outgoing call 9802 No Answer
- WL 2016-09-18 11:20:08 2016-09-18 11:20:08 00:00 ‘Outgoing call 9902 No Answer
o 2016-09-18 1:14:05 2016-09-13 11:14:05 00:00 Outgoing call 9902 No Answer
iE] 2016-09-18 11-10:00 2016-03-18 11-10-00 00-00 Outgoing call 9802 No Answer
7 2016-09-18 10:35:30 2016-09-18 10:35:30 00:00 Outgoing call 9902 No Answer
8 20160918 10:17.54 20160913 10:17:64 00:00 Outgoing call 9202 No Answer
3 2016-09-18 10-1325 2016-03-18 101325 00-00 Outgoing call 9802 No Answer
10 2016-09-18 09-10-18 2016-03-18 09-10-18 00-00 Outgoing call 9802 No Answer
1 2016-09-18 09:07:35 2016-09-18 09:07:35 00:00 Outgoing call 9902 No Answer
12 2016-09-18 09:05:10 2016-09-18 09:05:10 00:00 Outgoing call 9902 No Answer
13 2016-09-14 18:48-00 2016-03-14 18:48:00 00-00 Outgoing call 9802 N Answer
14 2016-09-14 18:27:43 2016-09-14 18:27:43 00:00 ‘Outgoing call 9902 No Answer
15 2016-09-14 17:24.:34 2016-09-14 17.24:34 00:00 Outgoing call 9902 No Answer
16 2016-09-14 17-18:21 2016-09-14 171921 00-00 Outgoing call 3802 No Answer
47 ARAE AR A4 4T 4433 ANAL A A4 4T 44.99 An.An Phdmniee ~all OAAD [P R v,
No./Page A Bl 2 Pae > v

Figure 4-52

446 Issue Card
Click Issue Card tab, see Figure 4-53.
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SmartPSS

=) = +

L a? -0 x

INTERCOM
[ 9 | Organization Tree (Issue Card ) ( Delete I ( Import ) ( Export I —q
Q [0 owganzationzone | RoomMo. | Mame | camho Card Type Opertion
LT‘% = Default Group ] A 101 Jimmy 88888888  General Card / % Lost Freeze
=l A
) Al
= B
c
=D
Do o1
—
P

No /Page A

Figure 4-53

In — Q search, room no., room no. shall be accurate but name

support fuzzy search.

When a user selects node where the user issuing card is, then click Issue Card, see Figure 4-54.

~

Issue Card 2
Organization Zone: Default Group\A Right Device Selection: BUSFFFLPIKE v
Name: Card Type: General Card v
Card No.: 88888889
\/7 Issue Card )
User List Total 1 User(s)
No.| CadNo. |  Name | RoomNo. Operation
1 88888889 Jimmy 101 X
G 7 — N
(_ save ) ( Cancel )
Figure 4-54

Operation steps:

1. User can select device to authorize, click the dropdown list of device, check device (fence
station is checked be default); user also can give priority to group config and authorize right
to device under this group, and click Link Device on the right of organization node, to select

default device.
2. Fillin username.
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3. Select card type: user card, administrator card.

Fill in room no.

5. Select record method:support manual input and card issuer. Manual issuing requires user to
fill in card, and click Issue Card button. If via card issuer, user click Start Read, when card is
successfully read, the system will auto link user to card issuer list; if card eixsts in device, it
will fail.

»

45 Access

SmartPSS integrates access control device with effective management and configure of device.

It achieves modularization of access business and integrates access with video link and e -map.

Note:

Access controller must be added into SmartPSS client, please refer to device adding steps in Ch

3.5.

Access device default port no.: 37777, username: admin, password: 123456.

Added access controller are all configured in SmartPSS device, please see:

® General-Network (refer to Ch 3.6.1.1), support device IP setup.

® System Maintenance-User (refer to Ch 3.6.4.1), support device password setup.

® System Maintenance-System Maintenance (refer to Ch 3.6.4.2), support device time setup
and upgrade.

After device is added, in SmartPSS client Access interface, in device tree on the left, device tree

is auto created.

-
In BASIC area in homepage, click to enter Acess interface.

451 Console

[T

In Access interface, you can click on the left to enter Console interface which can

monitor and control all access control devices. See Figure 4-55.
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SmartPSS

-----

Global Control

%, CAM 4
@ 10.15.6.57
£410.15.6.76
4 10.15.6.97
(4 192.168.2.108

1

BE Wiew

) -~ ~
Event Info B Alam B Abnormal B tormal Pauge: (::) | Clear

Time | Event | Description | Cperation

1D:

-
\
"

Open ) -1 Clase )

Marne:
3 Department

Tel:

Figure 4-55

No.

Parameter

Note

Organizations/
Zones

Organizations: according to device (channel) , setgroup
and e-map.
Zones: axcording to channel, set group, e-map.

By default, it shows organizations, you can go to Homepage-
Settings-General-Basic, to set organizations.

Search support keyword of each node.

List/View

List: Access status displsy and control.

View: Video/e-map preview and control.

Event

Access event: view alarm event, abnormal event and normal
operation.

View event: device info and user info.

4.5.1.1 Organizations/Zones
You can right click New Group at node, to drag device or channel into different groups for

management, and right click on node, see Figure 4-56.
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M e Group
I ew Wap

Fename

Cpen All
Clase All

Figure 4-56

Parameter

Note

New Group

Create sub group, rename group and delete group.
Note:

Only when group node is null, you can delete it. You cannot
delete default group.

Open/Close All

Open\Close accesses under all groups.

New Map

Create e-map, click New Map, enter map name and select
picture to enter map edit, see Figure 4-51.

® Access/video channel dragging
®Video monitoring range setup
® Monitoring range opacity setup
® Add hot zone, max 3 hot zones
® Edit map

®Save map
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Input Search Criteria 5 ﬁ <} 2 Opacity sl

=I |7 Default Group
# 10.15.6.201
¥ (L] 10.15.6.244
# @ 1015657

(4 10.15.6.76
(4 10.15.6.97
[ 192.168.2.108
# E| four door controller e I:
e R
Neelin nar Weeing Foan Waetm Hoam & Nesting Rozm 4 ; \ Heating daomilt
P

R — — LTI TL IR
; . Neztien Saomé
: S : i E
T L
= S~ /l i H aali H
|; by weoo. . Wt i Roat Fasliog Regan

Figure 4-57

You can right click at access device node and operate device, see Figure 4-58.

Stop Maonitar
Details

Extract User Info
Sync Data
Show All Doors
Reboot

Figure 4-58

Parameter Note

Real-time Monitoring | Real-time extract device event info.

Details Device details search, including: device name, device IP,
device type, device model, device status, SN, and version.

Extract Card Info Extract device stored card info and fingerprint info, support

to export and import into user management (to department
node be default).
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Parameter

Note

Sync Data Delete all device info (excluding card record and alarm
record) , sync user data with device, the data include
right, (user-related, period) , anti-pass back, inter-lock,
first card unlock and multi-card unlock.

All Doors Display all channels.

Reboot Device

A&C device reboot remotely.

You can right click at access channel node, and operate device, see Figure 4-59.

Qpen
Close
Change Channel Mame

Doar Configuration

Figure 4-59
Parameter Note
Open/Close Client remotely open/close door.
Change Channel Edit channel name and channel display/hide.
Name

Door Configuration

Door parameter setup, please see Figure 4-60.

Door Set-Doar 1 x|

Door: Door 1
Reader!: Reader! &
Status: Maormal
Unlock Hald Interval: _: Second
Close Timeout: _ % Second
Holiday Period: v
Keep open petiod: v
NC Period: v
Unlock Mode: [ rd f Fingerprint
Alarm: C)

[T] Intrusion  [C] Overtime  [C] Duress
Door Sensor: C:)

'Z:._ Save .:ﬁl 'Z:._ Cancel .:ﬁl

Figure 4-60
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» Reader (card reader): support naming of reader, and setup of entry/exit status. The
following is default setup.
B Single door one-way: 1 in 2 out.
B Dual door two-way: 1/3in, 2/4 out.
®  Four door one-way: 1/2/3/4 in

€ Access status: normal, NO, NC

€ Door lock hold time: 1s~600s.

€ Door not locked timeout: 1s~9999s.

€ NO period: within access period, door is normally open; close by default.

€ NC period: within access period, door is normally clock; close by default.

¢ Holiday period: within access period, in holiday period, holiday period has
priority; null by default.

€ Unlock method: support card, password, fingerprint, card+password,
card+fingerprint, card or password or fingerprint, by period.

Note:

When a door is set to multi-card unlock, unlock method is invalid, see Ch 4.6.3.17.
€ By period: support Monday-Sunday, four periods per day, each period
supports a different unlock method.
¢ Alarm enable:
Duress: forced to swipe card, alarm occurs
Intrustion: instrusion, alarm occurs
Timeout: door not locked, alarm occurs
€ Sensor enable: door open status is judged according to door sensor

You can right click within tree range to achieve one-level directory grouping and tree sequence,
see Figure 4-61.

[ ewy Group
Sort By Type
Sort By Mame
Figure 4-61
Parameter Note
New Group Level 1 directory grouping.
Sort by Type Sequence according to device/channel type.
Sort by name (default) | Sequence according to name.

You can right click in e-map node, and edit, delete and rename e-map.
Global control can achieve one-click NO/NC of all access channels under emergency.

45.1.2 List/View
In list mode you can achieve access live preview and monitoring, see Figure 4-62.
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Door 2 Door 3

Figure 4-62

You can preview video and e-map in view mode, see Figure 4-63.

Y VvV

Organizations

1= 7 Default Group
[# room
& 10.15.1.65
+ @ 10.15.11.19
(&310.15.16.30
i+ 10.15.19.12
10.15.19.143
10.15.19.31
10.15.19.33
| 2% 10.15.19.35
10.15.19.89
10.15.2.211
10.15.2.223
10.15.4.24
10.15.5.106
s 10.15.5.222
10.15.6.105
310156113
10.15.6.141
10.15.6.180
[+ 10.15.6.188
10.15.6.201
10.15.6.228

™ ¥

q

+

[+

£

w
Deheilam B

[+ [+

# 5« 10.155.254 : ST
%10.15.8.57 @ @ Q ' EQ
i Bt B Aem B Abomal [ Nomal Pause. @D (QClsainy)

(410.155.98 | Event | Description |

# (£)10:15.7.101 ﬁfﬁml “jj VM = 7 “"‘Yvi_

# (£} 10.15.7.110
# (L110.15.7.154
+ wm 10.15.70.170 2016-05-13 10:41:54 AICCO945 UL
i+ @ 10.15.70.24 [

@ 10.15.70.89 2016-05-13 10:41:43 A1CCO945 U,
~— - +

amaroon

0

ID:

]

Name:

Department:

2016-05-13 10:41:37 7DA7B37B U.. Tel:

Global Contral

C Open ) C Close

2016-05-13 10:41:01 9DE27BSD U...
2016-05-13 10:40:50 Lock Event

Figure 4-63
Video preview. please referto Ch 4.1.1.
E-map preview: After you edit map, you can drag e-map into video window for preview.
Scroll your mouse to zoom in/out; click (or move mouse to range within camera) camera
icon on mao to open video, right click access control on mao to enable/disable access.
Right click in e-map preview window, see Figure 4-64.

B closevideo
Close All Yideo

QpenAll Channels
Wideo Wyall
Cpen All Coar

Full Screen
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Figure 4-64

Parameter Note

Close Video Close current e-map window.

Close All Video Close all video windows.

Open All Channels Open all channels on e-map

Video Wall Output all video channels in e-map to video wall
OpenAll Doors Open all accesses on e-map

Full Screen Display current window in full screen

s Eab e

standard formats in your favorites, click to split interface, see Figure 4-65.

You can click to siwtch video format. The first three formats are

Figure 4-65

You can click add to favorite icon (red heart) to add format into favorties.
Standard split: 1, 4,6, 8, 9, 16, 25, 36, 64.
Custome split: there are 9 types of custom split, see Figure 4-66.
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Custom Layout X

[ |
||
=~

row [ col EH

w =
(]2 | Cancel )
J & v,

Figure 4-66
45.1.3 Event
You can view all live preview access events and their details of monitore d device, see Figure 4-
67.
Event Infa B Alam B Abnormal B ‘omal Pause: (::) -ﬁ:._ Clear )
s - A
Time | Event | Description | Cperation P- 10.15.6.180
2016-05-13 11:24:55 access 2/Do... Lack Event
: Type: Access Controller
2016-05-13 11:24:52  access 2/Da...  Intrusion Alarm!
2016-05-13 11:24:52  access 2/Do..  Unlock Event Device ModelBSC1204B
2016-05-13 11:24:46  access 2/Do...  Button press... Status: Online

2016-05-13 11:24:42

access 200

Button press...

2016-05-13 11:24:04  access 2/Do... Lock Event S
Figure 4-67

Parameter Note

Lock Lock event in current event info, during the period the
locked event will not be shown in list but user can search for
it in log.

Clear Clear event in current event info, not delete it from log.

User Info User info: photo, name, department, tel

Device Info Device info: device IP, device type, device model, device
status (online, offline)

45.2 User Management

In Access interface, you can click ﬁ on the left to enter User Management interface, to
manage all users. See Figure 4-68.

119




Department Tree ;+Elatch l |;;-|-Manual ;,'I i:'_ Edit ':] i:'_ Delete ':I i:'_ Import ':] i:_ Export ':] I";E Card ;,'I 1D/ Mare / Card # (2N
b criteriz KoV (I Work D Mame Card MNo. Card Type Department Fingerprint Mumbe
Jefault Departrent
1
5 —
Mo./Fage mv ) 4 Gotopage _ M0 Page » [
Figure 4-68
No. Parameter Note
1 Department Department management, support to add/delete/edit
Tree department organization and people count.
User management, show corresponding user info under
department node. Sort card issuing, lost, frozen, edit and etc.
2 User Info of user.
Sort user.

45.2.1 Department Management
At department node or blank area in department tree, you can right click to operate, see Figure

4-69.

Add Department
Edit Department

Delete Department

Figure 4-69
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Parameter

Note

Add Department

Add department sub node or level 1 department node.

Name of departments at same level cannot be repeated.

Edit Department

Edit department name.

Delete Department

Delete existing department.

You cannot delete department which contains user.

Search Department

Support search of department node keyword

4.5.2.2 User Management

In User Management interface, you can clic

see Figure 4-70.

It supports ID/IC cards
Warning:

K i Card

Setting card type X

i@ 1D Card
@ W& IC Card

1] . OK 1 Cancel )

Figure 4-70

If card type and card reader do not match, then you cannotread cardno.!

In User Management, youc an click

| Hlanual

mainly includes basic info, fingerprint, details, see Figure 4-71 to 4-73.

button to manually add user info. User info

: button, select type of card you use,
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Manual Add X

Basic Info Fingerprint Info Details

woko: |
Nerre I
Department: Default Department

Card Mo Card Reader not ready!

Card Type:
card Password: [

Mumber of Use: |D | {_ Upload Picture )

“Walidation:

¥ 3653 days

(_ContinuetoAdd) (_ Finish ) (_ Cancel )

Figure 4-71

Manual Add X

Basic Info Fingerprint Info Details

Fingerprint Device:

(/ Collect ](/ Clear |

(_Continue toAdd) (_ Finish ) GCanceI _)

Figure 4-72
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Manual Add x|

Mate:

Basic Info Fingerprint Info Details

Gender ® Male O Female 10 Type: Identification
Title: 1D Ma.:

DOB: Company:

tel: Occupation:

Ernail Entry Tirme:

ailing Address: Resign Tirne:

(Cuntinue toAdd:,l /K Finish J ( Cancel Jl

Figure 4-73

Parameter

Note

Basic Info

User ID [mandatory]

Name [mandatory]

Department

Card no.: input by card reader and manually

Card type: general card, VIP card, guest card, blacklist
card, patrol card, and duress card

Unlock password: only used for unlock via password
Card password: used for card+password unlock
Number of use: only for guest card

Validity: card validity, 10 years by default

Picture: user photo, max 120K

Fingerprint Info

Collect fingerprint via fingerprint device and reader
V1 fingerprint: Each user can have up to 3 fingerprints
V2 fingerprint: Each user can have up to 2 fingerprints

Support input of fingerprint name

Details

Gender, title, education and etc.

Warning:

User ID and card no. cannot berepeated!
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Batch
In User Management interface, you can click \+—f button to batch issue card, see

Figure 4-74.
i
Batch Add X
Device: USB Card Reader ¥ L'/ lssue \J
Search: C-
User ID/IName: IREEIRINIEETGE L'/ Get User\J
Card List Remaining:0 Details
User ID | MName | Card Operal User ID-
Mame:
Card Mo.
Department:
Start Time:
End time:
- N a
€ — (_Sae ) ( Cancel )
Figure 4-74
Parameter Note
Step:

Click Batch
Batch Issue Card by

User

Manually check user to want to issue cardto [auto filter

out users already have card ]

User select card issuing device: support card issuer and
card reader of controller.

Click read card no, and device starts to read.
Place card on device, link user to card no. one by one.

Click save to complete card issuing.
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Parameter

Note

Batch Issue Card by
Work ID

User click to batch issue card

Enable Search: C‘

Enter starting User ID [auto filter out users already have
card]

Click to get user and complete adding user to have card.
Click read card no., so device starts to read card no.

Place card on device one by one to link card to work ID by
sequence.

Click save to complete.

I
In User Management, you can click '«

Edit button to edit user, see Figure 4-75.
Edit X |
(MR T 20115513 0:00:00

To:  [ElipsEah

oK I\ Cancel )

L 4 4 )
Figure 4-75

Parameter Note
Check user you want to edit.
Click Edit.

Department Select new department.
Click OK.
Complete.
Check user you want to edit.
Click Edit.
o Check valid time.
Validity _

Set time.
Modified valid time will be sent to device.
Complete.
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In User Management interface, click BTSN button to delete user. Check user you want to

delete, click Delete. Confirm that all information and rights of the user you are doing to delete will
be deleted from the device.

You can click either of . ImRart L Expart o import/export user info.

Import/export info includes: work ID, name, card no., card type, department, fingerprint name,
fingerprrint name.

Note:
During data importing, it auto generates department.

Warning:
If imported data (User ID/card no.) already exists, it will not import the information.

. _ M Lost Freeze
In User Management interface, you can click /

Parameter Note
/ Modify user info.
»® Delete user info.
Lost Clear user card no. and delete card info in device.
Freeze Freeze card no. in device. You can click unfreeze if you
want to restore frozen card.

1D/ Mame / Card # §8Y

In User Management interface, you can click to search keyword of

user.
Note:

Work ID and name suopport fuzzy search.
Card no. supports accurate search.

4.5.3 Permission Management

In Access interface, you can click &
allows management of right about user issuing card.

4.5.3.1 Door Group Right
In User Management interface, you can click door group right, and set a specific period of time, a
specific door or door group can be unlocked via verification, see Figure 4-76.

on the left to enter Permission Management which
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Marne: || | Tirne fone: gl v ': Search .:'\
.;;+ Add ;;. .;;x Delete ;;.
w | MNarne | Perind | Operation Door Graup Details
Marne: Period:
Door List fUser List
Marne User Narme | Department
1 2 3
Figure 4-76
No. Parameter Note
1 Door Group Info Client door group info list
Door Group .
2 ) Details of current door group
Details
3 User Info User right info of current door group

In Door Group Right interface, click *

+ Add

~, see Figure 4-77.
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Add Door Group x

| *

Mame: |D|:u:|r Group

Tirme Eune:
| nput Search Criteria &
=[] %) Default Group
4 10.15.16.30

] g 10.15.19.31
] 410151933
(410156222

4 10.15.6.113

4 10.15.6.180

2 10.15.6.201
1EI 15.6.228

4 10.15.6.96

4 10.15.6.597

4 10.15.6.598

4 10.15.8.598

4 192.168.1.100
4 192.168.1.104
4 192.168.191.1
192.168.2.103
access 2

[+':

F

EOE BB BB BB RS JEEE

i

DDDDDDDDDDDDDD

#

E:; Save :,ll.:_ Cancel :,l
e

Figure 4-77

1) Enter name of door group, which cannot repeat existing door group name.

2) Select access period.
3) Check door, click Save.

Click /
Wanring:
Door group name cannot be repeated!

button to re-edit door group info.

In Door Group Right interface, Icick {'} to add use right, see Figure 4-78.
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User Select X

Marne:

Door Groupl

ser List
]

- N N
| Delete ) | Clear )
b 4 h -4

Woark 1D Mame Department Operation

Hidew

Department: _ ¥ Wark 1D/Mame

] ‘ Woark 1D ‘ Mame Departrment
Save ::ﬁl : Cancel ::ﬁl
Figure 4-78
No. Parameter Note
1 User List Existing user info with door group right
2 Search List Info of user without door group right
1) In search list dropdown list, select department of user you want to add or directly enter

2)
3)
4)

User ID or name.

In search list check searched user and add to list.
You can delete user who already has right.
Click Save, to complete the selected user into all door groups.

Note:
In search list filter out user who do not have card no. info.

In Door Group Right interface, you can click X button to delete all information and right of

the door group in the system.

Warning:

During rightissuing process, please sure client and device are will connected.

45.3.2 User Right
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In User Management interface, you can click 7/ in User Right interface to add specific user into

access right list, or delete specific user from list.
1) Check or cancel checked door group.
2) Click OK as to confrim cancellation or adding of personal user right.

4.5.3.3 First Card Unlock

In Permission Management interface, click First Card Unlock, you '\+ Add / button to

set within specific period, only when user with first card unlock right pass verifiction for the
firsttime, door status will be normal or NO and will be close after this period e nds, see

Figure 4-79.

First Card Unlock confiquration x

Status: Mormal

lJser List 'Z/. Delete ) 'Z/. Clear )
e e

= | Wrk ID | MName | Department Dperation

* Hider |

= | Wark 1D | Mame ‘ Department

- N ~\
[ Sawe I Cancel |
o M

Figure 4-79
1) Select to enable first card right door.
2) Select period.
3) In searchlist, selete user with first card right.
4) Check user.
5) Click Save.
Wanring:

130



For user who is auto filtered outin search list due to lack of right of the door, he/she must
be given right of this door by first card right holder.

4.5.3.4 Multi-door Lock

You can click Multi-door Lock to set that a specific door can be unlocked only when spe cific
users of a group all pass verification in a specific order. Before verification is passed, the users
must verify in the designated order. You can click User Group Management button to set group
info. See Figure 4-80.

User Group Manager x
A ) (e ) G -
o] Mame Tatal Operation User List
Wark |d Mame | Department
Figure 4-80
(4 Add

1) In User Group Management interface, click ~, see Figure 4-81.
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User Group Edit x

User Group Mame |Gr0up1 |

: = o ~
IIser List . Delete | [ Clear |
b 4 h -

O] ‘ Wyork Id ‘ MName ‘ Department ‘ Ciperation

Hider |
Department; _ v Work [d/MName

] ‘ Woark 1d ‘ Marne Department

./' '\. ./' '\.
| Save [ Cancel |
'\ g J

Figure 4-81

2) Select group member.
3) Save to complete adding.

4) In Multi-door Unlock interface, click .+ Add

5) Select door you want to enable multi-door unlock.

6) In Multi-door unlock setup interface, check group.

7) Fillin valid number of user for each group.

8) Select unlock methof for each gourp. (card, password and fingerprint).

9) Click L 4 to adjust sequence of unlock.
10) Click Save.

Note:

A group can contains up to 64 users.

A door with enabled multi-card unlock supports up to 4 groups to verify at the same time, total
number of user cannot exceed 64; total valid user cannot exceed 5.

45.3.5 Anti-pass Back
In Permission Management interface, click Anti-pass Back to set verification user. A user verifies

at door A must verify at door A again when exits since card record must match one to one. If a
user does not verify when enters, he/she will not pass verification when exits.
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o Add . . . .
You can click +— in Anti-pass Back interface. See Figure 4-82.

Anti-pass back configuration X

' Reader 1 & 2 Antipass

() Reader 3 & 4 Antipass
() Reader 1,3 & 2 4 Antipass
(O Reader 1 & 23 Antipass

() Reader 1 & 2,34 Antipass

[ OK

[ Cancel |

Figure 4-82

1) Select access controller to use anti-pass back.
2) Select anti-pass back rule according to access controller.
3) Confirm.

Note:

Rule of anti-pass back:

Unit/single door controller: door reader anti-pass back.

Dual door controller reader 1 and 2 anti-pass back, reader 3 and 4 anti-pass back, reader 1/3
and 2/4 anti-pass back, reader 1 and 2/3/4 anti-pass back.

Four door controller: reader 1 and 2 anti-pass back, reader 3 and 4 anti-pass back, reader 1/3
and 2/4 anti-pass back, reader 1 and 2/3 anti-pass back, reader 1 and 2/3/4 anti-pass back.

4.5.3.6 Inter-door Lock
In Permission Management interface, click Inter-door Lock, to set inter-lock between two doors

on one access controller. When one door is unlocked, other doors will be locked. If you want to
unlock one door (under normal status), all of the others shall be locked, otherwise you cannot
unlock this door.

+ Add

You can click I ' in Inter-door Lock interface. See Figure 4-83.
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inter-lock info *

‘ 1-2 Door Inter-lock 3-4 Door Inter-lock

—

() 1-2-3 Doar Inter-lock

() 1-2-3-4 Doaor Inter-lock

F Y ™y
[ Save ) | Cancel )
. o - -

Figure 4-83

1) Select access controller to inter-lock.
2) Select rule of inter-lock.
3) Confirm.

Note:

Role of inter-lock:

Single door controller has no inter-lock.

Dual door controller: 1-2 door inter-lock.

Four door controller: 1-2 door inter-lock, 3-4 door inter-lock, 1-2-3 door inter-lock, 1-2-3-4 door
inter-lock.

4.5.3.7 Remote Verification
In Permission Management interface, you can click Remote Verification to ask the client to let

user who passes verification enter within certain period, and admin will judge whether to unlock
(4 Add

or not. You can click ~ in Remote Verification interface. See Figure 4-84.

Remote Check Add *

i Save ] [ Cancel )

Figure 4-84

1) Select door and time to enable remote verification.
2) Save.

4.5.3.8 Period Setup
In Permission Management interface, click Period Setup to set specific reader to be valid with

specific period and not valid on other periods, as well as set that user can only access a specific
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door within a specific period. Period is used for NO period, holiday period, first card period,

4 Add

-

remote verification period, door group right period; you can click in Period Setup

interface, see Figure 4-85.
] | Name | Operation Termplet Detail

MNarne

Period 1

01 23 45 67 8 910112131415 16 17 18 19 20 21 22 23 24
T A AT R

e kbbb bbbk bbbl #
L
weo . kbbb ok okl #
™ kbbb bbbk #
o T I E:
v kbbb bbb o #

( Save | ( Cancel |

Figure 4-85
1) Enter period name.
2) Select daily period for Monday to Sunday.
Note:
A device supports to 128 periods setup with daily limit of 4 periods.

4.5.3.9 Holiday Setup
In Permission Setup interface, click Holiday Setup to set different access period from general
T

period. You can click di# in Holiday Setup interface. See Figure 4-86.
| ‘ Mame | Operation Ternplet Detail

Narne:

Select Date

description:

( Sawe Jt/ Cancel

Figure 4-86
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Note:
Within holiday period, holiday has priority in execution. Holiday period is for access only.

4.5.4 Event Configuration
In Access interface, you can click Event Configuration. You can set that when a input point inside
access system triggers a specific event, clientwill have video link(live preview/record), link event
includes: alarm, abnormal, normal event, link event pop-up plus display in log.
Please refer to the following for configuration of event scheme.
1) Click Add.
2) Set name and event type, select channel and check Enable. Event type includes alarm
event, abnormal event , normal event and external alarm. See Figure 4-87.

MNew Scheme x

Marme |Untit|ed 1 | i Description _ Enable CHED

Link Setup Time Setup

Channel Alarm Type Operation

2]

=1 [7] 7 Default Group
[] 4 10.15.16.30

[ £ 10.15.19.31

[ E410.15.19.33

[ 101558222
=[] Q1D155113

g CAM 4
g CAM 5
ug CAMB
g CAM 7
5y CAM S
0.15.6.180
0.15.6.201
0156223

1
2 1
1
1
10.15.6.97
10.15.6.958
1
1
1
1
1

0.15.8.88

92.168.1.10
92.168.1.10
92.168.1591.
92.168.2.10
o E
(- ~l

O0OooOooooood
DDDDDDDDDQDDDDDD

I N Y
\ IMext | Cancel )
& y 'Y J

Figure 4-87
3) Click Next, setlink video channel.
4) Under Link Setup tab, drag channel and set link channel, window no., stay time and etc. of
link channel. See Figure 4-88.
Note:External alarm supports access controller link.
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Mew Scheme x
SR
[ETGIER Lintitled 1 ® Description _ Enabla _

Event Source

Time Setup

o Search Cieria |8

1=l ) Default Group a
10151 65
10.15.16.30

1015.19.31
10.16.19.33
2 10.15.5.106
10.16.6.222
10.16.6.105
= g 10156113
Wiy CAM 1
By CAM 2
%y CAM 3
Wiy CAM 4
%y CAM S
By CAM B
Wy CAM T
%y CAM B
10.16.6.180
2 10.15.6.201
10166228 QB @
10.158.6.57 Window Mo, Link Channel Preset Stay Time Push Videa | Record | Operation
1015696
1016697

10.15.6.95
10.15.70.89 !

10.16.8.595

9192168.1.100

C Back )( MNext )(_ Cancel )

Figure 4-88

Note:
Stay time range is 5s to 180s.

5) Click Next and configure scheme time. See Figure 4-89.
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MNew Scheme

MName |Untitled 1

Event Source

Link Setup Time Setup

E 7 & 9 1m0 1 12 13 14 15 16 17 18 19 20 21 22 23 24

| %

St | ) £

( Back )Q Canfirm )( Cancel )

6)
7

Figure 4-89

Behind each week, thereis 'l:l', click it to set accurate time each day.
Click Confirm. See Figure 4-90.

( Add )( Delete )L Impart )( Expart )

oA

MName | Description Enable

Operation

11

Untitled 1 O

Figure 4-90

/7 X

You can modify, delete, disable, enable scheme, as well as batch impoty/export scheme.

Event Type

Description

Alarm Event

Chassis alarm: alarm triggered when card reader of the
controller is forced to be removed.

Intrusion alarm: Excluding normal door open conditions,
other door open conditions detected by door sensor 1

Duress alarm: Alarm triggered when door is opened by
duress card (fingerprint).

Door left open alarm: door remained open exceeding set
time

Blacklist alarm: Alarm triggered when door is opened via
card on balcklist.
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Event Type

Description

Abnormal Event

Unauthorized or card lost: alarm triggered when the card
has no right to unlock this door or it has been reported
lost.

Card suspended: After the card is suspended, it cannot be
used. Event is triggered at verification.

Unlock mode error: Event triggered when verification
method and unlock method do not match.

Card validity error: Alarmis triggered when currenttime is
not within card validity.

Period error: Alarmis triggered when verification of current
period is not in access period.

Holiday unlock period error: Alarmis triggered when
verification of current period is not in holiday period.

Incorrect first card: enable first card right, alarmis trigged
when user unlock not using first card.

Inter-lock mode: Door with setinter-lock rule is unlocked,
alarm it triggered when the other door is unlocked.

Anti-pass back mode: When one enters via verification but
exits without verification, alarm is triggered at his/her next
verification for entry.

Normal Event

Lock event: triggered when auto lock or door sensor
detects door is locked

Card unlock: Triggered after passing card verification, door
is unlocked

Fingerprint unlock: Triggered when door is unlocked after
passing fingerprint verification.

Card + fingerprint unlock: Triggered when door is unlocked
after passing card and fingerprint verification.

Card +password unlock: Triggered when door is unlocked
after passing card and password verification.

Password unlock: Triggered when door is opened via
password.

Button unlock: Triggered when door is opened via button.
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Event Type Description

Multi-card unlock: Triggered when the first card in multi-
card unlock mode passes verification.

Remote verification: Triggered when a user passes device
verification and is asking for client verification for door under
remote verification.

455 Log

In Access interface, you can click Log. You can search for log according to criteria.

1)
2)
3)
4)
5)
6)
7
8)

Select start time and end time.
Select user department.

Enter name or user ID.

Select verification method.
Select user entry/exit status.
Select device and door you want to search.
Select detailed event you want to search.
Click Search, see Figure 4-91.

SmartPSS

C Backup )
Time |Wnrk D | Name | Card No |\/\den Wyall CnnthE|| Dioor | Event Description |\/
Iﬁi
e D
No./Page v [] 4 Gotopage - A0 Page B [

Figure 4-91

You can reboot search criteria, export search result and view record.

. .
[ ) aﬂ{ reset criteria.

° Qmﬂ-’, export searched log.
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e | Bamact | oyiract loginfo of all devices or selected devices.

() > , view record.

45.6 Attendance

In Attendance interface, click Iﬂ , you can set attendance info to achieve user shift and

statistics.

45.6.1 Attendance
You can customize attendance rule, multiple period, holiday setup, attendance device to meet
different scenes.
1. Attendance Device
Attendance device is used to set user sign in range, validly and effectively count important
data.
You can check channel on the left in organization tree as attendance device. The system
auto set the selected channel into attendance device, see Figure 4-92.

Aftendance Device  Attendance Period Aftendance Shift Haliday

Organizations Attendance Device

—C{ Device Mame Attendance Device Name Remark Operation

=1 [@] ) Default Group 172.26.1.28 Door 1 O x
[[] 410.172.25.125
[ &10.172.25.200
[ (810,172 25 222
[ E410172.25.65
=[] [5]10.172.33.10

]

172.25.1.28 Door 2 O X

®

=[O

[ R P

Figure 4-92
Note:
Up to 10 attendance devices.
2. Attendance Period

Attendance period is used for user to account different sign in/out, late, early leave, absence, and
etc. You can click Add button to enter period name. See Figure 4-93.

141



Period Mame nor

Work Time: m - Record as Workday

Start Sign In Time:  QLEI End Sign In Time: JEE Must Sign In
Start Sign Out Time EJALN End Sign Out Time: Must Sign Out
Late sign in within & minutes is permitted. Late sign in over 30 minutes is recorded
Early leave within 5 minutes is permitted. Early sign out over 30 minutes is recorded
The sign out time that is 60 minutes later than off duty time is recorded as overtime.
Figure 4-93
Note:

Start time must be within the range between start sign in and end sign out time.
End time must be within the range between start sign out and end sign out time.

Cross Day
See Figure 4-94. When end sign out time is earlier than start sign in time, the system is in cross-

day mode be default.

S
Work Time: : - : Across a day Record as ¥ Waorkday

Start Sign In Time:  RUR0OE 2 End Sign In Time: : Must Sign In
Start Sign Out Time [(ZEUVM 4 End Sign Out Time: (350 » Must Sign Out

Late sign in within minutes is permitted. Late sign in over m minutes is recorded
Early leave within minutes is permitted. Early sign out over m minutes is recorded

The sign out time that is m minutes later than off duty time is recorded as overtime.

Figure 4-94

Dual Period
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See Figure 4-95 and Figure 4-96.
Figure 4-95

Period Mame D cro

YWork Time: m - m Record as Workday

Start Sign In Time: m End Sign In Time: m ffust Sign In
Start Sign Out Time m End Sign Out Time: m hfust Sign Out

Wiark Time: m - m Across a day Record as Warkday

Start Sign In Time: m End Sign In Time: m ffust Sign In

Start Sign Out Time m End Sign Out Time:

hfust Sign Out

Late sign in within | & minutes is permitted. Late sign in aver & minutes is recorded
Early leave within 30 minutes is permitted. Early sign out aver 30 minutes is recorded
The sign out time that is B0 minutes later than off duty time is recorded as avertime.

Figure 4-96

Feriod Mame H Day

Wark Time: m - m Record as Workday
Start Sign In Time: m End Sign In Time: m fust Sign In
Start Sign Out Time m End Sign Out Time: m [C] Must Sign Cut

Wark Time: m S 1730 Record as - Warkday
start Sign In Time: m End Sign In Time: ] hust Sign In
Start Sign Out Time m End Sign Out Time: m ffust Sign Cut

Late sign in within 5 minutes is permitted. Late sign in over | 5 minutes is recorded

Early leave within 30 minutes is permitted. Early sign out aver 30 minutes is recorded

The sign out time that is B0 minutes later than off duty time is recorded as overtime.

3. Attendance Shift

Attendance shift is used to link period within cycle peiord, it supports cycle by week, month and

day. See Figure 4-97.
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Mo. Date Perind
1 =un Rest
2 Mlan nar
3 Tue nar
4 e nor
5 Thu nor
5] Fri nor
7 Sat Rest

4. Attendance Holiday

Figure 4-97

Holiday setup is used for unified employee woek off within the range of holiday, see Figure 4-97.

Holiday X

Holiday Name:
Holiday Time:

Holiday Length:

:
201611/7 Yy

‘." \v ./ ~N
(& Save o) (& Cancel »

45.6.2 User Shift

You can set user shift in Shift Select, as well as batch set temporary arrangement:

Step 1. Check shift user on the left.

Figure 4-98

Step 2. Click button on the right.

Shift Select o

Selected person number is 1 (=]
[ B Attendance Classes Start Time End Time
[ 1 2016-10-01 2016-11-30

'('_ QK :,IL; Cancel ;‘:

Figure 4-99
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Step 3. User click | button to add user shift info. Set hift user times and start/end date, click

OK. See Figure 4-100.

Department v

"] Wark ID MName
] 1 Kiaowang
= 2 xiali
o 3 xiaoding
O] 4 xiaohing

4

30

>

2016-11

31

10

1

14

15

17

18

20

21

22

23

24

25

26

27

28

29

30

Mevr user link to shift

Departrment Shift

ACS Depart... 1

Figure 4-100

Step 4. You can link new user shift of this department. When a user has set linked shift, all new
users under this shift will be auto arranges in shift from the date of setup, vallid time period is

10 years.

Note:

If this department does not have linked shift of new user, its father node become valid.

Temporary Shift

You can select user you want to add for temporary shift. Double click date of temporary shift in

=
calendar, or batch check users and then select date of temporary shift , click @ , see Figure

4-101.
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ReOselect or cancal period cancelled for temporary setup, see Figure 4-102.

9

nar

10

nar

11

nar

16

Diays OFff | H Day I nar

17

18

23

nar

24

nar

Figure 4-102

25

nar

Ternparary Schedule
Selected person number is 1 Temporary schedule time:2016-11-16
A Mo Existing Period Ma. Selected Period
1 har 1 nar
2 cro
O 3 D cro
4 H Day
(oK ) Cancel )
Figure 4-101

You can select user, right click date with existing temporary shift, select to cancel temporary shift;

or batch check users who you want to cancel their temporary shift and then select date with

&)

existing temporary shift , click =

Note:

If no period selected, it is days off.
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4.5.6.3 Report Search
You can directly view attendance data in report search, see Figure 4-103 and Figure 4-104.

Qe 2016-10-01 00:00:00 B 2016-11-14 Department: [ IEN v o o search ) ( Expon )
Statistics Detail | Extract )
Department Wark IDA| Name | Attendance Date Interval | Sign in Time |3ign out Time | te Tir | _eave| Owerttime YWoark | Absent Days

ACE Department 4 xiaohing 2016-10-25 nar 16:30 16:30 1d
ACE Department 4 xiaohing 2016-10-25 Overtime YWaork 16:30 16:30 1m
ACS Departrent 4 #iaohing 2016-10-26 nor 08:11 10:26 1d
ACE Department 4 xiaohing 2016-10-26 Overirme Wark 01:26 10:26 ShOrm
ACS Departrent 4 #iaohing 2016-10-30 Owertime YWoark 22:38 Mat Sign out
ACE Department 4 xiaohing 2016-10-31 nar 01:38 Mot Sign out 1d
ACE Department 4 xiaohing 2016-10-31 Overtime YWark 01:38 Mat Sign out
ACS Departrment 4 #iaohing 2016-11-058 Owertime YWoark 00:48 03:25 2h37m
ACE Department 4 wiaohing 2016-11-08 nar 07:01 19:59 Th30m
ACS Departrment 4 #iaohing 2016-11-08 Owertime YWoark 05:49 19:58 14h11m
Figure 4-103
QL 2016-10-01 00:00:00 20161114 Department: [ NEIN »  work O seach ) ( Export )
Statistics Detail [ Extract )
Departrment | Work |D | Marmea | Attendance Day | Weekday | Off | Late Time |Ear|y Leave Tim|| Owertime YWork |&bsent Days Haoliday

ACS Department 4

Note:

¥iaobing  31d

Figure 4-104

Th30m 30d

When the client if close so cannot get attendance data, a user can Extrat. The system will ectract
data of all attendance devices. Please be patient, this process can be long.
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5. Extension

5.1 Video Wall

After you set video wall setup (chapter 3.10), you can output video to the video wall. You can
follow the steps listed below to set.

1) Click icon =" onthe homepage, you can go to the following interface. See Figure 5-1.

SmartPSS | a L@ 7 -8B X

-

- ~
i Task Manager ) '/\A"DLEtE Device | Real-time Mode

Default Group [A]

= & 172.26.1.146
{® Channell
% Channel2

Unbounded Decoder Unbounded Decoder S Channel3

% Channela

% Channels

% Channels

% Channel?

%/ Channeld

%/ Channelg

% Channeli0

% Channelil

%/ Channel12

% Channel13

% Channeli4

%7 Channel1s

% Channelis

%7 Channel17

%/ Channel18

%/ Channelig v

Unbounded Decoder Unbounded Decoder

No. |Winduw Channel Name | Stay Time — |Stre.amType |Operaﬁon
3 4
(; save ) @ Apply ::f'
Figure 5-1
SN Iltem Function

Video Connectto NVD: Video window is fixed, cannot be dragged.
window Connectto M30 : Video window can be moved, max is 16.
Video i
channel
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SN Iltem Function
Connect to NVD: Select one video window, click
. 5 to open 1*1, 2*2, 3*3, 4*4
Video open | avouts of windows.
window
. 16 MM
Connect to M30: Click to
open 1*1, 2*2, 3*3, 4*4 or M*N layouts of windows.
Clear : Clear all video channels or layouts on screen.
screen,
; Screen on/off setup, to open/close TV wall displsy.
open/close
window .
@" : Clear screen and open window.

2) Select corresponding video wall from the screen information dropdown list. You can check to
select real-time mode if necessary. Once you enable real-time mode, system automatically
output the video to the video wall after you complete the setup. Otherwise, it does not output
the video to the video wall.

3) Dragthe channel on the right pane to the corresponding screen and then binding.

You can view details of binding video in Internet Explorer.

1. In IE, enterM30 or NVD device’s IP address.

2. Download web service pack.

3. After download is complete, system pops up login interface.

4. Enter username and password, click Login to view details of bound video source.
Default username and password is admin/admin.

4) Click save as task button, you can see system pops up a dialogue box for you to input task
name.

5) Please inputtask name and click Save button.

6) Click Output video.

Please note:
® You can select video wall task from the task name dropdown list and then click the
Output video button to view the video.
® Click task manager, you can view current task status. Or you can select one task and

click # or * 1o modify or delete current task.

5.2 Data Report

The system supports to view flow chart statistics, and generate report for data comparison.
o
1) Click | 7

"/ in Advanced area.
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2) Check channel onthe left, set search time, click Search.
See results in Figure 5-9.

LA L ? -0 X
SmartPSS +
==
q | Time: 2016.01.06 \4 R 0000  ANNECINN 1759 B2 (_ Search )
= [[] = Default Group pr—
W~ 10.18.116.117 Chart Type: Line Chart |/ iCYS All v Scale:Hour Contrast:( | Expot )
[ © 1018 116,147 —
[ 2] 10.18.116.157
[ &} 10.18.116.35
[ & 1018 11649
[ &} 10.18.116.50 10F
ol A A " A A
0:00 3:00 6:00 9:00 12:00 15:00
== Channel 14 2016.01.05 enter == Channel 14 2016.01.05 exit
Mo. | Time MName Enter Exit
1 2016.01.05 0:00-0:59 Channel 14 0 0
2 2016.01.05 1:00-1:59 Channel 14 0 0
3 2016.01.05 2:00-2:59 Channel 14 0 0
4 2016.01.05 3:00-3:59 Channel 14 0 0
5 2016.01.05 4:00-4:59 Channel 14 0 0 )
MNo./Page ' - 2 12 Go to page- Page IZ: Go )
Figure 5-2

Chart Type: line chart and histogram.

Time: today, this month, this year, optional.

Filter: filter inflow and outflow.

Contrast: Contrast by time or by channel, max 5 records of contrast data.
Export: can export flow statistical data in format of excel file.

5.3 Log

Log interface is shown as in Figure 5-9.
Gl
1) In homepage, click « Jin BASIC area.

2) Select Client log and select start time/end time, and select type from the dropdown list. Click
Search button, you can see the log information.
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2016-05-16 00:00:00

All

System

Figure 5-3

3) Click Search. See Figure 5-10.
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2016-05-16 00:00:00

All

Figure 5-4

4) Click Device log tab.
5) Select start time/end time, type and device name from the dropdown list.
6) Click Search button. See Figure 5-11.
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SmartPSS

Professional Surveillance System

Client Log Device Log
Start Tirne PEREEE End Time il ( Search J
Device Name [(IRERES (_ Expat_)
Mo. Time User Mame Log Type Note
Mo./Page mv
Figure 5-5
Note:

e This manual is for reference only. Slight difference may be found in the user
interface.

e All the designs and software here are subject to change without prior written
notice.

e All trademarks and registered trademarks are the properties of their respective
owners.

e |If there is any uncertainty or controversy, please refer to the final explanation of us.

e Please visit our website or contact your local service engineer for more

information.
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