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1 Introduction

1.1 NVMS-5000 Brief Introduction

1.1.1 Summerization

NVMS-5000 which combines video capture devices (including various DVR/DVS/IPC), alarm capture devices
(including various alarms and sensors), servers, IP-SAN, clients (including mobile phones) and background monitor

(monitor and TV-Wall) is a set of network video surveillance and management software. It is suitable for large,

medium and small enterprises to use.

Server

DVR VS /I

aca
o
o

Manitor

"
S
-
i

Alnrm device Sensor
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1.2 System Components

1.2.1 System
s N
Control Center
m“h,c nt?calion Media Server E-map Server IP-SAN
Seryer -
(" Front-end Access Background Monitor )
Camera Client Decoder Clljf:‘t
IPC 3. = — }
=
. 2
DVR{DVS
TV wall é-?
swifch switch
Alarm Server Storage Server
_/
Internet )
. (LAN)

1.2.2 Front-end Access

Front-end devices include IPC, DVR and DVS.

You need to connect monitor devices such as IPC, DVR and DVS to internet through hubs or routers accessed by
Cat5 or Cat5e cables (less than 100 meters) or optical fiber.

Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.2.3 Background Monitor

Background monitors include TV Wall Client, Config Client and Monitor Client.

You can setup the real-time image of display devices, these display devices including TV-Wall (decoding images
to show on the TV-Wall through video decoder), digital display screen and so on.

Run config client through local PC to configure and manage the whole system.

Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of

front-end monitor devices.

1.2.4 Control Center

In the control center, configure servers including authentication server, media transfer server, storage server, alarm
server to realize various service, such as, device authentication(including Web), video transmission, image storage,
alarm handling, etc.

In the control center, add IP-SAN storage array to realize centralized storage.

In the control center, connect servers and IP-SAN storage array to internet through hub.

We take the following IP addresses for example in this manual. (Please set up IP addresses in accordance with the

actual situation) :
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NO. Server Function IP address
1 Authentication server | Authenticate devices Cincluding Web) 192.168.6.67
2 Media transfer server Transfer images 192.168.6.68
3 Storage server Image storage 192.168.6.69
4 Alarm server Alarm handling 192.168.6.70
5 Emap server Emap application 192.168.6.71
LN ote: If servers are installed in the same PC, these servers shall have the same IP address.

1.3 NVMS-5000 Version Introduction

\Version

Average signal access

Max signal access

30000-ch video signals

NVMS-5000 v1.2 300-400 channels video signals

2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement

2.1.1 S&H Config Requirement for Contorl Center

Recommendation
for software
configuration

NVMS-5000 Recommendation for hardware

. . Number
configuration

components

more networks access)

Authentication ® CPU: XEON 3430 2.40GHz/Core It is up to the video format and

server/ 4.8M . the number of channel
. . Windows server L .

Media server/ | ® Main board: Intel 3420 2003 32 bit previewing simultaneously for

Storage server/ | ® Memory: 4GB DDR3 ECC ] media server and storage server.

/Windows server .
Alarm Server/ ® HDD: 500GB SATA 2008 32bit Authentication Server: 1
E-map Server ® NIC: 2x1000M (More NICs need if Alarm Server:1

E-Map Server: 1

It is up to the stream, channel and

HDD ® Capacity: 500GB/1TB/2TB = . .
time of the storage video
IP-SAN It is up to the number of the
. ® Supports 12/16/24 SATAS --
(optional) HDD

2.1.2 S&H Config Requirement for Background Monitor

(\[o}

NVMS-5000

components

1 Monitor C

lient

Recommendation for
configuration

Intel Core

hardware

Recommendation for

Number

software configuration

i3 530 double core | Windows 7 SP1 32bit

As required by user
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2.93GHz or above/4GB DDR3/NV | Professional/ Ultimate
GT430 or AMD HD 6570 or above,
above 512MB GDDR5 Memory
(recommend 1GB GDDR5 memory)
/500GB SATA/100M NIC

It is up to the
. . number of the
Windows 7/Windows .

2 TV-Wall Server | Use 8/4-ch decoder XP 32 bit decoding channel
and output dsplay
screen

® CPU: 2G orabove Windows XPSP3 32bit
3 Config Client ® Memory: 2GB DDR3 Professional 1
TV-Wall Client | @ HDD: 500G B SATA /Windows 7 SP1 32bit
® NI: 1000M Professional/Ultimate

2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to setup firewall. All monitor ports shall be

opened in the installed servers. The open ports are as follows:

Port Type Port Server Port Type Port
Authentication server | Internal port 6003 Web server Service port 8088
Internal port 6006 Storage server | Internal port 6009
Media transfer server
Auto report 2009 Alarm server Internal port 6033
E-map server Internal port 6039

LN ote: The above-mentioned ports are the default internal ports of servers. If all these ports are modified,

these open ports shall be modified accordingly in the firewall configuration.

2.3 Confirm Installation Environment

Item ‘ Checkup Standard
Hardware Checkup whether the hardware meets the standard required. Cincluding CPU, memory, HDD, etc.)
Software Checkup whether the software meets the standard required. Cincluding the type and version of the

operation system, NVMS-5000 version, etc.)

Front-end device

Checkup whether the device access is normal and the DVR version is 3.1.9 or above.

Firewall setup

Checkup whether those open ports of firewall meet the standard required.

Network

Checkup whether the networks of front-end devices and center equipments are normal.

TCP/IP config

Checkup whether the settings of IP address, subnet mask, gateway and DNS correct.
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3 Install and Uninstall the Software

3.1 Install the software

1) Find the “setup.exe” file in the DVD disk. A welcome interface will pop up by double clicking it. Now click ‘Next
button.

NVMS-5000 - InstallShield Wizard

‘Welcome ta the InstallShield Wizard for N¥MS-5000

” button.

2) Select “|l accept the terms of the license agreement” and then click *

NVMS-5000 - InstallShield Wizard

License

. This software is only applicable to the fallowing eperalion system, such s, Windows
2P 2000Aista/Awfindiows 7. Using these peration system can realze al functions and
service of this softwars at any time and reduce the response time. |f the st don't want to use
this software after installation, pleass urinstall this software from control panel. The user shal
be responsibls for all the consequences arising therefrom

7. In consideration of the differentiation and complexity of the PC's saftware and hardware, we
cannot guarantee that this software can run nomaly at any circumstance or can live up to al
expectation of users. Dur company shal nat be responsible for all consequence arsing from
the user's use of this software

8 This monitor software shal nat rack or menitor user's computer o meritor the niine and
offine activity of users or collect other personal infamation, such as, saltware information, il
information. et. used by users, or collect user's privacy o offer thess piivacy ta the third

party.

5. This software are tested carefully but we still cannat guaraniee that it can be completely
compatible with all soltware and hardware systems. If there are any compatible problems,

please call our technical supporters to acquis the relsted suppot. I stil unable ta solve the
problem, users can delets this software. = 7 = shall not bs liable for sl
damages arsing from any other reasons in the use of this softwars Lnless it has visibly qualty

NVMS-5000 - InstallShield Wizard

Setup Type
tp

v prefer, t

* to choose the destination folder and then click ‘|Next



NVMS-5000 - InstallShield Wizard

Choose Destination Location

t

HVMS-5000 - InstallShield Wizard

Select Features

Authentication Server
Alarm Server

Config Client

Media Transfer Server
Storage Server
ENTERP~1[Enterprise CMS
Clignt

Server

EMap Server

Welcome to Microsoft Visual C++ 2008 License Terms
Redistributable Setup

i S 5 : Be sure to carefully read and understand all the rights and restrictions described in the
This wizard will guide you thraugh the installation pracess. license terms, You must accept the license terms before you can install the software,

MICROSOFT SOFTWARE LICEMSE TERMS 3
MICROSOFT VISUAL C++ 2008 RUNTIME LIBRARIES (%86, IAG4 AND X64), SERVICE
PACK 1

These license terms are an agreement between Microsoft Corporation {or based on

where you live, one of its affiiates) and you. Please read them. They apply to the
software named above, which indudes the media on which you received it, if any. The
terms also apply to any Microsoft

* updstes,

Press the Page Down key to see more text,

¥ T have read and accept the i

terms. )

.
| < Back |q Install » D| Cancel
o —

" button to complete.
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i Microsoft Visual CHt 2008 Redistributeble Satap ===

Setup Complete

Microsoft Visual C++ 2008 Redistrit ble has been

It is highly recommended that you download and install the latest service packs and
security updates for this product.

For more information, visit the following Web site:

Product Support Center

8) Return to the installation interface of NVMS-5000 to review settings. Then click Next]’ button.

9) Select “Create shortcut in desktop” as needed and then click ‘|Finish|’ button. Now the NVVMS-5000 installation is
completed.

NVMS-5000 - InstallShield Wizard

InstallShield Wizard Complete

10) After you finish installing NVMS-5000, a wizard for Apache HTTP Server pops up. If you want to access web client, please click

" button to install.

Welcome to the Installation Wizard for
Apache HTTP Server 2.2.22

The Installation Wizard will install Apache HTTP Server 2.2.22
on your computer. To continue, dlick Next.

WARNING: This program is protected by copyright law and
international treaties.

< Back [ MNext = ] [ Cancel ]

10) Select “I accept the terms in the license agreement” and click to continue.
10
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ﬁl\pache HTTP Server 2.2 - Installation Wizard ot ﬂ

0

License Agreement

Please read the following license agreement carefully.

Apache License -
Version 2.0, January 2004 3
<http:i'www.apache.orallicenses/>

TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION
1. Definitions.

"License” shall mean the terms and conditions for use, reproduction, and
distribution as defined by Sections 1 through 9 of this document.

do not accept the terms in the license agreement

Installshield
< Back ][ Next = ] [ Cancel ]
11) Read the information of Apache HTTP Server and then click :
4 Apache HTTP Server 2.2 - ]nsta”at}on Wizard I u

Read This First
Read this Before Running Apache on Windows.

Apache HTTP Server

»

e

What is it?

Il The Apache HTTP Server is a powerful and flexible HTTP/1.1 compliant web server.
Criginally designed as a replacement for the NCSA HTTP Server, it has grown to be
the most popular web server on the Internet. As a project of the Apache Software
Foundation, the developers aim to collaboratively develop and maintain a robust,

I commercial-grade, standards-based server with freely available source code.

The Latest Version
| |Details ofthe latest version can be found on the Apache HTTP server project page
under:

http:ihitpd. apache.orgl

i
Il InstallShield

< Back H MNext = ] [ Cancel ]

12) Setthe server information as shown below. The information inputted below is for reference only. It is recommended to choose port 80as
a service. Then click to continue.

%) Apache HTTP Server 2.2 - Installation Wizard ﬁ

Server Information

Please enter your server's information.

Network Domain (e.g. somenet.com)
[

Server Name (e.g. www.somenet.com):

Iwww .test.com

Administrator's Email Address (e.g. webmaster @somenet.com):
I ftest@163.com

Install Apache HTTP Server 2.2 programs and shortcuts for:

@) for All Users, on Port 80, as a Service — Recommended.
() only for the Current User, on Port 8080, when started Manually.

InstallShield

[ < Back ][ Next = ] [ Cancel ]

13) Select the installation type. Options: Typical, Custom and Custom. Then click “Change...” to assign the path to install and click
to continue.

11
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-
4 Apache HTTP Server 2.2 - Installation Wizard

B ==

Custom Setup
Select the program features you want installed.

Apache HTTP Server 2,2,22
== | Apache Runtime

- | Build Headers and Libraries
=) - | APR. Iconv Code Pages
1= | 5l Binaries

oo =2+ | OpenssL Runtime

- = ~ | Apache Documentation
(= ~ | Apache Service Taskbar Icon

B

Click on an icon in the list below to change how a feature is installed.

Feature Description

The Apache HTTP Web Server
Version 2,2

This feature requires OKE on
your hard drive. Ithas 3of 3
subfeatures selected, The
subfeatures require 36ME on
your hard drive.

Install to:
F:\Program Files\Apache Software Foundation\Apache2. 2}

InstallShield

Space < Back

J J

[ Help

)

H MNext = Cancel ]

14) Click |Installf to install the program.

-
. .
4 Apache HTTP Server 2.2 - lation Wizard

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to begin the installation.

exit the wizard.

I If you want to review or change any of your installation settings, dick Back. Click Cancel to

InstallShield

< Back

) |

][ Install Cancel ]

15) Click to complete the installation wizard of Apache HTTP Server.

r -~
4 Apache HTTP Server 2.2 - Installation Wizard

B =

Installation Wizard Completed

The Installation Wizard has successfully installed Apache HTTP
Server 2,2,22, Click Finish to exit the wizard.

Cancel

< Back

12
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3.2 Uninstall the software

If the new version needs to be installed or there is no necessary to use this software, you can uninstall this software.
We strongly recommend that you back up your configuration data before you install the new version of

NVMS-5000.

The methods of uninstallation are as follows: Click ‘Start’ >Programs—=>NVMS-5000->Uninstall to pop up the
following wizard. Click “Yes” to confirm.

NVMS-5000 - InstallShield Wizard

This operation will delete MYMS-5000 from wour computer, Continue?

C= ]

HNVMS-5000 - InstallShield Wizard

Uninstall Complete

If you have already installed the Apache HTTP Server, the configuration tool can still call the Apache installation files. You can select

“Repair” or “Uninstall” or close this interface to continue.

4 System Configuration

4.1 Authentication Server

Authentication server provides a uniform authentication for all devices, servers and clients to access. Therefore,
the authentication server must be started first and continuously.

Double click &8 icon Cor click ‘Start’->Programs->NVMS-5000-> Server-> Authentication Server) to run

this server as shown below. Because other modules are not started, there is no information listed.

13
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c Authentication server

BConnmlien Status
Service Status: Started
Server Name D User Name P Login Time
4 EMap Server (1)
Bemapsewer 6 192.168.50.38 7/9/2013 2:36:20 PM
4 Config Client (1)
a 5 admin 192.168.50.38 7/9/2013 41815PM
4 Media Server (1)
s mdu 22 127.0.0.1 7/10/2013 10:37:52 AM
Description:

This server manages the
whole system.

i b

Name:zero-PC

Port:6003 web server portECHO  Start Time: 2013-07-09 14:36:18 Run time: 1days 0:8:39

Click - icon to pop up the dropdown list through which you can view the version of servers, change the
web server port and set up login and maintenance and server parameters.

Click [Change the web server port] to modify the web server port. The default port of Web Server is 8088.

e Web Server ES

v T X

About Authentication server

Please enter the port: | 8088

Change the web server port

. 3 3 [ 0K l l Cancel l
Server start and maintenance configuration

Server configuration parameters

To start the software automatically after Boot, click [Server start and maintenance configuration| and check

‘Software Auto Startup after Boot’. If *‘Auto Reboot PC” is selected, please input the username and password of the PC,
the time interval and restart time. Finally, click ‘OK” to save settings.

@ Server start and maintenance configuration X

[ Software Auto Startup after Boot

[J Auto Reboot PC

User Name Interval of time
Password Restart time
OK I l Cancel

Click [Server configuration parameterd to pop up the following window. You can modify the internal port. The

default internal port of Authentication Server is 6003. If it is changed, the changed internal port shall take effect after

14
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reboot.

;‘;-. Parameter Settings_Authentication Server.ini

Service port ‘LAN and WAN Mapping | Carrier Relation

If it is modified, it shall be modified accordingly in the
firewall configuration and forwarded in the router.

6003 )

Internal Port:

Setting changes take effect after reboot. [ Apply ” oK ” Cancel ]

4.2 Config Client

Config Client can configure all resource approved by Authentication Server, including devices, users, media
servers, storage servers, alarm server and TV walls. After starting the authentication server, please run Config Client to

create servers, add front-end devices and configure the whole system.

Double click icon (or click “Start’-> Programs—>NVMS-5000->Client-> Config Client) to run Config
Client. A login window will pop up as shown below. Please input the username and password. The default username is
and the default password is . Then you should setup the IP address and port of the authentication server
at the first time. Please click ‘Setup” to pop up a window.

(3 Login B3 @ Authentication Server Setup L3

Name Address Port

Username admin

Password

Authentication | Setup

server
Login Close

Then click ‘New” (Here we will introduce two ways to input).

A . - —— —
€C New Authentication Server x @< New Authentication Server 4

Name |authent\':atl‘on server ‘ Name ‘authent\':ation server |
Addrass | 192 . 168 . 6 . 67 ‘ [ Domain Address ‘renzheng.mel‘bu.:nm | [+] Domain
Port 6003 | Port |6003 |

® You can self-define the name. If the authentication server runs in the PC which the authentication server is
installed, you can input your LAN IP address (Double click ‘My Network Places’-> click *View network connection’
under the field of Network Tasks =>right click ‘Local area connection’->select ‘Properties’>choose ‘Internet
protocol(TCP/IP)—>click ‘Properties’ button to see). The default port is 6003 (If it is modified, please input the

modified port).

15
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- Local Area Connection Properties 2[5 Internet Protocol (TCP/IP) Properties
General |Advanced General ‘
Cannect using: “ou can get |P settings assigned automatically if vour netwark supports

‘ B8 Realtek RTLE168D[F)/E1110[P] PCI | the appropriate IP settings

Subnet mask:

Drefault gateway:

w
< | &
Crom= )
T

Dezcription

wide area network, protocal that provides communication

across diverse interconnected netwarks. Frefened DNS server

he o - Allemnate DNS server.
[ Show ican in notification area when connected

Matify me when this connection has limited or no connectivity

this capability. Otherwise, pou need to ask your network. administrator for

Thiz connection uses the fallawing items: () Obtain an IP address automatically
g (05 Packet Scheduler A (%) Use the following IP address:
W~ Netviork Maritor Driver IF address: 192.168. 6 . &7
Internet Pratacal (TCP/IP) £,

Transmizsion Contral Pratacal/Intemet Pratocal. The default (%) Use the follawing DNS server addresses:

285 285 . 2BB . O

192 168 . 6 . 1

il 1
210 53

=
t
9 we
&
ra | m

® |f the authentication server runs in LAN, please input the LAN IP address and port of the authentication server.

® |f the authentication server runs in WAN, please input the WAN IP address or select ‘Domain’ to input the domain

name and port of the authentication server.

After inputting all information, please click ‘OK’ button and then click ‘Close’ button to return to the login

window. Then click ‘Login’ button to enter into the Config Client interface.

- 3
€€ Login x

Username |adm\'n

Password

senver

Authentication uauthentication server v

Config Client includes three modules: Device and Server, Account and Permission, System and Security.

Click the relevant icon or blue letters to enter into the relevant module.

: E Config Client

Platform System Settings
Device and Server
Create Area | Create Device | Modify And Delete Device
Create Media Server | Modify or Delete Media Server

Modify or Delete Storage Server | Trigger Setup
- ? Account and Permission

S
s

[
|\

Modify or Delete TV Wall
K Create Account  Modify or Delete Account | Madify User Permission

N System and Security

ﬁ Backup System Config = Restore the system configuration data

(2

& X

interface

Enter into the next
interface

il
Return to the previous
P

Display the server
information and
configure parameters

Shrink the window

=K
=
E Minimize the window
[ X

Exit

Device and Server interface includes adding, modifying and deleting device, Media Server, Storage Server, TV

16
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Wall and Schedule as well as modifying Alarm Server and E-Map Server.

N - .
€€ Contig Client

+ admin

Configuration Panel Home

Device
Create Area | Create Device Modify And Delete Device

:{.

® Device and Server

I
o

Account and Permission
Media Server
Create Media Server | Modify or Delete Media Server

System and Security

Storage Server

Create Storage Server Modify or Delete Storage Server

Record Schedule Setting = Partition Group Setting of Storage Server
Add Channel To Storage Server

Alarm Server
Modify Alarm Server | Trigger Setup | Motion Schedule Setting
Sensor Schedule Setting

& &0

Schedule
Create Schedule | Modify or Delete Schedule
Set Schedule for All Applications

Tvwall Server
Create TV Wall | Modify or Delete TV Wall

EMap Server
Change the E-Map Server Information

2P O

Account and Permission interface includes creating, modifying or deleting account and user group as well as user

permission.

_123 Config Client

-

Configuration Panel Home

Device and Server l"ﬁ User Account
e Account and Permission Ji!  Create Account | Create User Group | Modify or Delete Account
Systern and Securf .
4 p (" . Permission
Uy

__,h! Madify User Permission
System and Security interface includes system backup and restoration.

_t-_cl Config Client

-

Configuration Panel Home

Backup or restore settings

Device and Server \Q’J .C?d Backup System Config | Restore the system configuration data

Account and Permission

e System and Security

4.3 Device Settings
Create area and add or delete device.

4.3.1 Create area

In the Configuration Panel Home, enter into the device and server configuration interface by clicking ‘Device and
Server’. Then click ‘Device’ to enter into the device configuration interface.

17
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Create Area  Create Device Modify And Delete Device

an o o
€c Config Client

: : admin

Configuration Panel Home Create, Modify and Delete Device

Modify or Delete Media @ Please select item from the list to change or delete.
Server

Modify or Delete Storage

- @creaw@ @b Add Device 7 Modify [ffl Delete

Modify or Delete Schedule Name Type Channe... Sensor Count | Alarm Qut C.. = IP or Dom.. | Port | Media Server D

Trigger Setup
Maodify or Delete Account
Modify User Permission

Change the E-Map Server
Information

To pop up an area creation window, click ‘Create Area’ button. Then input new area name to create the upper area.
After that, please click ‘OK’ button to save settings.

Y A 0
€€ Config Client

=

Create Area

@ Please input the area name.

Upper Area

AreaName |)'0‘0{] |

To create the lower area, please click ‘Create Area” and then choose the Upper Area and input the area name.
After that, click ‘OK” button to save settings.

onfig Client

Create Area

@ Please input new area name.

Upper Area | O the first level b

AreaName |the second level | *Limited to 1-60 Characters

g OK b} Cancel

If you want to create another upper Area, please don’t choose the upper area. Input the area name directly. Then click
‘OK’ to save settings.

18
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Select the created area and click ‘Add Device” to add device to this area as shown below.

) - -
€c Config Client

=

Configuration Panel Home

Modify or Delete Media
Server

Modify or Delete Storage
Server

Modify or Delete Schedule
Trigger Setup

Create, Modify and Delete Device

@ Please selectitem from the list to change or delete.

admin

e ———
Create Area (Qmu D@ & Modity T Delete

Sensor Count  Alarm Out C...

Channe...

Name Type
= Othe firstlevel
[mlthe secon...

IP or Dom...

Port

Media Server D

Modify or Delete Account

There are three ways to add device.
® Input Device Information Manually
In device creation interface, input the device information as shown below.

A a1 .
€€ Config Client

“
Create Device

@ Enter the new device information

Area |H1 ¥ Create Area
Media Server ¥ Create Media Server
Type |IPCAMERA V‘ O Auto report

Device Name | ‘ *Limited to 1-60 Characters

Stream mode |More than two streams V‘

P | ‘ [JUse domain

Port | “Limited to 1065535
User Name | ‘ *Limited to 1-60 Characters
Password | ‘ Limited to 60 Characters

Confirm Password

Auto Fill

Channel Count | ‘ *Limited to 99

Sensor Count | ‘ *Limited to 99

Alarm Out Count | ‘ *Limited to 99

5] |

Cancel

If the media server doesn’t create in advance, please click ‘Create Media Server’ to create media server as sh
below.

own
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€€ Config Client

Create Media Server

@ Please input name and password for new media server.

Self-define the name and password.

Server Name ‘medl’a server ‘ *imited to 1-60 Characters

Password |000000 | Limited to 60 Characters

|
P .
(L OK )[ Cancel ]

After you create the media server, please return to the device creation interface to select a media server and then
click “Create Device’ button to add the device.

Confirm Password ‘ YY)

® Search Online Device
In device creation interface, a device list will pop up by clicking “Search Device” button.

7 ¥
€€ Search device X

1P Address Fort Number  MAC Address

192,168.6.14 9005 Device Information
10; 5 i

Metwork Information

192,168,13,177
192,168,13,189

[l 5haw been added equipment [Crefren | [ ok ][ e |

The device IP address, port and MAC address automatically on the same network area will list on the Search
Device window. You can double click the IP address which is on the same network segment as the authentication
server’s. The device type, stream mode, IP address and port will be added automatically. Then you just need to
select area and input device name, username and password. The channel count, sensor count and alarm out count
will be automatically filled by clicking “Auto Fill” button.

® Auto Report
In device creation interface, select device type and checkmark “Auto report” as shown below.
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€€ Config Client

-

Create Device

@ Enter the new device information

Area |H1 ¥ Create Area
Media Server ¥ Create Media Server
Type |IPCAMERA V| [ Auto report

Device Name | | *_imited to 1-60 Characters

Stream mode |More than two streams V|

Device Number | |

Channel Count |*L\'m|'ted to 99

|*L\'m|’ted to 99

Sensor Count |
Alarm Out Count |

|*L\'m|'ted to 99

Mr manual

admin

o< ]

’ Cancel l

Select area and media server and input device name, device number, channel count, sensor count and alarm out
count. You also need to configure the network of the device before the auto report takes effect (Please see the

network configuration chapter of the device user manual for the detail configuration).

After adding the device, return to the device configuration interface. Now you can see the information of the

device listed as below.

- o o
€¢ Config Client

L o

Configuration Panel Home

Create, Modify and Delete Device

Modify or Delete Media @ Please selectitem from the list to change or delete.

admin

Maodify or Delete Schedule
= Bthe first level

= Othe secon...
[~ Joffice

Trigger Setup

Maodify or Delete Account

DVR 210.21.22...

Server
Modify or Delete Storage o
L
- Create Area gl Add Device @ Modify {8 Delete
Name Type Channe...  Sensor Count | Alarm Qut €. | IP or Dom.. | Port | Media Server D

5015

media server 9

To modify the device name, password, IP address, Port and the media server of the device, please select the
device and click ‘Modify” button. To delete this device, please select the device and click ‘Delete’ button.

If the video signals connected to this software are more than 300 channels, you shall register. The system will
support to add the third-party device after registration. Please refer to the below picture. Here you can choose to add

other device Type 1 or other device type 2.
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Area ¥ Create Area
Media Server T Create Media Server
Type [IPCAMERA v] [[l Auto report
Device Name EI:\(;:M ERA *Limited to 1-60 Characters
Stream mode  Qther Device Type 1
P : : : [[JUse domain

4.4 Media Server Settings

Media server is in charge of the video signal receival of the front-end devices and transfers the signal to the client
to preview or to the storage server to record. The client or storage server sends the command of viewing the video of

the front-end devices that is also transferred by the media server to the front-end devices.

4.4.1 Create Media Server

Before creating devices, please create media server first. In the configuration panel home, click ‘Device and
Server” > click ‘Media Server’ to enter into the configuration interface of the media server. Next, click ‘Add Media
Server’ button.

edla Serve
Create Media Server  Modify or Delete Media Server

R

€c Config Client

- = admin

Configuration Panel Home * Create, Modify and Delete Server
Madify or Delete Schedule @ Add, Modify and Delete Media Server
Maodify And Delete Device

Modify or Delete Storage @d Media Server = .+ Modify m Delete =T
Si
hid 4 [ d471848461d Device Name | ID Type Chann... = Media Server

igcer Setop ¢ media server
4 Media Server (1)
Modify or Delete Account
Madify User Permission Bmedia.. 8 Media Server d471848461d

Please input the server name and password and then click ‘OK’ button.

€€ Config Client

«

Create Media Server

@ Please input name and password for new media server.

Self-define the name and password.

media server *Limited to 1-60 Characters
secess Limited to 60 Characters

Server Name

Password

Confirm Password

fi
U

P —
(L OK )[ Cancel
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4.4.2 Modify Device of the Media Server

In the configuration interface of the media server, to see the device information, click | button. Then select
the media server and the device of this media server and drag the device to another media server. When the cursor

becomes a green cross, release the mouse.

- . o
€€ Config Client

t - . admin

Configuration Panel Home - Create, Modlify and Delete Server

Modify or Delete Schedule @ Add, Madify and Delete Media Server
Modify And Delete Device

Modify or Delete Storage ig Add MediaServer ¥ Modity [} Delete

Server

4 [fe d471848461d Device Name  ID Type Chann... = Media Server
igser Sewn I media server .
Modify or Delete Account B Media senver2 4 Media Server (2)
Modify User Permission gfmed[a . 8 Media Server d471848461d
Change the E-Map Server EMedia.. 26 Media Server d471848461d
Information 4 Device (1)
@office 9 DVR 16 media server

Now, a dialog box will pop up to ask whether to drag the device. Please click *OK” button to confirm the

modification.

£ A A
€€ Config Client
]

Are you sure you want to drag the device?

@ Dragging device would change their media server!

‘ OK D Cancel

4.4.3 Start Media Server

Double click icon (or click ‘Start’-> Programs—>NVMS-5000->Server->Media Server) to start the
media server. A login window will pop up as follows. Input the created media server name and password. Then click
‘Setup’ button to input the authentication information (please refer to Chapter 4.2 Config Client). After that, please

click ‘Login’ to enter into the media server interface.

Server Name ‘medl’a server - Server Name |med\'a server | -
Password uuu| Password uuu‘ |
Authentication Authentication uauthentication server w
[ Auto Login [ startup [ Auto Login [ Startup
——r)
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You can aslo check ‘Auto Login’ or ‘Startup’ button to set the logging method next time. Auto login means the server

will auto login and there is not neccessry to input in the filed of server name, password and authenticaiton when you
start this server. Startup means the server will auto start when you start you PC.

The media server interface is as shown below:

Media Server

§ Connection Status

Service Status: Started

Server Name D Username P Login Time

4 Authentication server (1)

E#d4718484614d 1 192.168.6.67: 6003 3/20/2012 543:09 PM
4 Alarm Server (1)
[ Alarmserver 2
4 Device (2)

admin 210.21.229.141:5015 3/20/2012 543:09 PM

@ forridor 27 admin 210.21.229.141:5001 3/20/2012 543:09 PM

Description:
This server distributes Color icon indicates the normal connection of the device. ]

;nec_iw'a data and status of [Grey icon indicates the abnormal connection of the device
evice.

the default media server port the default auto report port
L >
Name:media server Poi @ Start Time: 2012-03-20 17:43:07  Run time: Odays 0:13:26
= |

If you want to stop media server, please click ‘Stop Service’ button. A window will pop up to ask for password.
You should input the correct password of the media server and click *OK” button to stop service. If you want to start

service, you still need to input the password. It is the same with the following server to stop/start service.

a

@ Stop Service of Media Server B3

Server Name

Passwaord |

[JAuto login in the next time

| ok | [ cancel

4.5 Storage Server Settings

Storage server is in charge of the storage of resource information, including the information of manual record,
schedule record, sensor alarm and motion alarm record and responds to the research and read of all storage data.

Additionally, it also supports self-defined storage path settings and IP-SAN access.

4.5.1 Add Storage Server

In the configuration panel home, click [Device and Server] and then click ‘Storage server” as shown below.
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Create Storage Server | Modify or Delete Storage Server
Record Schedule Setting | Partition Group Setting of Storage Server
Add Channel To Storage Server

Enter into the configuration interface of the storage server as shown below.

g Config Client

‘- admin

Configuration Panel Home | ¢ aate modify and delete storage server

Modify or Delete Meda Select storage server to madify or delete, select channel of storage server to setup schedule
Server Notice:Only the channel assigned to the media server can be assigned to the storage server

Create Schedule =
Add Media Storage Server) # Modify  [[ Remove [ii Add or Remove Record Schedule

Device Name Channel Name Chann... = Record Schedule &

Modify or Delete Schedule

Modify And Delete Device
BT BIE M an Server 4 Not assigned channels for storage server (32)

Information wd office CAM1 1

.7§ Config Client

€

Create Storage Server

@ Input storage server name and password

Server Name *Limited to 1-60 Characters
Password I:l Limited to 60 Characters

OK Cancel

Input the storage server name and password and then click ‘OK’ to create a storage server.

Return to the configuration interface of the storage server. If you want to modify the created storage server, please
select the storage server and click ‘Modify” button to change the name and password. To delete the storage server,
please select the storage server and click ‘Delete’ button.

4.5.2 Add Channels to Storage Server

E S\ cthod 1 NIRG configuration interface of the storage server, select channels and drag these channels with the
mouse into the storage server. Release it when the cursor changes into a green cross. Then a dialog box will pop
up to ask you whether to move these channels. Please click ‘OK’ to confirm.
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-_ . 1
€€ Config Client

€

Configuration Panel Home

Moadify or Delete Media
Server

Create Schecule
Maodify or Delote Schedule
Madify And Delete Device

Change the E-Map Server

Information

AL/ ethod 2§

below.

&

Create, modify and delete storage server

Select storage server to modify or delete, select channel of storage server to setup schedule
MNotice:Only the channel assigned to the media server can be assigned to the storage server

li Add Media Storage Server o Madity [ Remove [l Add or Remove Recard Schedule |

Device Name Channel Name Chann.. Record Schedule el

4 storage server (0)

4 Not assigned channels for storage server (32)

wpoffice CANL 1
woffice CAMZ 2
wioffice CAMZ 3
a 4
5

B
7
-

s office

CAME

Storage Server
Create Storage Server | Modify or Delete Storage Server

Record Schedule Setting | Partition Group Setting of Storage Serwer

{Add Channel To Storage Server )

Canfiguration Panel Home

Madify or Delete Schedule
Create Schedule

Create Area

Maodify And Delete Divice

Maodify or Delete Media
Server

Maodify or Delete Storage
Server

Create Media Server

Add channel for Storage server
Q Select channel to add o the storage server
Device Name Channel Mame  Char Channel Name Channel ..
[+ storage server(Channel Co— D the first level(Channel Cou...
= [ the second level (Chann...
Ll office(Channel Cou..
sk CAM1 1
[ CAM 2 2
ek CAM3 3
& ST I |
[Clep CAMS ]
—_— [l CAME [
[l CAMT 7
[ lwi CAME 8
> [Clep CAMY 9
[ CAMID 10
[ CAM1L 11
[sm CAM12 12
[l CAM13 13
[ CAM T4 14
[ CAMIS 15
[ CAM1E 16
= [JamCorridor(Channel ..
3 ¥
Co )

Enter into Configuration Panel Home—> Add Channels to Storage Server interface as shown

Steps: First, select storage sever. Second, select channel. Third, click icon to add the channel to the storage

server. Finally, click ‘OK’ button to save settings. If you want to add all channels of a device to a storage server,

please select the storage server and then select the device name and icon. If you want to delete channels listed

in a storage server, please select the storage server and channels and then click icon to delete.

4.5.3 Setup Record Schedule

Return to the configuration interface of the storage server to setup record schedule for these channels. Select a
channel and click ‘Add or Remove Schedule Channel” or directly click ‘Record Schedule Settings” in the Device and
Server interface.
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€€ Config Client

+ admin

Configuration Panel Home o ate modify and delete storage server

Modify or Delete Media Select storage server to modify or delete, select channel of storage server to setup schedule
Server Notice:Only the channel assigned to the media server can be assigned to the storage server
Create Schedul

o [ Add Media Storage Server . Modify [ Remove i Add or Remove Record Schedul

Modify or Delete Schedule
Modify And Delete Device

Change the E-Map Server
Information

>

Device Name Channel Name| Chann... | Record Schedule

4 storage server (32)

Put the cursor on the schedule name to see the schedule. The default schedule is “7x24”. You can click this
schedule and then click ‘OK” button to save settings. You can also click ‘Create Schedule’ button on the left menu bar
to set other schedules (please refer to Chapter 4.7.1 Schedule Settings for detail information).

@ Config Client B

o

Caonfiguration Panel Home Add or remove schedule

| @ Select one schedule or remove schedule for this node.
I
7X24

Sun
00:00~24:00
Mo
00:00~24:00
Tue
00:00~24:00
Wed
00:00~24:00
Thu
00:00~24:00
Fri
00:00~24:00
Sat

00:00~24,00

Cox )

Modify or Delete Schedule

4.5.4 Start Storage Server

(9

Double click = icon Cor click ‘Start’ > Programs > NVMS-5000 > Server -> Storage Server) to run

storage server. A login window will pop up as shown below. Please input the above created storage server name and
password. Then click “‘Setup’ button to input the authentication server information (Please refer to Chapter 4.2 Config

Client for more detail information). Finally, click ‘Login’ button to login to the storage server.
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Server Name | storage serveri

Password

Authentication

JAuto Login [ Startup

The storage server interface displays as below.

Server Name |storage server

Password ssssee

Authentication “authentl‘can‘on server ¥

[ Auto Legin [ Startup

G

g Storage Server

Service Status: Started
Server Name (]
4 Authentication server (1)

[ d471848461d 1

ngnedion Status | . Partition Status 3’ Recording Status

Username 1P

Login Time

192.168.6.67: 6003 3/20/2012 55843 PM

Stop Service

4 Alarm Server (1)

[ AlarmServer 2
4 Media Server (1)
3/20/2012 55943 PM

T
W mmedra server 8 192.168.6.68:6006

Description:
This server stores video
and audio data.

the default storage server port

>

Start Time: 2012-03-20 17:58:40 Run time: Odays 0:0:5

Port:6009

Partition Status: Check the information of disks. Click *Refresh’ button to refresh disk information.

Format the Disk: You can format disks. Before formatting, you shall click ‘stop service” to stop the service of
storage server first. You should input the password of this server when you stop or start service. Then select the disk to
format. Finally, click ‘Format’ button.

Note: The disk cannot be set to record partition before formatting.
@ Storage Server

Namestorage server

g Connection Status \:;‘ Partition Status a Recording Status
Service Status: Started
Drive... | File System Partition Size Free Space Available Space | Status Assigned  Width
C: FAT32 37.6G 24.2G 24.2G Uninitfalized Yes No
E: NTFS 586G 434G 434G Uninitialized Yes Yes
F: NTFS 781G 634G 634G Uninitialized Yes No
Description: Server Name
This server stores video = 2
and audio data. Ferma ]
[ Auto login in the next time
_ |
< >
Please stop service before formatting disk. O
Name:storage server Port:6009 Start Time: 2012-03-15 15:41:08 Run time: Odays 0:9:14

Recording Status: Check whether the device is online or not and view the record type. The record type includes
schedule record, sensor alarm record and motion alarm record. These records will display after the schedule is set.
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For example, when the device is under schedule record condition, the recording status will display as below.

g Storage Server

[ ’ Connection Status” k,.- Partition Status“m
Service Status: Started
1D Device Name Channel.. | Online Status Record Type 4
) 24 oftice 15 Online
W 25 office 16 Online
wp 28 Corrider 1 Online Schedule Record
wp 29 Corridar 2 Online Schedule Record
] 30 Corridor 3 Online Schedule Record
) 31 Corridor 4 Online Schedule Record
W 32 Corrider 5 Online Schedule Record
wp 33 Corrider [ Online Schedule Record
wp 34 Corridar 7 Online Schedule Record
] 35 Corridor g Online Schedule Record
Blosifaifiant ) 36 Corridor 9 Online Schedule Record
This server stores video W 37 Corridor 10 Online Schedule Record
and T wp 38 Corrider 11 Online Schedule Record
wp 39 Corridar 12 Online Schedule Record
] 40 Corridor 13 Online Schedule Record
W 41 Corridor 14 Online Schedule Record
W 42 Corridaor 15 Online Schedule Record
wp 43 Corridar 16 Online Schedule Record =
< | ¥
Name:storage server Port:6009 Start Time: 2012-03-15 15:41:08 Run time: Odays 0:13:40

4.5.5 Partition Group Settings of Storage Server

Partition group which is comprised of disk partitions stores record data of different devices. Storage server must
be started before setting partition group. In the Device and Server interface, click ‘Partition Group Settings of Storage
Server’ button.

Storage Server
Create Storage Server | Modify or Delete Storage Server

Record Schedule Settings €arfition Group Settings of Storage Servel
Add Channels To Storage Server

1) Create Partition Group
Select storage server and click ‘Create Partition Group’ button.

R A a
€€ Config Client

<+ -» admin

Configuration Panel Home Partition Group Setting of Storage Server

Note: When you add channels to the storage server, these channels will be added to the default
Modify or Delete Schedule partition group automatically if you don't choose the partition group. Cache partition is used to
Create Schedule reduce data loss as far as possible when there is insufficient storage space. Cache partition is not
recording partition, so the channel cannotbe added to it

Create Area
Modify And Delete Device

Modify or Delete Media
Server

M2 Create Partition Group _lJ.# Modify Partition Group '['ﬂﬁ Delete uf. Add or Remove Channel From Partition Group

Partition Group Name Driver letter Channel C...

4 storage server (1)

BEDefault Partition ... C;E;F; 32

Select the disk partition and then click ‘OK” button to create a new partition group for the storage server.
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A - o
€c Config Client
admin

(=
Create partition group for the storage server "storage server".

Note: Only one cache partition group can be created. When the storage server adopts the IPSAN
network storage mode, in order to reduce the loss of data to the greatest extent you cannot select the

@ network disk partition in case the network disconnects momently or the storage device in one network
disconnects and then automatically switches to another network to store.

Status
Uninitialized

Driver letter | File System Partition Size  Free Space
781G 63.4G

F: NTFS

Co) Can ]

[OSet to cache partition
—

You can also set a cache partition by checking “Set to cache partition”.

2) Modify Partition Group
Return to Partition Group Settings interface. Select partition group and click ‘Modify Partition Group’ button to

modify this partition group.

@ You can select more than one partition.
™ I
jud Create Partition Group [ & Modity Partition Group I moehw Driver letter | File System = Partition Size | Free Space | Status
Partition Group Name Driver letter Channel C... i NTFsS 78.1G 63.4G Uninitialized
4 storage server (2)
BBDefault Partition .. C;E; 32 < 3
rtition group 2 F; (o J]

3) Add or Remove Channel from Partition Group
Select partition group and click ‘Add or Remove Channel from Partition Group’ button.

Eg Create Partition Group / Maodify Partition Group mE Delete @;d or Remove Channel From Partition GmuE}
R =

Channel ...

Partition Group Name Driver letter

4 storage server (2)
18

28Default Partition ...  C;

titton group 2 E;

[0]

Add channel to partition group: Select channels of area 2 and click button to add. Then click ‘OK’ to save settings.

Remove channel from partition group: Select channels of area 1 and click button to remove. Then click ‘OK’ to

save settings.
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€€ Config Client

-

Cenfiguration Panel Home | a ¢ channel to the storage server "storage server”
Modify or Delete Schedule Note: Only the channels assigned to a media server can be assigned to the storage server, so you
Create Schedule can only see the channels assigned to a media server from the following list.
Create Area Device Name Channel Name | Char| Channel Name Channel ...
Modify And Delete Device | = (1% Default Partition Group:C; ... » OO0 the first level(Channel Cou...
Modify or Delete Medra e office CAM2 2 OO the second level(Chann...
ST Bl office CAM3 3
™ ) Area2
[Jw® office CAMS 5
Cavoffice  Area 1 CAMS 6
e office CAM7 7
e office CAMSB 8
e office CAMY 9
e office CAM10 10
e office CAMI1 11
O office CAM12 1 1<
e office CAM13 13
e office CAM14 14f-
e office CAM15 15
[ Jwi® Corridor CAMS 5 Jo
Modify or Delete Storage | < | E
Server
Create Media Server

4.6 Alarm Server

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the

alarm information to the relevant user terminal system or devices in accordance with prior alarm settings.

Modify Alarm Server | Trigger Setup | Motion Schedule Setting
Sensor Schedule Setting

4.6.1 Alarm Server Setting

There is only one alarm server in NVMS-5000 system and the system has already created an alarm server named
AlarmServer. The default password is null. When logging into the alarm server, no password needs to input.

Enter into Configuration Panel Home - Device and Server > Alarm server interface as shown below. You can
modify the alarm server name and password and set alarm trigger (including record alarm trigger, big screen trigger),

motion alarm schedule and sensor alarm schedule.
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_g Config Client

'S

Configuration Panel Home

Modify Alarm Server
Modify And Delete Device

@ Select item to change
Modify or Delete Media

Server

Modify or Delete Storage 2

Server Modify Name | bj AlarmServer
Modify or Delete Account Modify Password e

Modify User Permission
Modify or Delete Schedule

Alarm Trigger

Motion Alarm Schedule Setting
Change the E-Map Server

Sensor Alarm Schedule Setting
Information

Create Schedule
Create Storage Server
Create Media Server

Create Area

Click ‘Modify name” and “Modify password’ button to change the name and password of the alarm server.

4.6.2 Alarm Tirgger Settings

In the configuration interface of the alarm server, click ‘Alarm Trigger” to enter into alarm trigger interface.
Select the device and click ‘Add Trigger”.

EConfigCIient R ¢ X

L o admin

Configuration Panel Home  v/jew and Change Alarm Trigger Settings

Modify And Delete Device @ You may create, change and delete the alarm trigger settings.
Modify or Delete Media I —

Server @ Add Trigger,d # Modiy [ Delete °5J

Modify or Delete Storage 4 D the first level Input Output
e ED 4 [Clthe second level

Modify or Delete Account E

Modify User Permission & office

Modify or Delete Schedule

Trigger Record: Select a channel, click ‘Select Channel” button under the title of Trigger Record and then select
the trigger record channels. After that, click ‘OK’ to save the selected channel. Finally, click ‘OK” button in the alarm
trigger interface to save all settings.

. e_e Config Client

Corridor

1 € sensorl AL Device Channel A 2]
T sensorz Alas 4 da71848461d storage server (32) ‘.
F sensor3 Alas N -
T Sensard Ala 3 Exl
& CAMITMa LAM.:
% "CAMZ Mo AN
£ "CAM3I"Ma CAMS
£ "CAMAT Mo CAMS
% “CAMS™ Mo CAMT
£ CAME” Ma CAMS
A CAMT" Mo U office camg
® CLAMET Mo O e ofiice CAMID
£ CAMS" Mo Depoffice CAMLL
F CAM1D" M, Depoffice CAML2
% “CAMLL" M- D@ ottice CAM13
% CCAMLZT M D office CAML4
£ TCAM1IIT M Llwpoffice CAMLS
B CAMI4" M- O e oftice CAM1E
% TCAMIST M. [ 1 riericie ransa L
ooy N °

i)
< = »

5 OK Cancel

Trigger Audio: Checkmark trigger audio. There will make a sound on an alarm.
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4 @dwr \ [
T Sensor 1 =
Tri Audi
T Sensor 2 ([\'E. LipaeiAudio @ 1
E Sensor 3 — g
FSensord Trigger Audio
% "CAM1" Motion Alarm
x "CAM2" Motion Alarm (E Trigger Big Screen [~} 1
4 "CAM3" Motion Alarm X
# "CAM4" Motion Alarm | T1199er Select Channel
‘ Device Name Channel = Media Server |

Trigger Big Screen: Select a channel, click ‘Select Channel’ button under the title of Trigger Big Screen and then
select the trigger record channels. After that, click ‘OK’ to save the selected channel. Finally, click ‘OK’ button in the
alarm trigger interface to save all settings.

Finishing setting, you can see all alarm trigger information in the alarm trigger interface. To modify the alarm
trigger information, please select the relevant channel and click ‘modify’ button. To delete the alarm trigger
information, please select the channel and click ‘delete’ button.

o o 0
€c Config Client

S

Configuration Panel Home ' \/jew and Change Alarm Trigger Settings i

Modify And Delete Device @ You may create, change and delete the alarm trigger settings.
Modify or Delete Media

Server &5 Add Trigger { # Modity ) {8 Delete =7 ‘

Modify or Delete Storage 4 Dl the first level Input Output
i 4 [the second level | corridor — Sensor3 Alarm Trigger Preview
Maodify or Delete Account & corridor corridor — Sensorl Alarm Trigger Record

Modify User Permission & office corridor — Sensor3 Alarm Trigger Record
corridor — "CAM1" Motion Al... Trigger Preview
corridor — "CAM1" Motion Al... Trigger Record
corridor — "CAM2" Motion Al... Trigger Preview
corridor — "CAM2" Motion Al... Trigger Record

Modify or Delete Schedule

=

To conceal or reveal the input and output information of DVR, please click L=l icon.

4.6.3 Motion Alarm Schedule Setting

Click Eﬂ icon to return to the configuration interface of the alarm server. Select “Motion Alarm Schedule

Setting’ button to enter into its configuration interface. Choose channels and click ‘Add or Remove Schedule’ button as
shown below:

- T
€€ Config Client

‘_ admin

Configuration Panel Home
Set up mobile alarm scheduling scheme
Modify And Delete Device

Modify or Delete Media Q Choose channel and add, modify or delete motion alarm schedule for the channel.
3 recr
arver ¢Tis Add Or Remove@ & Remove
Modi Delete St 5
Sec:\,;y ormERE SITASE | 4 Dlthe first level Device Name | Channel Name Chann... | Schedule Name Area A
. Othe second level e the second lev:

Modify or Delete Schedule * office CAM?2 2 the second lew
& office CAM3 3 the second lev
& office CAM4 4 the second lew

Put the cursor on the schedule name to see the schedule. The default schedule is “7x24”. You can click this
schedule and then click ‘OK” button to save settings. You can also click ‘Create Schedule’ button on the left menu bar
to set other schedules (please refer to Chapter 4.7.1 Schedule Settings for detail information).
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+ -’ admin

Configuration Panel Home

Add or remove schedule

reate Schedule
@ Select aschedule or remove the current schedule for the selected storage channel

O 25| 7%24

Sun
00:00~24:00
on
00:00m24:00
Tue
00:00~24:00
Wed
00:00~24.00
Thu
00002400
Fri

00:00~24,00
Sat
00:00~24:00

Modify or Delete Schedule ! -

If you want to delete the set schedule, please choose the schedule and click ‘Remove’ button to delete it.

4.6.4 Sensor Alarm Schedule Setting

Click B2 icon to return to the configuration interface of the alarm server. Select “Sensor Alarm Schedule
Setting” button and do the relevant settings. Please refer to Chapter 4.6 Motion Alarm Schedule Setting for more
details.

Note: If no motion alarm schedule or sensor alarm schedule is set up, the default schedule (7x24) will be used.

4.6.5 Start Alarm Server

Double click @tms=zzd icon (or click “Start’—>Programs—=>NVMS-5000->Server->Alarm Server) to run alarm
server. A login window will pop up as follows. Please input the above mentioned alarm server name and password (If
no modification is made, the default name is AlarmServer and the password is null). Then click *Setup’ button to input

the information of the authentication server (please refer to Chapter 4.2 Config Client for more details).

< - s ’ ~ |

Server Name |a|armserver | - Server Name |a|armserver | -

Password ‘ Password | ‘

Authent\'cat\'un Authentication uauthenticatl'on server v

O Auto Login -~ [ Startup [JAuto Login [ Startup
=
T

After that, please click ‘Login’ button to login to the alarm server. The alarm server interface is as follows.
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"
AS Alarm Server

m ‘@ Alarm Status

Service Status: Started

Server Name 1D Username IP Login Time
4 Authentication server (1)
e .da71848451d 1 192.168.6.67: 6003 3/20/2012  559:20 PM
4 Media Server (1)
B: media server 8 192.168.6.68:6006 3/20/2012 5:5943 PM

4 Storage Server (1)
Estmrage server 44 192.168.6.69:6009 3/20/2012 5:59:45PM

Description:
This server handles all
alarm trigger.

the default alarm server port

¢ N\ @

Name:alarmserver ort:6033 Start Time: 2012-03-20 17:59:45 Run time: Odays 0:0:4

Alarm Status: Clicking the tab of “Alarm Status” can see the alarm status of devices.

4.7 Schedule Settings

Return to Configuration Panel Home. Enter into Device and Server->Schedule interface.
In this interface, you can create, modify or delete schedule and set schedule for all applications.

ol Create Schedule | Modify or Delete Schedule
Set Schedule for All Applications

4.7.1 Create Schedule

Enter into the Schedule configuration interface. There is a default schedule (7x24). You can also create other
schedules.

_— T
€c Config Client

<+ admin

ganfiglation Panel Home | oo e change or delete schedule

BRI e e Device @ Please select the schedule you want to modify or delete from the list.
Modify or Delete Media
S

hidl @mu Schedule D # Modify [, Delete

Modify or Delete Storage i
Server TX24

Change the E-Map Server
Information

You can self-define the schedule name and manually set time or set time through “Select All or Reverse Select’
button to complete the schedule time and date setting. Then click ‘Create Schedule’ button to save all settings.
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- admin

Create Schedule
self-define

@ Flease enter a nam}aﬂﬂ’set the time period for the new schedule. 1
—
Scheduling scheme name(&xlo ) ‘ - | Manual Input| Select All Reverse Select Clear All
Sun

o U UL, AU N N IR L NN I N

0 1 2 3 4 lll 12 13 14 15 16 17 18 18 20 21 22 23 24

1 I I 1 | | 1 1 1 1 1 1 1 1 1 1 1 1
04:06~10:27 Manual Input  Select Al Reverse Select  Clear All

s A S AN S L I S L I R SO N |
Mon |0 1 2 3 4 5 & 7 @ 'F 011 12 13 14 15 16 17 18 19 20 21 22 23 24
T O S e Oy O PO O ey PO O
03:43 ~0 Manual Input dselect Al Reverse Select Clear All

— . . T — NERECE N N

Tue R ERVE AL A UCR TN CECS GG O] 15 14 1% 16 17 18 19 20 21 22 23 24

5 = 5 = Manual Input  Select Al Reverse Select  Clear All

T Start Tlme: End Time: 5:24:06 3 B e e e e e e NI s e e

Wed ‘ 0 13 14 15 16 17 18 19 20 21 22 23 24
| P I P U P O PO M
" Manual Input  Select Al Reverse Select Clear All

Thu ‘u: s 114 P S S A e

Manual Input  Select Al Reverse Select  Clear All

T T T
Fri ‘ U‘ 1 2 3 4 Bl [ 7 8 9 o0 11 12 13 1‘4 15 1|6 17 18 19 20 21 22 23 24

Manual Input  Select All Reverse Select Clear All
A e e e TR A A s e B o o L B A e s e A
Sat ‘ ? 1 2 3 4 5 6 7 8 9 o0 11 12 13 1‘4 15 1|5 17 18 18 20 21 22 23 24

Manual Input  Select Al Reverse Select  Clear All

o

1 Manually input the start time and end time of the whole week.
2 Manually input the start time and end time of one day.

4.7.2 Modify or Delete Schedule

1) Modify Schedule

Enter into the schedule configuration interface. Select the schedule and click ‘Modify’ button as shown below.

" -
Modify Schedule Info
p . @ Selectitem to change
r Fii7 Add Schedule | 7 Modity | fff Delete Modify Schedule Name
?X24 Modify Schedule Time | J pxZ

View or change other schedules

Select “Modify Schedule Name” to help you modify the schedule name.
Select “Modify Schedule Time” to help you modify the schedule time. After clicking “Modify Schedule Time”,

the schedule will pop up. Click icon and move the cursor to select time. Click @ icon and move the cursor

in the blue area to erase the time selection. You can also manually input the time or modify schedule time through
clicking “Select All”, “Reverse Select” or “Clear All’ button. Finally, click ‘Modify Schedule’ button to save all
settings.
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- Manual Input Select All Reverse Select Clear All
r— 1T T T T " T " T " T T~ T T "1+ T " T " T " T " T " " T T " T "1 T "1 1
sun |n 1 2 3 4 5 6 7 8 8 10 11: 12 13 14 15 16 17 18 19 20 21 22 23 24
I o S T [ [ A U AN i |
Manual Input  Select All Reverse Select Clear All
Mon
00:00~24:00 Manual Input  Select All  Reverse Select Clear All
Tue
00:00~24:00 Manual Input  Select All Reverse Select Clear All
Wed
00:00~24:00 Manual Input  Select All Reverse Select Clear All
Thu
00:00~24:00 Manual Input  Select All Reverse Select Clear All
Fri
00:00~24:00 Manual Input  Select All  Reverse Select Clear All
R R o T e e L L D LY e e L )
Sat |u 1 2 3 4 5 - 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
IR Y T N S O o O O A IO
05:32~07:13 Manual Input  Select All Reverse Select Clear All

[Modify Schedule] [ Cancel

2) Delete Schedule
Enter into the schedule configuration interface. Select the schedule you want to delete and then click ‘Delete’
button.

4.7.3 Set Shedule for All Applications

Click icon to return to Device and Server configuration interface. Click ‘Set Schedule for All Applications

button to set record schedule, motion alarm schedule and sensor alarm schedule.

4.8 TV Wall Server Settings

TV Wall Server is in charge of decoding the video signal sent by media server and display images on the TV wall.
However, decoding the video signal and displaying images on the TV Wall must install decoding card in the PC.

4.8.1 Create TV Wall Server

Start Authentication Server and Config Client and then enter into Configuration Panel Home - Device and
Server > TV Wall Server interface.

ﬁ

Create TV Wall | Modify or Delete TV 'Wall

Click “TV Wall” to enter into TV Wall Server configuration interface. Click ‘Add TV Wall Server’ button.
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‘_ admin

Configuration Panel Home . create, Modify or Delete TV Wall Server

Modify And Delete Device @ Select item to madify from list
Madify or Delete Media

Server
Add TV Wall Server Modify m Delets
Modify or Delete Storage

(5] TV Wall Name

Server
Modify or Delete Account

Modify User Permission

Input the name and password of the TV Wall Server and then click *‘OK’ button.

Y n A
€c Config Client

L o admin

Create TV Wall You can self-define the
@ Please Input TV Wall name and password hame and password.
f_\d__-_-_—i'-_---—
Name | TV Wall | *Limited to 1-60 Characters
Password |eesese | Limited to 60 Characters
Confirm Password |eeeses |

q oK ) Cancel

As for the created TV Wall Server, you can click ‘Modify’ button to change its name and password and click
‘Delete’ button to delete the TV Wall Server.

4.8.2 Install Video Decoding Card

In order to decode video and display video on the wall, user must install video decoding card in the computer.
The steps are as follows:
Step 1: Open the back cover of the PC and insert the video decoding card into the PCI port of the PC as shown below:

. ! ; i ETY. v L '. y... " ...._ = s
Step 2: Connect BNC port and video decoding card (take the decoding server which supports 4 decoding card for
example) as shown below:

The port will display as shown in the following picture after you install the video decoding card.
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Step 3: Right click ‘“My computer’ and then click ‘Manage’ - ‘Device Manager’ to unfold ‘sound, video and game
controllers’ to check whether there are decoding cards listed or whether the decoding card displays well. If the number
of decoding cards is wrong or there is question mark, please re-install the driver software.

4.8.3 Start TV Wall Server

Double click mzElEzzi icon (or click “Start” - Programs—>NVMS-5000 - Server->TV Wall Server) to run the
TV Wall Server. A login window will pop up as shown below. Please input the name and password of the TV Wall
Server and then click ‘Setup’ button to input the relevant information about Authentication Server (Please refer to

Chapter 4.2 Config Client). Finally, click ‘Login’ button to enter into TV Wall Server interface.

£ . ! . "

Server Name |T\/Wa|\ | - Server Name |T\f‘WaH ‘ v
Password |""" ‘ Password sssses |
Authentication Authentication aauthenticatfon server w
[JAuto Login [ Startup [JAuto Login ~ []Startup
G

After starting TV Wall Server, it is a full black screen. Right click the screen to see the following list. Click
‘About TVWall Sever’ to see the version information of TV Wall Server. Click ‘Server start and maintenance
configuration’ to set the login method next time. Click ‘Exit TVWall Server’ or press ‘ESC’ button to exit the TV Wall
Server.

About TVWWwall Server
Server start and maintenance configuration
Exit T all Server

4.9 E-Map Server

The E-Map server stores the E-map information of the system. The clients of the system landing anywhere can
share the same E-map.

4.9.1 E-Map Server Setting

There is only one E-map server in NVMS-5000 system and it has been already created named EMapServer. The
default password is null. When logging into the EMap server, no password needs to input.

Enter into Configuration Panel Home - Device and Server - EMap server interface as shown below. You can
modify the EMap Server hame and password.
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admin

Configuration Panel Home

Madify And Delete Device

Modify or Delete Media
Server

Madify or Delete Storage
Server

Modify or Delete Account
Madify User Permission

Change the E-Map Server Information

Q Selectitem to change

Modify Name
Modify Password

Create map

4
‘ &3 | EMapServer
. J

Trigger Setup
Modify or Delete TV Wall

Modify the Map and Add HotSpot and HotZone

E-Map Server is not enline.

To create map or modify the map, you must start the E-Map Server.

4.9.2 Start E-Map Server

Double click EMap Server icon (or click “Start” - Programs—>NVMS-5000 - Server->EMap Server) to run the
EMap Server. A login window will pop up as shown below. Please input the name and password of the TV Wall Server
and then click *Setup’ button to input the relevant information about Authentication Server (Please refer to Chapter 4.2
Config Client). Finally, click ‘Login’ button to enter into EMap Server interface.

Server Name |EMapServer - Server Name

Password | Password

Authent\'cat\'on Authentication uauthentication server w

[ Auto Login [ Startup [JAuto Login -~ [ Startup
P
@ EMap Server B ¥ O0'X
onn n
Service Status: Started
Server Name jin} Username IP Login Time

4 Authentication server (1)

192.168.6.67:6003 3/20/2012 5:34:26 PM

@ d471848461d 1

4 Config Client (1)

<] 3 admin 192.168.6.67 3/20/2012 5:34:27 PM

Description:
This server provides
EMap service.

the default Emap server port

< \ .

Name:EMapServer Port:6039 Start Time: 2012-03-20 17:34:24 Run time: Odays 0:25:42
[ |

4.9.3 Create E-Map

After the startup of the EMap server, return to the Configuration Panel Home - Device and Server > EMap

server interface and click ‘Create map’ button.
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Please select the map you want to add from the local disk, enter aname and choose
the parent map for this new map.

Create a map for the E-Map Server

map name showing in the
Parent Map client.

—N
-
Map Name U I *imited to 1-60 Characters

Map File | ‘( Browse )

[ OK l { Cancel ]

Input the map name, click ‘Browse’ button to find the map you want to add, double click the map file and click
‘OK’ to save settings.

4.9.3 Modify Map & Add Hotspot and Hotzone

Enter into the Configuration Panel Home - Device and Server > EMap server interface and click ‘Modify Map
and Add HotSpot and HotZone’ button.

@ Config Client

iy

admin

H E"—L' Create Map & Madify Name @Delew mAdd HotZone AddHolSpm i Save QZoomout 4 ¥{NanShan
3 Office
Office
WC
Engineering we gnnference
vepatnent{[[[[[[]]] R [romte [ ] T LT
P Ly
- — === - - Coriider— — — — — — — — — — — Comidor— —
|
| |
Corrid | Conference | Conferenci Domestic
I Department Department F
1 |
Test i |
Department | Perell
| : Dap3
| |
7777777777 — — — — Carridor — — —f
Corridor |, —
Test Room
) ! Internetional u
R&D Department Financial Marketing
Department Department Dy
Warehouse
|

Click the map display area, scroll the mouse wheel to zoom in the map and click ©) zeomouwt putton to zoom out the
map.

® Modify Map
Select the map name on the right hand and click ‘Modify Name’ on the menu bar to modify the map name.

® Add HotZone

If there are multiple maps to manage, you will needs to use this function. Because you can quickly switch maps
from one to another through clicking hotzone icon after you add the hotzone. It’s much convenient for users to
browse the map. The steps are as below:

Step 1: Select the map name on the right hand and click ‘Add HotZone’ button on the menu bar. Then a dialog
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box will pop up as follow:

/Add hot zone on the E-map "Office".

Q Please enter the hot zone information

Text co@ Please click the color button to select the text color.
Ico@ Please click the icon button to select the hotzone icon.

Please select the associated hotzone map.

Map Name
NanShan

e
E OK 2 Cancel

Step 2: Click color box ! to select text color displaying under the hotzone icon.

Step 3: Click ﬁ icon to choose the hotzone icon displaying on the map.

Step 4: Check the associated map. 9’?"
Step 5: Click ‘OK” button to save settings. N e prcperties

The hotzone icon can be moved anywhere. To switch to the designated map, click this icon. If you delete or
modify this hot zone, you can right click and select ‘Delete’ or ‘“Modify the properties’.
Step 6: Adjust the position of this hotzone icon and then click ‘Save’ button to save hotzone.

® Add Hotspot

The position of the monitor can be displayed on the map by adding hotspots so that the position of cameras and

alarms can be vividly shown. The setting steps are as follows:
Step 1: Select the map on the right hand and click ‘Add HotSpot’ button on the menu bar.

(Add hotspot on the E-map "Office”

Please enter the hotspot name, choose the device associated with the
hot spot and select the text color to display the hot spot.

Text coI@P\ease click the color button to select the text color,
Icon@ * Please click the icon button to select the hotspot jcon.

Hot name ‘ofﬁce_DE\.’[CEOA(Mot\'on & Video ot *imited to 1-60 Characters|

Please select the associated camera.

I>

= @O the first level
=@ the second level
= office
% sensorl Alarm
[1< Sensor2 Alarm
T Sensor3 Alarm
[1E Sensord Alarm —
W[5 ] DEVICE ytion & Video |loss)
Chap DEVICEO3(Motion & Video loss)
» DEVICEO4(Motion & Video loss)
ap DEVICEOS(Motion & Video loss)
[u» DEVICEO6(Motion & Video loss)
[ DEVICEO7(Motion & Video loss) A

L4 oK ﬂ Cancel

Step 2: Select the text color of the hotspot.
Step3: Input the hotspot name and select the associated camera.

@3
Step 4: Click \/ icon to select the hotspot icon.
Step 5: Click ‘OK” button to save settings.
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P - n
Engineering Wcmwwu-- &v‘}i‘u.'_'cll;Ls; WS | Gonference I Elevator
- | Male | Room -
Dapa.;:n:\\‘m ﬁ Exit Female ¢ _k Exit Front L
. ’“""‘ER*&&[MOM“ & Videoloss) _ - == Comidor— — — = = — — = — — = Comdor— — — — — — Door _»
: ' — " besk
I Confd ﬂ | Confaran, Domestio |
Comicor Corridor_( “RE&HS’E‘P"”“ b gapide um“ Commarch Ellark‘-m-q-g |
- 1 epariment Clomldbr
| P Departmepnl ) )
' |
Test | | Lobby
Dapartmant | | Perchasing |
| | Dipanmaml
| | : |
= = = = Comdor = — = = =
Comider |.
Teet Room
Einancial Internetionzl 2 Genaral
— RA&D Dapartment Cinar Marketing Manager
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You can drag the hotspot icon anywhere. Please move it to the right position on the map according to the actual
position of the camera.

Right click the hotspot to delete or modify the hotspot.

Step 6: Adjust the position of the hotspot and then click ‘Save’ button on the menu bar.

4.10 Account and Permission
NVMS-5000 user consists of operator and administer. The permission of administer cannot be modified. Only the

permission of the operator can be set.

4.10.1 Add User

Enter into Config Client > Account and Permission->User Account interface and click ‘Add User’ button.

- ——
€€ Config Client

+ admin
Configuration Panel Home Create, modify, delete user or user group
Modify And Delete Device @ Selectitem to modify or delete from the list.
Modify or Delete Media e
Server
Q3 Add User ] |5 Add User Group o~ Modify m Delete  (Lgg Modify User Permission
Madify or Delete Storage - —
S Username Accou... = Telephone EMail Locked | Limited = Accountdes...
Trigger Setup 4 Users outside the group (2)
Change the E-Map Server & admin Admini... No No
G 7 ey Fuserl Admini... No No

Input username, password and select account type. Then click ‘Create Account” to add a user.
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- . .
€€ Contig Client

Lol

Create Account

@ Create a new account and setup its basic information.

Username and passworde_______.—--—
are required.

o

P
NewUsemame‘ | Limi

Password ‘ | Limit:

Confirm Password ‘ |

Account type@?mmlstrator O Operafop

Choose an account
type.

If locked, this user will be
unable to access the
system.

Account description

aroup

CIMAC binding

MAC:

|
rephone ||

admin

ted to 1-60 Characters

ed to 60 Characters

Limited to 256 Characters

< oK 2 Cancel

4.10.2 Add User Group

Enter into User account interface to click ‘Add User Group’ button.

User Group”.

A 5 5
€c Config Client

Ll 4

Input the user group name and click ‘Create

admin

Configuration Panel Home

Maodify And Delete Device
Maodify or Delete Media

Create, maodify, delete user or user group

@ Selectitem to modify or delete from the list.

4.10.3 Modify User Permission

If the added user is an operator user, you can modify the permission. Select this

Permission’ button as shown below:

€C Config Client

€

. —

Server

. [y Add User g Add User Group ) . Modify m Delete [ g Modify User Permission
Maodify or Delete Storage - —
Serr Username Accou...  Telephone EMail Locked @ Limited = Accountdes...
Trigger Setup 4 Users outside the group (2)
Change the E-Map Server & admin Admini... No No
Information & userl Admini... No No

user and click ‘Modify User

Configuration Panel Home

Modify And Delete Device

Maodify or Delete Media
Server

Modify or Delete Storage
Server

Trigger Setup

Change the E-Map Server
Information

Create, modify, delete user or user group

@ Selectitem to modify or delete from the list.

P —

{5 Adduser (g AddUserGroup {7 wodity 1) [fg Detete (g Madity User Permission
Username Accou...  Telephone EMail Locked | Limited ' Accountdes...
4 yser group (0)
4 Users outside the group (2)

& admin Admini... No Na

&userl Admini No No

Qusera _Joperacor | JNo___[No___ | |
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The permission includes system permission, device permission and TV Wall Server permission.

i

‘gft_- Select resources for the user

Maodify permission of user "user2” 4 Chthe first level
4 Dlthe second level
Q Change permission U goffice
2
——— i CAMERADL
-] wib CAMERADZ
: Add Resource : B CAMERAD3
= wib CAMERADS
Name 1 Type Right Device Rights i CAMERADS
[ntercom and w CAMERADG
Rroadcast @ CAMERADT
Device b CAMERADZ
.
canfiguration @ CAMERADS
Device Lag &b CAMERALD
Viewer wp CAMERALL
R o CAMERALZ
Channel Rights @ CAMERAL3
Live preview b CAMERAL4
[ Live record b CAMERALS
PTZ Control DCAMERALS
[+ Playback
Backup
5 oD

e gy

Steps:

Channel Rights
I Live preview
IlLive recard
PTZ Control
(| Playback

] Backup

4
(o B[ cancel

> Click ‘Add Resource’ button to pop up a dialog box. Select the area, device or channel you want to add. Finally,

click *OK” to add a new permission list.

» Drag the scroll bar down to set TV Wall Server permission. You just need to select the relevant TV Wall Server

and then click ‘OK’ to save the setting. You must have already added TV Wall Servers before permission

settings.

| TV Wall Permission (~]

/| EMap Permission (~]

P
M
S Office

w

» Drag the scroll bar down to set E-map server permission. You must have already added the map and started the

E-map server, otherwise you cannot set the E-map permission. Here if you have added the map and started the

E-map server, you just need to check the relevant map and click ‘OK’ to save the setting.

Additionally, you can also click ‘Modify’ button to change user’s permission, name, password, user group and so

on.
< Note: The permission of administer cannot be modified.

4.11 System and Security

Return to Configuration Panel Home and click ‘System and Security’ to backup

or restore system configuration.
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The user must register in this software for using this function. If you don’t register, you cannot backup or restore
the configuration here.

0, lem and Secur>

“ Backup System Config | Restore the system configuration data

Export system configuration: enter into Configuration Panel Home - System and Security interface and click

‘Backup System Config”.

@ Backup or restore setting
\*.4. ¢? Fackup System Configy Restore the system configuration data

Click ‘Browse” to select the storage path, input the file name and then click ‘OK”.

Configuration Panel Home

Backup System Config

G Select a directory and input filename to backup. This backup file is used to restore your
configuration data

Export path

Import system configuration: enter into Configuration Panel Home - System and Security interface and click

‘Restore the system configuration data’.

Backup or restore setting

estore the system conﬁgura@

Click ‘Browse” to select the configuration file you need to import and then click ‘OK” button.

-_ ..
€€ Contig Client

‘— admin

Configuration Panel Home

Backup System Config

Select a directory and input filename to backup. This backup file is used to restore your
configuration data.

Exportpath | (| [(Browse |

oD T

5 NVMS-5000 Client

5.1 Monitor Client

Monitor client is in charge of real-time preview, playback, PTZ control, alarm preview and so on. Real-time

preview includes preview snap, single channel dwell, group dwell, tab dwell and alarm big screen preview. Only when
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the authentication server, media server, storage server and alarm server is started, can you start monitor client to view

real-time video, record and alarm information.

5.1.1 Start Monitor Client

Before starting monitor client, you must start authentications server, media server, storage server and alarm server

first. Double click mﬂw@m (or click “Start’->Programs—->NVMS-5000->Client->Monitor Client) to run monitor client.

A login window will pop up as shown below. Please input user name and password created in Chapter 4.9. Then click
‘Setup’ button to input the information about authentication server (please refer to Chapter 4.2 Config Client for detail
information). Finally, click ‘Login’ button to enter into Monitor Client interface.

User Name |1

Authentication

Remember rd Auto Login

Login Cancel

Note: One user can only login to one client. For example, userl who has already logged in to Config Client

cannot login to Monitor Client at the same time. If userl wants to login to Monitor Client, he needs to exit]
Client first and then log into Monitor Client,

MC'First run the software setting

Default strearr

&) Main stream

If you login to the Monitor Client for the first time, you should choose the stream before you log in. Please select it
according to the actual condition of your camera.

After logging in to the monitor client, the following interface shows.
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Playback

Device setting Virtual Matrix

Basic Setting

There are five areas in the main interface of this software. The descriptions of each area are as follows:

Area ‘ Description ‘ Area Description
1 Function Area 2 Tab Bar—to display the operated functions
3 Menu Bar 4 Alarm Information List.
5 Status information list

Description of Menu Bar

Menu Description
Start Export the control panel, live preview, playback tab and lock or exit the client.
Export the live preview, control panel, local log, E-map, alarm preview, playback, user
View account and permission, basic configuration and device management and organize the live
view
System Including lock client, broadcast to device, switch user, import or export configuration, etc.
Help View user manual and software version

Descriptions of Function Module

Description

Live Preview: To view live images and record, shap, control PTZ, etc.

Playback: To remotely play the local record.

E-map: To manage and display maps, hot zones and hotspots. To operate E-maps — zoom
in/out e-maps, view hot zones and hotspots, display alarm information on the map.

Device Setting.

Virtual Matrix: To create, modify or delete camera groups and schemes.

System Log: To search, view and backup local log.

Basic Configuration: To setup record partition and path, system startup and maintenance &
backup and restoration.
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Descriptions of Other Buttons
Button Description

Click to hide the window

M User manual

Click to zoom in/out the window

Click to exit the window

Click to extend or shrink the window (eg. Extend or shrink the list of alarm information list)

5.1.2 Group and Scheme Setting

® Channel Group Setting

In monitor client control panel interface, click “Virtual Matrix” to pop up the following window.

=4 . - X
ql: Meniter Client

Control Panel

Click “Create Channel Group” to create a channel group.

@ Input channel group name and dwell time interval.

*Limited

0K Cancel

After you create a channel group, choose this channel group and click “Change” button.

49



M User manual

wannel of channel group

-p CAMERALB

I I

Check cameras on the left and click button to add the selected cameras to the group on the right. Check cameras

on the right, then click button to remove them from the group.

® Group Dwell Scheme Setting

In Virtual Matrix interface, click the shortcut menu “Modify or Delete Group Dwell Scheme” on the left hand.

ﬁ_E Meniter Client

Contrel Panel Live proview m |+

L J

=® Create Scheme [/

Group Name Geoup D

Click “Create Scheme” to create a group dwell scheme. Then select this scheme and click “Change” button; choose
“Add or remove channel group of group dwell scheme”. The way to add or remove channel group of group dwell
scheme is the same as the channel group setting. Please see the above-mentioned setting.

5.1.3 Live Preview

In the interface of control panel, click “Live Preview” to enter the interface:
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Open manual recording

Start talk

PTZ Contral

1 1080p 25fps

2 ¢IF 25fpe

mascssean

Buttons description of live preview:

Full screen

Mser manual

Close All Preview

BUESEETE TS

Full Screen

Toolbar on the display window:

Screen Mode

Description Description
Close image (0] Snap
e PTZ control. Clicking the icon will
— Startstop manual record L display the control panel of PTZ.
Start/stop talk Camera configuration
m Open/close audio E’! Zoon in
= Fit to window
Right button functions:
Menu Description Menu Description ‘
. Open Manual
Snap Snap picture P . Start manual record
Recording
Camera Enter the interface of the area and
Start talk Start or stop talk . . . .
Configuration Camera configuration
Stream Choose stream to view. [ PTZ Control To display the control panel of PTZ
Enable . . . .
Audio Enable or close audio Close Preview Close single channel preview
Full Screen | To display in full screen

» Note: Click i icon to turn off all channels, but click icon to turn off the single channel.

®  Monitory Point Preview
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To start the live preview, drag the cameras from the list to the right display window or select a window and
double-click the camera to display the live image.

You can drag the image to any window at random.

Note: Node unfold rule: After the first time for setting the device and area, you shall obey the following rule to view
all tree nodes: when the tree node is more than 64 nodes, the system will unfold the upper node by default.

For example: A (There is camera group AC under A; sub-area a under AC; camera group ac under sub-area a).
If the nodes number is more than 64, A will be unfolded and AC will be displayed, but a will not be unfolded and ac
will not be displayed. If the node number of A is less than 64, A will be folded and all nodes need to be unfolded

manually.

®  Stop Preview

AN

»  Close Preview of Channel
Place your mouse on the window to display the menu toolbar, then

click icon to close preview of this channel.

snap

Open Manual Recording

- Start Talk
Paldc8eeQH P1Z Control

»  Close Preview by Right-clicking

101 25fps
2 CIF sips

Choose “Close Preview” by right-clicking the display window to i e
close preview of this channel.

> Close All Preview

Click icon on the main menu toolbar to close all the
windows.

®  Group Dwell Preview
Click “Channel Group” button on the lower left corner.

@ Meniter Client

CAMERAM

Channel Nama  Device of Channe |
Pe |

CAMERAD CAMERADZ

Choose the group and the window and then double click this group to view the group dwell image.

Choose the scheme and double click this scheme to view the group dwell scheme. The system will display the screen
mode automatically.
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»  Stop Channel Group or Group Dwell Scheme

Click icon to close all the windows for stopping channel group or scheme dwell.

[ J Preview Control

»  Full Screen

Snap

Open Manual Recording

Start Talk

Click @ icon on the display window or right-click to choose “Full e

G
Screen” to view in full screen. 2 CIF efps

Camera Configuration

Right-click to choose “Exit Full Screen” to exit full screen preview. Ele A

Close Preview

Full-screen

. . Euf o I oR Eeot [ =
> Single Channel in Full Screen sl fdiod stadbiche

Double click the selected window to view in full screen. Double click again to recover the window.

»  Stream of Live Preview
Right click on the display window to choose recording stream as shown on the right. The above stream is mainstream

(eg: D1 25fps) and the below is sub stream (eg: CIF 6fps).

Modify Device Stream: Click E= vutton on the display window to enter the Area and Camera Management interface.
Click “Image Quality” under Image Setting to modify device stream. Please refer to chapter 3.3.2 Image Settings for
details.
» Audio

Right click on the displaying window to choose “Enable Audio” or click

[E icon to enable audio of this channel.
Note: Only one audio can be enabled at the same time. If enabling another
channel’s audio, the enabled audio will be closed automatically.

D)
PaiacéaeQH

» Zoom In
Click @ icon on the toolbar in the displaying window

to zoom in the image; click Eﬂ icon to recover the
image.
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» Shap

Click @ button on the toolbar of the selected channel or right click to
choose “Snap” to capture the pictures.

) ; 1sibmp
. . R R — ::::;sfull::aptl;r:piﬂure.lliﬂurepaztll:c: y
After snapping pictures, a message prompt box will pop up to remind you e ‘u,'i‘a,w‘f‘mi;:,. 1_.cmm.m_m;_h o
ec b L c apture picture. Picture F
the pictures are captured successfully and where the pictures are stored. 3 e ——
apture picture. Picture pathC:
\capture\New Devicel CAMERADZ_2012 11 02_

Note: Capturing pictures can be realized only in live preview or playback. 16.14 07 @ Lmp

> Tak

Click Q button on display window or right click to pop up a menu bar.
Choose “Start Talk” to enable bidirectional audio.

Note: Since NVMS-1000 only allow you to open one device’s talk at the
same time, the system will stop talk with the current device for enabling
new talk with another device which is launching talk.

» Broadcast
(D Click “System” on the menu bar of software at the upper right; choose
“Broadcast” to enter the interface.

@ Click %" Add Broadcast Device

button to pop up a window; then check
the devices you want to broadcast, click [OK] button to save the
setting.

® Click button to stop Locked
broadcast.

Modify Password

" Add Dewice

Basic Setting

» PTZ Control
Please confirm the parameter of PTZ has been configured correctly before operating PTZ. Click E:
icon in display window or “Change Camera Setting” under “Device” to enter the interface. Click

“PTZ Setting” to enable PTZ and setup protocol, baud rate and address of PTZ.

Note: Here the protocol, baud rate and address of PTZ must be consistent with the PTZ decoder.

L
Select the channel and click icon or right click to choose “PTZ Control” to open the control panel of PTZ.

Click the direction buttons to control its rotational direction; drag the slider to control its speed.

[TPreset Cruise

Clickn and buttons to adjust focus, iris and zoom. erial Preset P

P

Select a preset point and click to operate this preset point or double click the preset point to operate it.

Click [Cruise]) button to list the cruises. Select a cruise and click [: button to cruise; click D button to stop
preset006

cruising. 7 preset007

PTZ can also support track, auto scan, wiper and light function.

5.1.4 Alarm Preview
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® Alarm Preview Setting

Q FPlease set the pop-up properties of alarm page and the number of alarm prewiew

In the control panel, click “Alarm Page Settings under Live

Preview to pop up the window Alarm Page
(@ Alarm preview will pop up automatically when alarm is putemeieFoprup arm faae
triggered if checking “Automatic Pop-up Alarm Page”.

@ Alarm preview will pop up automatically in full screen

Alarm Preview S

when alarm if triggered if checking “Full Screen Display

Number of Screens

When Popping Up”.
(3 Choose a display monitor from the “Full Screen Display” e |

drop-down menu. The alarm image will display on the
designated monitor when alarm is triggered.

@ Choose the number of screen.

® Alarm Preview
In the Config Client, set up alarm trigger and alarm schedule for alarm server. The monitor client will pop up the

relevant image on an alarm. In the monitor client, click “Alarm Preview” to pop up the following window.

-~ -
MC Monitor Client

R |

CAME RAOZ CAMERADZ

200 2 AR k

CAMERADZ

5.1.5 Multi-screen Display

In the interface of live preview, click button to plus a tab of live preview. Drag any tab of live preview or right
click the tab of live preview to select “Float” to pop up an independent live preview interface as below. Multi-screen to
display can be realized by dragging the independent interface to other screen (graphics card should support
multi-screen output at the same time).
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e Manitor Client

RBanic Settng

5.1.6 Playback

In the interface of control panel, click “Playback’ to enter the interface. You can play back the record files stored
in the HDD of device and storage server.

- . =
MC Monitor Client

Cantrol Panel m’ Basic Setting +

Sum o o waa Thu Bl sat |||
2 1 4
Snap
Opan Vaice
Download Ry Time

Close the preview

Full Sereen
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Area Descriptions:

Area Description Area Description
1 Playback Area 2 Toolbar
3 Record time Area 4 Resources Area
5 Time search or type search Area

Buttons Description of Area 2

Icon Description

Screen mode. 1,4,9,16,25 channels are optional

Close playback of all channels

Full screen

Play

Pause

Stop

Playback by single frame. When playback, click . button firstly
and then click this button to play frame by frame.

Backup the start time

Backup the end time

Download

Event list. Click this button to pop up the event list

Playback speed bar

Description Description
Close playback [o] Snap
Open/close audio E’! Zoom in
Fit to window
Right button functions:

Menu ‘ Description Menu Description
Snap Snap picture Enable Audio Enable or close audio
Download B To download record b ) .

. y . y Close Channel Close single channel preview
Time time search
Full Screen To display in full screen

In the playback interface, select date and record type, then drag the camera to the right display window for playing. You

Q Record Search

can click button to search the record file, then cIickubutton to playback.
Playback Record type includes manual record, motion detection record, schedule record, and sensor record.
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In the timeline, green bar stands for manual record data; yellow bar stands for motion record data; blue bar stands for

schedule record data; red bar stands for sensor record data.

00:00 0200 0400 08:00 0500 10:00 12:00 14:00 16:00 16:00 20:00 22.00 oo
Bocccbevoc oo b becee becoc Bocce b BecceEeeee Becccboecc e Bocccbeccebovec oo bevoc e Eeccc Fevec e b vl

5.1.6.1 Playback Mode

® Playback by Setting Time
Right click the color bar to select “Set the Play Time of the Channel X*” and then a dialog window pops up. Input time

manually or click | =| putton to select time. The system will play the video from the time you set.

‘O Manually set the time of channel 13

Input Time: Ba0:32pPn .

1800 1800 20:00 2200 00
e b bcco beco bvcc becon B b b |

' oK Cancel
Set the play time of the channel 13

® Playback by Searching Event

Click E button to display the event list. Double click an event to play this event record.

Note: and buttons on the timeline are used to expand and narrow down the time bar, so you can choose a more
accurate playback time.

W32 AneuE 1412 1 2 4 8 16 32

What’s more, you may also change playback speed by dragging [ bar.

5.1.6.2 Take Snapshot When Playback

Click @ button on the playing window to capture pictures. A message prompt will pop up after snapping.

5.1.6.3 Clip and Backup Record
When playing back record file, click - button to set the start time; click - button to set the end time. Then

click - button to download the video files within the configured time.

Note: The default path is C:\\backup.
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5.1.6.4 Download Record

® Download Record by Time Search

Right click the image in the playback interface to pop up a drop-down list as shown on the left hand.
Click “Download By Time” to pop up a window as follows:

awmiloud record by tme

R TI 2013-03-20 00:00:00
; -
[P——

Select record channel, start time and end time, checkmark event type and then click [Record Search] button to search
record information. After the information is searched, a backup information window will pop up by clicking
[ Download] button. Click [Browse] button to choose save path. Then click [OK] button to download record.

® Download Record by Event Search

Click E button to display event information list. Choose an event and right click to download this event.

serial Numbe Start Time End Time Event Type Data Source

13 4:27:15 PM EVE LYook 20 PM Schedule
Download

® View the Progress of Downloading

When starting downloading, you can view the progress of downloading and stop downloading manually by put the

cursor on the lower right corner (under m button).

Start Time End Time Had Downloaded Had TakeTime
/2013 12:00:00 AM 3/29/2013 11:58:58 PM 68.71% 00:00:04

W
w |

w |

The number of backup: 1 User Name: 1

5.1.6.5 Synchronized Playback

In the playback interface, select the playback channel and check synchronized playback.

5.1.7 Device Setting

In the control panel interface, click “Device Setting” to pop up the following window. Here you can set the device
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parameter.

m Mnni.t..or Client
2 Cantral Fanel Playback

w Image Settings o Record Settings

Jﬂ Motion Detection /

*) PTZ Settings

The real time image will display when you click one channel. You can set the parameter of this channel like the
parameter of image, record, motion detection, video loss alarm and PTZ. Different device settings will be displayed for
different device. You shall configure it according to its user manual.

Camera Basic Setting
In monitor client, click “Camera Basic Setting” to pop up the following device settings.

You can change device time, search device log, manage device disk, configure device network., etc.

5.1.8 E-Map

To see the Emap tab, please enter into the monitor client interface and then click ‘Emap’ button. The EMap Server
must be started before the use of this function.

You can double click the hotspot in the map to see the channel image. The hotspot icon will become a twinkling alarm
light when there is an alarm triggered and the alarm image will also pop up automatically.
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-
ML Monitar Client

Click *Clear All Alarm’ to clear the current all alarm. Click “Tile’ button to unfold all alarm images as shown below.
Click “Pile’ button to pile all these images.

TFemale | [ Wale [_Toom
L

L LT TTTTTTTTT e

- —Corridor— -

|
|
Domestic I
Marketing |
Department

t

New DevideZ_Sensor 1

R&D Department

Click button to tile the alarm preview windows on the right side.

5.1.9 System Log

Enter into the monitor client interface and click * System Log’ button to see the following tab. You can check all
kinds of logs and export these logs.
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?C Menitar Client

Control Panel

Select the main type and sub type, start time and end time and then click ‘Search’ button to see the relevant log
information.

If you need to export the log information, you can click ‘Export’ button after you search the relevant log
information and then click ‘Browse’ button to find the export path. Finally, click ‘OK” button to export those log to the
designated folder.

5.1.10 Basic Setting

Click “Basic Setting” on the monitor client to pop up the following window.

e Menitor Client

. Control Panel Playback m X Device configu Check system |

ystem Startup and Maintenance

In this interface, you can set record path, record backup path, snap path and the default number of the snap as well as
system startup and maintenance.

® Video Path Setting
You just need to click the shortcut menu and enter to choose the path separately.

® System Startup and Maintenance
In the interface of Basic Configuration, click “System Startup

and Maintenance” to enter the interface.
Under the system startup settings, two ways to enable the oot Software Auto Startup
software can be select.

If checking “Automatically Restart Your Computer” , user name

and password of the computer need to be input; time interval —_

and restart time need to be selected.
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5.2 Web Client

5.2.1 Operating Environment of Web Client

The web client supports IE 8/IE9/IE10, Firefox or Google browser. Please make sure that your browser supports
the downloading and use of the Web Client.

Checkup whether the IE browser prohibits Active X control from downloading:

Open IE browser, click ‘tools™, click ‘Internet Options”, select “Security” and click “‘Custom level...” to pop up a
security settings window. Then enable all sub options under “Active X controls and plug-ins”.
»  Checkup whether there are other components or antivirus to stop downloading Active X control. Please close

other components and configure antivirus and firewall to allow the installation of the file named WebMonitor.ocx.

5.2.2 Start IE Client

Before starting IE client, Authentication Server, Media Server and Storage server must be started first. Then Open

Apache. You can check it from the lower right corner of the PC as shown below.

‘@ hpache? 2}

LI I F I

% Login

Input the IP address or domain name of Authentication Server and the web server port, for example:
http://192.168.6.67:80088 (In this example, IP address is 192.168.6.67. The default web server port is 8088) to enter
into IE Client. Then input the user name and password you created in Account and Permission interface.

Usermame: [ ]

Password:

Language: |Englsh -
Verify code: lgeT7]

Login

After you log in, a downloading Active X control information will pop up. Please install this Active X control. After
that, you will see the live interface as shown below.
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vvei Monitor

2 | Chang password | Logout | [United States (English) |

Live preview Playback

Channel list | PTZ

201%/07/09 06:46:34 )

@138
" @130a
Y @140a
@423
“@144a
" @146a
Y @149a
@150a
@153a
“@154a
“@155a
Y @156a
@157a
“@158a
= &3201
1196
© @194
© @193
@192
= @191
“ @190
= @180
S E@HK241

= @120
< >

Collapse all Expand all

Click Playback tab to see the playback interface.
vveb Monitor

2| Chang

[ Jul ~[2013 ~| (] FULR 09008 0T A
Su Mo Tu We Th Fr Sa
i e e
dll w ui1zB
14 15 18 17 18 19 20
21| 22| 2 M 25 26 27
28 2 30 a

1T TR TG T g
Select the play screen in the playback area and click # button beside the camera name. This will take you to see the
image.

The operation steps of this IE monitoring interface are similar to that of the monitor client. Please refer to relevant
chapter for details.

5.3 TV Wall Client

5.3.1 Start TV Wall Client
Authentication Server, Media Server and TV Wall Server must be started first. Please make sure images can be

64



M User manual

2]
normally displayed on the TV Wall Screen. Double click m#zlEEE jcon (or click “Start” - Programs - NVMS-5000
- Client - TV Wall Client) to run the TV Wall Server. A login window pops up as shown below. Input the username

and password created below. Then click *Setup’ button to input the relevant information of authentication server
(please refer to Chapter 4.2 Config Client for more details). Finally, click ‘Login’ button to enter into the TV Wall

Client interface.

Username admin Username admin
Password sssee Password bk
Authentication Authentication | i} authentication sever =
server senver
Clogn
[y gt

The main interface of TV Wall Client displays as follows. “Resource browse” includes all front-end video devices
and their channels. “Channel group” includes all defined channel dwell scheme; “Output” includes all decoding
outputs of TV Wall which have started.

Note: The quantity of the video decoding outputs is determined by the quantity of decoding cards installed in the

computer. The video decoding card available for the software supports two HDMI outputs, one VGA output and two,

BNC outputs. The VGA output and the HDMI output beside it display the same contents, therefore, the resolution of

the display connected to VGA port must be 1920*1080. The utmost decoding capacity for each card is to output 16 CH

images with the resolution at 1080P and 16CH images with the resolution at 960H, that is to say, each card can decode

a maximum of 32 CH images.

@ TV Wall Client

¥ 4+ Update

Save

-]
=

Save as

Resource browse

@n Setup

+ Channel group

4 [Othe first level

Device Name
w dvr
W dvr
W dvr
W dvr

Channel Na...
CAMERAQOL
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oW o =y

& output
4 Bty
v6h No.0_Output0
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5.3.2 TV Wall Output

Left press the output name and drag them to the TV Wall Area one by one. Then select a screen mode, click
‘Resource browse” (or click * Channel Group’ or click ‘Playback’) and drag channel (or channel group) to one screen
as shown below.

@ TV Wall Client

Save Bl saveas ¥4 Update Setup
1 1 ’

i= Resource browse

4 [Cthe first level
4 Cthe second level
4 &= corridor

& CAM?2
< CAM3
< CAM4
«» CAM5
< CAM6
< CAM7 M 4B » B QR ®
«» CAM8
«» CAM9
@ CAM10
«» CAM11
> CAM12
& CAM13
> CAM14
@ CAM15
«» CAM16
I = office

M BME »E@ R [1] {41 B9

.::__ Channel group @

“ Playback
A Output

corridor

=The current configuration file @ corridor Username : admin The CUP usage: 18% Memory usage: 30% 2011-10-18 154912

Click and then the live images will be displayed on the TV Wall Server. The following pictures are the
sample pictures displayed on the TV Wall.
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> Note: Please make sure that Authentication Server and Media Server have run and TV Wall Client has
been set well and devices have connected well. Then the TV Wall Server can display images normally.

Button explanations of output interface:

Function
Lock or unlock the output status of channel

Screen mode

Play/Stop
Stop

Turn off all channels

Turn off the current video output

=l
Save the video output scheme: After dragging channels or channel groups to the output mode, click
button to pop up a dialog box. Input the file name and click ‘Save’ button as shown in the following picture. Then the

file name will be listed in the output scheme area.

Save Output Config X
i File Name corridod i
N d Save b Cancel m

If this output scheme is needed, double click the file name ' wridr’ and then click button. The images

Gename
Delete

m Clear Al

will display on the TV Wall Server. Right click this output scheme to pop up a dropdown list . Click
‘Rename” to modify the file name. Click ‘Delete” to delete this scheme. Click ‘Clear All” to clear all output schemes.

If you change the channels or channel groups of the current output scheme, clicking Mladld button can save

the modified scheme on the output scheme area.

Note: Each time you change channels or channel groups, please click " button to display the

images set currently on the TV Wall.

5.3.3 Playback

Click “Playback” tab to enter playback setting interface. Here it can only playback the record saved in the device
HDD(s).

To playback, select the date and event (like sensor record, motion record., etc) you want to playback and then drag the
channel into the output screen which will display “playback xxx as shown below. After that, you will see the playback
images on the TV Wall. Please don’t click “Update” button on the tool bar after dragging the channel into output
screen, or the playback images will not display.
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¥ Updat
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5.3.4 Setup

In the TV Wall Client, you can set up channel group and import and export settings. Please enter into TV Wall
Client and click ‘Setup’ button to display the following window:

V& TV wall configuration

TV wall

“»< 2 Virtual Matrix

s Create Channel Group | Modify or Delete Channel Group
Scheduled task Configuration
Create, modify, or delete a scheduled task configuration

i Import or export setting
:;? Import TV wall configuration  Export TV wall configuration

5.3.4.1 Create or Delete Group Dwell Scheme

Enter into TV Wall Client-> Setup interface. Click “Virtual Matrix’ button to pop up a window as shown below:
Channel group setting steps:

1. Click ‘Create Channel Group’ button to create a channel group. Input the channel group name, select dwell
time and then click ‘Create Channel Group’ button as shown below:
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@Input channel group name and dwell time interval.

Create Channel Group

i ' e N group 1| *imited to 1-60 Charact:
Create, Modify, Delete Channel Group redp mame | ‘ misee e aracters

SE Select channel group to modify or delete. The modification includes Dwell Time

nel addition or channel removal in the channel group.

e ——
= > ~
q =8 create Channel Group & Modify % Delste { Create Channel Group
F —_— ——

Device Name Channel Name Channel NO.

2. Select a channel group and click ‘Modify’ button.

| =0 Create Channel Group (7 Moaity [ ) [E Delets

Device Name Channel Name Channel NO.

4 group 1(0)

3. Select ‘Add or remove channels in the channel group to pop up the following left window.

Select the channel in area 2 and then click -® icon to add the channel to group. Select the channel in area 1 and
click & icon to remove the channel from the group.

Device Name Channel Name Chann...

4 group1(3)

w office DEVICEOL 1
D office DEVICEO2 2| Areat
- Doffice DEVICEO3 3
Modify channel Group
@ Selectitem to change L
Change the channel group name | Grolpl Chennel Name chenn.. =
4 office (13)
Change the dwell time
!
@move channels in the chann@ -‘3 Area 2
@

Manage other channel group information

[ OK ‘ I Cancel

4. Click “OK’ button to save settings.
If you want to delete the created group, please select this group and click ‘Delete’ button to delete.

Having configured the channel groups, you can click ‘Channel group” on the left menu list of TV Wall Client to
see these group.

5.3.4.2 Scheduled Task Configuration

Enter into TV Wall Client > Setup > Scheduled Task interface to create tasks. You can see the designated
channel image by the configuration of task in designated time.

Create a new scheduled task for the TV Wall server "TV Wall".
@ Please enter the information of the scheduled task.
Task | ‘ *imited to 1-60 Characters
Trigger mode and time
Start Time  |11:07:05 AM 3
® Everyday
O Every Week
Qutput target Input channel
@ TV wall configuration Selected | Selected |
a v8i N0.0_Outputd @ Channel O Channel group
Output screen 0 4 Olthe first level
v Dl the second level
Create, change or delete tasks of the TV Wall Server
@ Create task or select the existing task from the list to modify or delete.
(F CreateTask )| . moay [ Deiete Enable Create Channel Group
Task Name Enabled Qutput screen Trigger  Trigger fi... -
1 | Create a task ‘ l Cancel
4 TV Wall (0)

Note: Before you create a task, you must start your TV Wall Server.
The steps of task creation:
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Step 1: In the Scheduled task interface, click ‘Create Task’ button to display the dialog box as shown above on the
right.

Step 2: Input the task name.

Step 3: Select the trigger mode and time.

Step 4: Select the output target and channel or channel group.

Step 5: Checkmark ‘Enable’ and click ‘Create a task’.

5.3.4.3 Backup & Restore Settings of TV Wall Client

Enter into TV Wall Client - Setup interface. Click ‘Export Settings” to backup the settings of TV Wall Client.

Click ‘Import Settings” to restore the settings of TV Wall Client.

@ TV wall configuration

Export TV wall configuration information

Please input the storage path and file name of the configuration you want to
import. This file can be used to restore the eriginal configuration.

Expart Q Browse l )
( Export Sett\'na) Cancel

@ TV wall configuration

Import TV wall configuration information

Please select the configuration file to import. The program needs to reboot after
successful import.

Import H Browse >
@portSett@ [ Cancel ]

6 FAQ

1: How to modify the password by yourself

A: Login monitor client and click icon to pop up a drop-down list as shown in the left picture. Click ‘Modify

password” to see a window as below. Input the current password and new password; confirm password and then click

‘oK.
@ Modify user password X

Current Password

New Password

E dj X Confirm Password

Abouk Manitar Cl

[ oK l [ Cancel ]
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2: Unable to login IE client

A:1) Please checkup whether the Active X control is forbidden to download and refer to the operating environment in
Chapter 5.2.1.
2) Please checkup whether the IP address input in the browser address bar is right.
Suppose the LAN IP address of the authentication server is 192.168.6.67, WAN IP address is 58.251.86.194,
domain name is renzheng.meibu.com and Web port is 8088. If logging in to the IE client in LAN, please input
http://192.168.6.67:8088, or http://58.251.86.194:8088, or http://renzheng.meibu.com:8088; If logging in to the

IE client in WAN, please input http://renzheng.meibu.com:8088, or http://58.251.86.194:8088 (only when the
WAN IP is a fixed IP, will it take effect.)

3: The device information cannot be seen after the user logins to the monitor client.
A: 1) Please checkup whether this user account is a administer account. If this account is an operator account, please
checkup whether it has the authority to view the device information.
2) Please checkup whether the media transfer server of the device has been started.

4: The alarm information cannot be received after the user logins to the monitor client.

A: 1) Please checkup whether the alarm server has been started.
2) Please checkup whether the schedule of sensor alarm or motion detection alarm are set in the NVMS-5000
system.

3) As for remote login device in the monitor client, please checkup whether sensor alarm and motion detection
alarm of the remote login device have enabled

5: The images of online TV Wall servers cannot be seen after the user logins to the TV Wall client.
A: 1) Please checkup whether the TV Wall server starts correctly.
2) Please checkup whether the user has the authority to enter into the TV Wall server.

6: The record cannot playback after the user logins to the monitor client.
A: 1) Please checkup whether the storage server has started.
2) Please checkup whether channels are added to the storage server.
3) Please checkup the record schedules of the storage server are set correctly.
4) Please checkup whether the partition groups of the storage server are set correctly.

7: The configuration of devices cannot be modified remotely after the user logins to the monitor client.

A: 1)When the device configuration is required by the monitor client and pop up the prompt “Someone is configuring.
Please try later”, please open the IE browser to login to the device remotely and then enter into “Info” - “Online
user” interface to see if there are any other users logging in.

2) Please go to the live to see whether the device is setting up.
3) If the problem still exists, please contact your device manufacturer.

8: The preview image on the client cannot display fluently.

A: 1) Please check whether the CPU occupancy rate of the client platform is 100% or there still has usable memory.
This situation will not emerge when the CPU occupancy rate is less than 75% and there still has usable memory.
2) Please checkup whether the network environment is supported, including whether the uplink bandwidth of the
device and stream match and whether the downlink bandwidths of the media transfer server and the streams of all
channels of devices match.
3) Please checkup whether the media transfer server is overload operation.

9: After starting the authentication server, media transfer server and storage server, the storage server still
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cannot save.

A: 1) Please checkup whether channels of devices are added to the storage server.
2) Please checkup whether the partition groups are set for the storage server.

10: After the device is changed, it still cannot record when re-logging in to the storage server.

A: Please login the config client to reset the partition of the storage server. You must reset the partition group of the
storage server after changing PC because the different PC maybe have different partition group. Finishing the
configuration, the “record status” of the storage server shall be normal.

11: When entering to the TV Wall server, prompt “Login failed! Reason: This server name does not exist”.
When entering into the TV Wall Client, prompt “Login failed! Reason: This user does not exist™.
A: 1) Please checkup whether the relevant server name and user account of TV Wall Server has been created.

2) Please checkup whether the server name is right when logging in to the TV Wall server. Please checkup
whether the username is right when logging in to the TV Wall Client.

12: Why does the PTZ control interface is blank after the user enters into the monitor client?
A: You need to drag channels to the live preview area and then operate in the PTZ control interface.

13: Under normal record condition, why there is no record in the front of the record bar sometimes when
viewing a channel record in the monitor client?

A: Because the HDD room saving the record data of the channel is full, so the earlier record files are covered by new
created record data.

14: Under normal record condition, why the record bars of two channels with the same schedule is different in
the monitor client?

A: Please checkup whether these two channels belong to different partition group in the storage server or their
allocated storage room is different.
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